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Kaitsevae seisukoht Vabariigi Valitsuse
maaruse ,Muud vaartuslike andmestike
kategooriad, nende andmestike nimekirjad
ning avaldamise ja taaskasutamisetingimused
ja kord“ eelndule

Kaitsevagi tutvus Vabariigi Valitsuse maaruse ,Muud vaartuslike andmestike kategooriad, nende
andmestike nimekirjad ning avaldamise ja taaskasutamisetingimused ja kord“ eelnduga ning
esitab jargneva seisukoha.

Eelndust ega selle seletuskirjast ei selgu, kuidas saada aru eelndu vétmem©distetest. Eeskatt on
probleem moistega "alusandmed". "Metaandmeid" "alusandmetega" kérvutades tekib kahtlus,
mida kummagi mdistega on silmas peetud. Teaduses ja ka tavaarusaama jargi on "alusandmed"
uuringute jm teadusto jaoks kasutatavad algandmed. Eelndu ja seletuskirja pdhjal vdib oletada,
et méeldud on hoopis uuringute tulemusel saadavaid andmeid (voi siis ka uuringuid endid), mida
kasutatakse keelemudelite alusandmetena. Leiame, et pdhimdbistete maaratlemata jatmine
eelndus hagustab kogu teksti mdtet ning selgust ei loo ka seletuskiri. Seletuskirjas on defineeritud
nt "keeleandmestikud", aga mitte "alusandmed".

Probleem tuleb ilmekalt esile naiteks maaruse §-s 6, vaadates selle pealkirja ,Uuringute,
teadust6dde ja analluside ning nende alusandmete avaldamise kohustus" ja samas satte 16iget
3: "Léikes 2 nimetatud uuringuid, teadustoid ja analllse avalikustades tuleb avalikustada ka
nende alusandmed, metoodika ja metaandmed avatud masinloetavas vormingus, kui seadusest
ei tulene teisiti". Seda lugedes ei saa olla kindel, mida peetakse silmas "alusandmete", mida
"metaandmete” all.

Seletuskirja 5. peatikis (lk 6) on valja toodud, et ,Kui avaliku raha eest on loodud
juurdepaasupiiranguta terminibaas voi erialane sonastik,/..../“. Tekib kiisimus, et kas on Uldse
voimalik avaliku raha eest luua juurdepaasupiiranguga terminibaasi. limselt see siiski nii ei ole,
sellele seisukohale saab jouda, lugedes 2. peatiki (lk 2) eelviimast 16iku, mis Utleb: ,Uuringute,
teadustédde ja anallilside koos nende alusandmetega vaartuslike andmestike kategooriana
maaratlemine on oluline, et tagada, et avaliku raha eest loodud teadmised oleksid avalikkusele
l&bipaistvad, korduvkasutatavad ja kontrollitavad, kooskdlas avaliku teabe seaduse ning
avaandmete pohimbtetega.”

Lisaks toob Kaitsevagi valja, et eelndu § 6 16ige 4 naeb ette, et kui alusandmete taielik
avalikustamine ei ole voéimalik isikuandmete kaitse, intellektuaalomandi diguse, arisaladuse voi
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muu seadusest tuleneva piirangu téttu, avalikustab teabevaldaja: 1) andmed koondatud kujul; 2)
alusandmete metaandmed; 3) metoodika kirjelduse; 4) pdhjenduse alusandmete taieliku voi
osalise avalikustamata jatmise kohta. Kuna asutusesiseseks kasutuseks moeldud teabele
juurdepaasu piiramine on tahtajaline, siis on taoline sate teabevaldajale koormav ja
ebaotstarbekas, kuna eeldab teabevaldajalt andmete avalikustamist andmeid Umbertdddeldes
(koondamine, metoodika kirjeldus jm sattes nimetatu) juba enne juurdepaasupiirangu tahtaja
mdddumist. Taoline lhenemine ei toeta blrokraatia vdhendamise ideed.

Kaitsevagi teadvustab ja moistab avaandmete olulisust ja nende kattesaadavuse eesmarki,
samas arvestades rahvusvahelist julgeolekukeskkonda vdib detailsete andmete kattesaadavus
olla otseseks ohuks riigi julgeolekule.

Avaliku teabe seadus (AvTS) kohustab teabevaldajat tunnistama asutusesiseseks kasutamiseks
mdeldud teabeks teabe, mille avalikuks tulek kahjustab riigikaitse korraldamist, sdjalise kaitse
planeerimist, ettevalmistamist ja juhtimist, sh tuleb kaitsta teavet, mille alusel on vdimalik teha
konkreetseid jareldusi ja anda hinnanguid Kaitsevae sdjaliste vbimekuste kohta. Hinnangu, kas
teave vajab kaitset avalikuks tuleku eest ning teabele juurdepdasupiirangu saab kehtestada
asutuse juht, kui teave jaab AvTS § 35 kaitsealasse.

Eestis teostatakse riigi valitsemist avatult ehk avalikes huvides, ausalt ja I|abipaistvalt.
Seaduseandja on siiski selgelt valjendanud, et riigi julgeoleku kaitse on selline vaartus, mille
kaitse vajadus on seaduses kirjeldatud ning teabe Uldiseks kasutamiseks andmisel peab olema
riigi julgeolek tagatud. Riigikaitselisi asutusi ei ole paljudel juhtudel kaasatud teabe avalikustamise
otsustusprotsessi. Seetdttu puudub ka Ulevaade ja kontroll, kas andmete kogumine, t66tlemine,
sailitamine ja avalikult jagamine on eesmargiparane, proportsionaalne, riigi huvides ning kas on
hinnatud teabe avalikuks tuleku ohtusid nii riigikaitse kui ka sisejulgeoleku tagamise vaates.
Puudub selgus, kas ja kuidas valistatakse potentsiaalse vastase juurdepaas Eesti riigi andmetele.

Uue julgeolekuohuna saab markeerida avaandmete massparingute, andmete nn kraapimise ning
alla laadimise mh valisriikides asuvate organisatsioonide poolt. Riigiasutuste loodud avalikele
registritele on juurdepaas igaluhel, sh valisriigi kodanikul, kuna juurdepaas avalikule teabele ei ole
seaduse tasandil kodanikudigusena piiratud.

Lisaks saab esile tuua kuberriinnete jarjest sisteemsema rakendamise sjaliste eesmarkide
toetuseks. Kiberluureoperatsioonide fookus on liikumas sdja ja poliitikaga seotud siisteemidele
ning sihtmargid on julgeoleku- ja kaitsesektor ning ettevotted, mis neid toetavad. Samuti on Eesti
naitel leidnud kohtulikult tdendamist, et ka avalikult kattesaadavat infot edastatakse vaenuliku riigi
luureteenistusele. Kattesaadavaid andmeid koos muu avalikult ja nt rinnakute tulemusena
omandatud teabega analliisides ja arvestades tanapaeval kasutusel olevate tehniliste
lahenduste vdimekust, vdib jduda riigi julgeolekut ohustavate tulemusteni. Sarnasel moel voib olla
vbimalik erinevate ministeeriumide valitsemisalade andmeid koos t66deldes teha jareldusi riigi
julgeolekut tagavate teenistujate andmete, riigi julgeoleku tagamisega seotud vdimete, vahendite
ja vdimalike norkuste kohta.

Avaandmete kattesaadavuse, kogumise ja tootlemise osas puudub vastutav institutsioon, kelle
tlesanne on koordineerida keskselt Eesti Vabariigi ja riigikaitse huvidest lahtuvalt avaandmete
kattesaadavust ja todtlemist. Kisimus on, kuidas valtida sensitiivse informatsiooni sattumist
vaenuliku riigi katte, ehk kuidas kaitsta avaandmete puhul teavet, mis annab vastasele selge
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eelise erineva taseme riindetegevuste planeerimiseks ja labiviimiseks nii rahu, kriisi kui ka sdja
ajal.

Detailsed avaandmed, mis on nii riigi siseselt kui valisriigis kattesaadavad, vdimaldavad ja
lintsustavad olulisel maaral riigi vastu suunatud destabiliseerivate tegevuste toimepanemist ja/voi
laiemalt sojalise riindetegevuse planeerimist, seda nii kriitiliste ja elutdhtsate teenuste, taristu, kui
riigiasutuste ja jbuametkondade isikkoosseisu, objektide, slisteemide ja varude vastu. Kdne all
olev eelndu ja selle seletuskiri ei kasitle julgeoleku aspekte, vaid vaatleb teemat Uksnes
avaandmetest saadava kasu perspektiivist. Kaitsevagi teeb ettepaneku algatada muutunud
julgeoleku olukorras riigi Uleselt teabe avalikustamise turvalisuse hindamine, et valistada
vastasele selge eelise andmist.
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