Andmekaitsealane méjuhinnang videovalvesiisteemi voi rajakaamerate kasutamiseks nr

1. Isikuandmete tootlemine
1.1. Mis on kaamerate kasutamise eesmark?

[Vali kuupidev]

Eesmirk

Tehke valik

Jahinduslikul eesmairgil rajakaamerate kasutamine

O

Kiilastusobjektidel vara kaitseks rajakaamerate kasutamine

Kontorite vara kaitse ja turvalisuse tagamise eesmargil
videovalvesiisteemi kasutamine

Vahelaoplatsidel metsamaterjali varguse ennetamise eesmaérgil
rajakaamerate kasutamine

Metsloomade ja looduse vaatlemise eesmaérgil rajakaamerate
kasutamine (nt pddra-, hirve-, kopra- ja/voi kotkakaamera)

O
O
O
O

Muu (kirjeldage)

1.2. Millised on filmimisega seotud andmetd6tluse toimingud (ziitke koostoss ITH v KTO-ga)?

Tootlemise viis Tehke valik Lisage vajadusel mirkus
Reaalajas jélgimine (nt turvatictaja voi vastutav isik jélgib otsepilti) [l
Liikumise tuvastamine (ut pildi tegemine véi video) O
Videoklipi/pildi teavituse saatmine vastutavale tootajale O
Videoklipi/pildi salvestamine (piltide véi videote salvestamine kaamera O

mdlukaardile voi pilveteenusesse, ajutine voi piisiv salvestus soltuvalt seadmest ja
eesmdrgist)




Videoklipi/pildi edastamine ja jagamine (teavituste ja salvestiste
edastamine e-posti voi rakenduse kaudu vastutavale isikule, andmete jagamine
PPA-le oigusrikkumise menetlemiseks)

Videoklipi/pildi séilitamine (andmete hoidmine kindlaks mécratud aja
Jjooksul, vastavalt sdilituspoliitikale, sdilitustihtaegade mddramine ja automaatne
kustutamine)

Videoklipi/pildi vaatamine ja kasutamine (salvestiste libivaatamine
varguse voi muu juhtumi tuvastamiseks, kasutamine toendina menetluses (nt
politseile esitamisel)

Videoklipi/pildi kustutamine manuaalne véi automaatne kustutamine pérast
sdilitustdhtaja méddumist, kustutamine isikuandmete noude alusel (nt
andmesubjekti taotlusel))

Andmete turvamine (nt. mélukaardi kriipteerimine, paroolikaitse,
ligipddsupiirangud)

1.3. Milliseid isikuandmeid videovalvega toddeldakse?

Andmed, mida toodeldakse

Tehke valik

Lisage vajadusel mérkus

Visuaalsed andmed (ndgu, riietus, kehahoiak, litkumine, tegevused, eseme
registreerimisnumber, mark, virv jne)

O

Asukoha andmed (tipne asukoht, liikumistrajektoor)

Ajatempli andmed (kuupdiev ja kelle, millal isik kaamerasse jiii)

Teavitused (teavitus, mis saadetakse vastutavale téétajale (voib sisaldada
isikuandmeid) ja logid (logid, kes ja millal andmeid vaatas véi edastas)

Heliandmed, kui kaameral on mikrofon (isiku hécl véi vestlus (kui
salvestatakse))

Muu (kirjelda)

O o Ooo




1.4. Mis on isikuandmete to6tlemise diguslik alus?

Oiguslik alus Tehke valik Viide
Nousolek O
Leping O
Juriidilise kohustuse tditmine (mdrkige oigusakt ja sdte) O
Oigustatud huvi (lisage viide) O
Eluliste huvide kaitse (selgitage, milliste huvide kaitseks) O
Avaliku tlilesande tiitmine (mdrkige oigusakt ja sdte) O
1.5. Kellele videovalvest saadud isikuandmeid edastatakse ja mille alusel?
Saajad Tehke valik Lisage vajadusel méirkus
Oiguskaitseorganid, nt PPA (kuriteo voi digusrikkumise tuvastamine, O
toendite esitamiseks menetluses)
Andmetdotlejad/volitatud tootleja (pilveteenuse pakkujad, kes salvestavad [l
voi haldavad kaamerapilte; IT-teenuse osutajad, kes haldavad kaamerasiisteemi
vOi turvataristut)
Turvafirmad (Kui turvateenust osutab viiline ettevéte, kellel on ligipdicis U
salvestistele)
Organisatsiooni to6tajad (vastutavad téotajad, kes saavad teavitusi ja [l
vaatavad salvestisi (vahelaoplatsi eest vastutav toétaja, jahindusspetsialist,
andmekaitsespetsialisti, infoturbe juht, administraator, hoonehaldur)
Kohtud ja haldusorganid (kui andmeid kasutatakse kohtumenetluses voi 1

haldusotsuse tegemisel)




2. Hinnangud andmetootlusele

2.1. Milliseid andmeid on eesmérgi saavutamiseks hiddavajalik to6delda ja miks?

2.2. Kuidas on andmesubjekte kaamerate kasutamisest teavitatud?

Teavitamise moodus Tehke valik Lisage vajadusel mérkus
Fiitisilised teavitussildid O
RMK koduleht O
Rakendus/App (kirjelda, millises rakenduses/dppis) 1
Muu (kirjelda) U

2.3. Kas siisteem voimaldab andmesubjektil tutvuda temaga seotud salvestistega?

JAH El
L] L]
2.4. Kas siisteem vOimaldab salvestistest viljavitete tegemist andmesubjektile?
JAH El
] ]
2.5. Kas siisteem voimaldab andmete kustutamist andmesubjekti ndudmisel?
JAH El
L] L]




2.6. Kuidas toimub andmete jagamine volitatud tootlejatega (nt teenusepakkujad)?




3. Riskide hindamine

3.1. Andmekaitsealases mdjuhinnangus hinnatakse riske andmesubjekti vaatest, sest isikuandmete kaitse seaduse eesmérk on kaitsta isiku digusi
ja vabadusi. Riskide kirjapanek niitab, kuidas andmetodtlus vaib neid mojutada ja kdrge riski korral tuleb lisada maandamismeetmed, et
vihendada ohtu enne tootlemise jatkamist.

3.2. Riskide mdju ja tdendosuse hindamisel ldhtutakse tabelis 1 ja 2 toodud hindamise skaalast.

abel 1. Riski méju hindamise skaala
Hinne Maiju hinnang Kriteeriumid

1 Viga viike mdju Riski realizeerumizel on m&ju andmesubjektile praktilizelt olematu,
luna sellel on viga viile m&ju tema digustele ja vabadustele, mis
el pShjusta clulisi negatiivseid tagajirgi
2 Wiile m3ju Rizki realizeerumisel on m&ju andmesubjektile viike, kuid zee viib
pohjustada mdningaid ebamugavusi vOi pitranguid, mis siiski et
mijuta olulizelt tema Sigusi ja vabadusi
3 Arvestatay mdju Riski realizeerumizel on m&ju andmesubjektile arvestatay, kuna see
vdib péhjustada maddukaid tagajargi tema Sigustele ja vabadustele,
mis viivad vajada tilendavat kaitset vEi meetmete rakendamist
negatiivsete mdjude vihendamizseks
4 WEgza suur mdju Riski realizeerumiszel on m&ju andmesubjektile viga suur, kuna see
vdib péhjustada t8siseid tagajirgi tema digustele ja vabadustele, sh
olulisi kahjusid v81 ohtusid, mis vajavad kohest ja vlatuslikkuo
sekkumist kaitsemestmete rakendamisels

Tabel 2 Riski tGenfosuse hindamise skaala

Hinne | Tdendosuse hinnang Kriteeriumid
1 VEhetdendoline Eizki realisesrumine on pigem teoreetiline v&i praktikas viga harv
2 T&endoline Riski realiseerumine on vdimalik, aga praktilized nfited on Gksikud
3 Vaga thendoline Eisk on varasemalt BME-s v3i mujal realiseerunud ja vuesti
realiseerumine on voimalilc
4 Ulimalt t3endoline Eisk on varasemalt BME-s v3i mujal korduvalt realizeerunud ja
wuest: realiseerumine on viga viimalik

3.3. Riski analiiiisimise tulemusel arvutatakse riski moju ja tdendosuse korrutisena riskitase (olulisus), mis hilisemas faasis on oluline riskikasitluse
prioriteedi seadmiseks.
3.4. Riskitaseme pohjal paigutuvad riskid tabelis 3 toodud riskimaatriksisse ja prioriseeritakse kdrgeimast riskitasemest madalaimani.



Tabel 3. Fiskitazeme amutamine

Téenfosus
Wihetdenfoline | Toendoline (2) Viga thendoline Ulimalt
{1 3 tdendoline (4
2, | Vaga suur mdju (4) | 4 —keskmine 8 — kidrze
§ Agvestatay mdju (3) | 5 — keskmine 6 — keskmine 0 — kbrge
Vaike m&ju {2) 2 —madal 4 — keskmine 6 — keskmine 8 - kbrge
Viga viike mdju (1) | 1 —madal 2 —madal 3 — keskmine 4 - kegkmine

3.5. Riskide hindamise eesmark on tagada, et RMK kasutaks olemasolevaid ressursse kdige olulisemate riskidega tegelemiseks.

[Tabel 4. Riskitasemed ja riskinormid ning tegevused vastavate riskitasemete puhul

Riskitase Riskinorm Tegevus

1-2 Madal Riski voib aktsepteerida ja maandamismeetmeid
kavandama ei pea

3-6 Keskmine Riski voib aktsepteerida ja maandamismeetmeid
kavandama ei pea, kuid maandamismeetme
kavandamata jatmisel tuleb osata tuua
sellekohase pdhjendus

8-11 Korge Riski ei voi aktsepteerida ja kavandama peab
maandamismeetmed hiljemalt 3 kuu jooksul
pérast riski tuvastamist. Risk tuleb viia juhatusse
strateegilise riski méaératlemiseks




3.6. Riskide kirjeldamine, hindamine ja maandamismeetmed
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< x S | voimalike riskide vahendamiseks voi kiitmine
NR Andmekaitsealane risk 04 I6petamiseks) Lisa méarkused (Jah/Ei)




4. Andmekaitsespetsialisti seisukoht («iidab andmekaitsespetsialist)

Koostaja
[Vali sobiv]
[Sisesta eesnimi ja perekonnanimi]

[Sisesta ametinimetus]
[Sisesta osakond]

Andmekaitsespetsialist
[Vali sobiv]

[Sisesta eesnimi ja perekonnanimi]
[Sisesta eesnimi ja perekonnanimi]
[Sisesta osakond]




