
Andmekaitsealane mõjuhinnang videovalvesüsteemi või rajakaamerate kasutamiseks nr  

 

[Vali kuupäev] 

 

1. Isikuandmete töötlemine 

1.1. Mis on kaamerate kasutamise eesmärk? 

Eesmärk Tehke valik 

Jahinduslikul eesmärgil rajakaamerate kasutamine ☐ 

Külastusobjektidel vara kaitseks rajakaamerate kasutamine ☐ 

Kontorite vara kaitse ja turvalisuse tagamise eesmärgil 

videovalvesüsteemi kasutamine 
☐ 

Vahelaoplatsidel metsamaterjali varguse ennetamise eesmärgil 

rajakaamerate kasutamine  
☐ 

Metsloomade ja looduse vaatlemise eesmärgil rajakaamerate 

kasutamine (nt põdra-, hirve-, kopra- ja/või kotkakaamera) 
☐ 

Muu (kirjeldage)  

 

1.2. Millised on filmimisega seotud andmetöötluse toimingud (täitke koostöös ITH v KTO-ga)?  

Töötlemise viis Tehke valik Lisage vajadusel märkus 

Reaalajas jälgimine (nt turvatöötaja või vastutav isik jälgib otsepilti) ☐  

Liikumise tuvastamine (nt pildi tegemine või video) ☐  

Videoklipi/pildi teavituse saatmine vastutavale töötajale ☐  

Videoklipi/pildi salvestamine (piltide või videote salvestamine kaamera 

mälukaardile või pilveteenusesse, ajutine või püsiv salvestus sõltuvalt seadmest ja 

eesmärgist) 

☐  



Videoklipi/pildi edastamine ja jagamine (teavituste ja salvestiste 

edastamine e-posti või rakenduse kaudu vastutavale isikule, andmete jagamine 

PPA-le õigusrikkumise menetlemiseks) 

☐  

Videoklipi/pildi säilitamine (andmete hoidmine kindlaks määratud aja 

jooksul, vastavalt säilituspoliitikale, säilitustähtaegade määramine ja automaatne 

kustutamine) 

☐  

Videoklipi/pildi vaatamine ja kasutamine (salvestiste läbivaatamine 

varguse või muu juhtumi tuvastamiseks,  kasutamine tõendina menetluses (nt 

politseile esitamisel) 

☐  

Videoklipi/pildi kustutamine manuaalne või automaatne kustutamine pärast 

säilitustähtaja möödumist, kustutamine isikuandmete nõude alusel (nt 

andmesubjekti taotlusel)) 

☐  

Andmete turvamine (nt. mälukaardi krüpteerimine, paroolikaitse, 

ligipääsupiirangud) 
☐  

 

1.3. Milliseid isikuandmeid videovalvega töödeldakse? 

Andmed, mida töödeldakse Tehke valik Lisage vajadusel märkus 

Visuaalsed andmed (nägu, riietus, kehahoiak, liikumine, tegevused, eseme 

registreerimisnumber, mark, värv jne) 
☐  

Asukoha andmed (täpne asukoht, liikumistrajektoor) ☐  

Ajatempli andmed (kuupäev ja kelle, millal isik kaamerasse jäi) ☐  

Teavitused (teavitus, mis saadetakse vastutavale töötajale (võib sisaldada 

isikuandmeid) ja logid (logid, kes ja millal andmeid vaatas või edastas) 
☐  

Heliandmed, kui kaameral on mikrofon (isiku hääl või vestlus (kui 

salvestatakse)) 
☐  

Muu (kirjelda) ☐  

 

 

 

 



1.4. Mis on isikuandmete töötlemise õiguslik alus? 

Õiguslik alus  Tehke valik Viide 

Nõusolek ☐  

Leping ☐  

Juriidilise kohustuse täitmine (märkige õigusakt ja säte) ☐  

Õigustatud huvi (lisage viide) ☐  

Eluliste huvide kaitse (selgitage, milliste huvide kaitseks) ☐  

Avaliku ülesande täitmine (märkige õigusakt ja säte) ☐  

 

1.5. Kellele videovalvest saadud isikuandmeid edastatakse ja mille alusel? 

Saajad Tehke valik Lisage vajadusel märkus 

Õiguskaitseorganid, nt PPA (kuriteo või õigusrikkumise tuvastamine, 

tõendite esitamiseks menetluses) 
☐  

Andmetöötlejad/volitatud töötleja (pilveteenuse pakkujad, kes salvestavad 

või haldavad kaamerapilte; IT-teenuse osutajad, kes haldavad kaamerasüsteemi 

või turvataristut) 

☐  

Turvafirmad (Kui turvateenust osutab väline ettevõte, kellel on ligipääs 

salvestistele) 
☐  

Organisatsiooni töötajad (vastutavad töötajad, kes saavad teavitusi ja 

vaatavad salvestisi (vahelaoplatsi eest vastutav töötaja, jahindusspetsialist, 

andmekaitsespetsialisti, infoturbe juht, administraator, hoonehaldur) 

☐  

Kohtud ja haldusorganid (kui andmeid kasutatakse kohtumenetluses või 

haldusotsuse tegemisel) 
☐  

 

 

 



2. Hinnangud andmetöötlusele 

2.1. Milliseid andmeid on eesmärgi saavutamiseks hädavajalik töödelda ja miks? 

 

 

2.2. Kuidas on andmesubjekte kaamerate kasutamisest teavitatud? 

Teavitamise moodus Tehke valik Lisage vajadusel märkus 

Füüsilised teavitussildid ☐  

RMK koduleht ☐  

Rakendus/Äpp (kirjelda, millises rakenduses/äppis) ☐  

Muu (kirjelda) ☐  

 

2.3. Kas süsteem võimaldab andmesubjektil tutvuda temaga seotud salvestistega? 

JAH EI 

☐ ☐ 

 

2.4. Kas süsteem võimaldab salvestistest väljavõtete tegemist andmesubjektile? 

JAH EI 

☐ ☐ 

 

2.5. Kas süsteem võimaldab andmete kustutamist andmesubjekti nõudmisel? 

JAH EI 

☐ ☐ 



 

2.6. Kuidas toimub andmete jagamine volitatud töötlejatega (nt teenusepakkujad)? 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

  



 

3. Riskide hindamine  

3.1. Andmekaitsealases mõjuhinnangus hinnatakse riske andmesubjekti vaatest, sest isikuandmete kaitse seaduse eesmärk on kaitsta isiku õigusi 

ja vabadusi. Riskide kirjapanek näitab, kuidas andmetöötlus võib neid mõjutada ja kõrge riski korral tuleb lisada maandamismeetmed, et 

vähendada ohtu enne töötlemise jätkamist. 

3.2. Riskide mõju ja tõenäosuse hindamisel lähtutakse tabelis 1 ja 2 toodud hindamise skaalast.  

 

3.3. Riski analüüsimise tulemusel arvutatakse riski mõju ja tõenäosuse korrutisena riskitase (olulisus), mis hilisemas faasis on oluline riskikäsitluse 

prioriteedi seadmiseks. 

3.4. Riskitaseme põhjal paigutuvad riskid tabelis 3 toodud riskimaatriksisse ja prioriseeritakse kõrgeimast riskitasemest madalaimani.  



 
 

3.5. Riskide hindamise eesmärk on tagada, et RMK kasutaks olemasolevaid ressursse kõige olulisemate riskidega tegelemiseks.  
 

 
 

 

 

 

 



3.6. Riskide kirjeldamine, hindamine ja maandamismeetmed 
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4. Andmekaitsespetsialisti seisukoht (täidab andmekaitsespetsialist) 

 

 

 

 

 

Koostaja  Andmekaitsespetsialist 

   

[Vali sobiv]  [Vali sobiv] 

   

[Sisesta eesnimi ja perekonnanimi]   [Sisesta eesnimi ja perekonnanimi]  

[Sisesta ametinimetus]   [Sisesta eesnimi ja perekonnanimi]  

[Sisesta osakond]   [Sisesta osakond]  

 


