Maksukorralduse seaduse ning rahapesu ja terrorismi
rahastamise tokestamise seaduse muutmise seaduse eelnou
seletuskiri

1. Sissejuhatus
1.1 Sisukokkuvéte

Kéesoleva maksukorralduse seaduse ning rahapesu ja terrorismi rahastamise tokestamise
seaduse muutmise seaduse eelnduga (edaspidi eelnou) tipsustatakse Maksu- ja Tolliameti
(edaspidi MTA) digust nduda teavet kolmandatelt isikutelt maksumenetluses tihendust omavate
asjaolude viljaselgitamiseks, ehk sdtestatakse sOnaselgelt, et teabe ndudmise digus ulatub
krediidiasutuste puhul ka pangasaladuseni. Samuti tapsustatakse, milliseid spetsiifilisi andmeid
voib MTA nduda tditmisregistri infovahetuskanali vahendusel.

Muudatused on tingitud diguskantsleri 1. juuli 2025. a kirjast nr 7-7/250081/2504808 (edaspidi
oiguskantsleri 1. juuli 2025. a kiri), milles maksukorralduse seadusesse (edaspidi MKS)
puutuvalt nenditakse, et: ,Maksu- ja Tolliameti juurdepdds tditmisregistrile véljaspool
kriminaalmenetlust on seaduses kirjas segaselt.! Oiguskantsleri soovitustest kantuna piiras
justiits- ja digiminister mitme riigiasutuse juurdepéésu tiitmisregistrile, jattes MTA-le diguse
edastada tditmisregistri infovahetuskanali kaudu vaid sundtiitmisega seotud korraldusi. MTA
jaoks on aga tiitmisregister oluline tdovahend maksumenetluses tihendust omavate asjaolude
viljaselgitamiseks, mistottu kahjustavad need piirangud MTA vdimet teha tohusat riiklikku
jéarelevalvet maksukohustuste tditmise ile ning tagada selliselt iihiskonna ja seadusliku

majandustegevuse kaitse.

Eelndus tdpsustatakse suurema oOigusselguse ja ldbipaistvuse huvides samuti Rahapesu
Andmebiiroo (edaspidi R4B) digust oma iilesannete tditmiseks saada tditemenetluse seadustiku
§-s 63 nimetatud tditmisregistri kaudu konto andmeid, mis sisaldavad ka konto saldot ja
vialjavotet. Muudatuse eesmirk on sétestada selgemalt piirangute eel toiminud tegutsemisviis,
mitte laiendada RAB volitusi teabe hankimisel.

Muudatused on tingitud diguskantsleri 1. juuli 2025. a kirjast, milles rahapesu ja terrorismi
rahastamise tdkestamise seadusega (RahaPTS) puutuvalt nenditakse, et RahaPTSi § 58 15ige 1!
ja § 81 15ige 1 ning krediidiasutuste seaduse (edaspidi KA4S) § 88 1dige 42 ja 1dike 5 punkt 3! ei
anna ka koostoimes RAB-le digust pangakonto viljavotet saada. Kui Riigikogu leiab, et RAB-
1 peab selline digus olema, peab see olema seaduses selgelt kirjas.?

Oiguskantsleri soovitusi arvestades piiras justiits- ja digiminister RAB juurdepiisu
tditmisregistrile. RAB-le on aga tditmisregister oluline vahend seadusega pandud iilesannete
tditmiseks, mistottu kahjustavad need piirangud ka RAB voimet tokestada efektiivselt rahapesu
ja terrorismi rahastamist ning tagada rahvusvahelise finantssanktsiooni rakendamist.

Selleks, et taastada MTA ja RAB vdimalus edastada teabe ndudmise korraldusi tditmisregistri
infovahetuskihi kaudu, on vaja muuta teabe ndudmise diguslikud alused selgemaks ning
tdpsemaks.

' Oiguskantsleri 01.07.2025 kiri nr 7-7/250081/2504808 ,,Pangasaladuse kaitse ja tiitmisregister, 1k
10 punkt 35. Tditmisregistriga seotud soovitused.pdf (sisenetud: 27.08.2025).
2 Oiguskantsleri 01.07.2025 kiri nr 7-7/250081/2504808 ,,Pangasaladuse kaitse ja tditmisregister®, Ik
8-9 punkt 33. Téitmisregistriga seotud soovitused.pdf (sisenetud: 27.08.2025).
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Eelndul on potentsiaal vihendada krediidiasutuste halduskoormust ning kahtlemata vihendab
see MTA ja RAB-i tookoormust, mis kasvas tditmisregistri kaudu infovahetuse 1opetamise
tottu.

1.2 Eelnou ettevalmistaja

Eelndu ja seletuskirja on ette valmistanud Rahandusministeeriumi maksu- ja tollipoliitika
osakonna peaspetsialist Artur Lundalin (telefon 5885 1321; e-post artur.lundalin@fin.ee) ja
rahandusteabe poliitika osakonna nodunik Revo Krause (telefon 5388 3995; e-post
revo.krause@fin.ee). Keeleliselt toimetas eelndu personali- ja digusosakonna keeletoimetaja
Heleri Piip (telefon 5303 2849; e-post heleri.piip@fin.ee). Eelnou ja seletuskirja
Oigusekspertiisi on teinud personali- ja digusosakonna digusloome valdkonna juht Virge Aasa
(telefon 5885 1493; e-post virge.aasa@fin.ce).

1.3 Mirkused

Eelndu ei ole seotud muu menetluses oleva eelnduga, Euroopa Liidu diguse rakendamisega ega
Vabariigi Valitsuse tegevusprogrammiga.

Eelndu kohaselt muudetakse maksukorralduse seadust (RT I, 02.10.2025, 4) ning rahapesu ja
terrorismi rahastamise tOkestamise seadust (RT I, 14.03.2025, 23). Eelndu seadusena
vastuvotmiseks on vaja Riigikogu poolthéilte enamust (Eesti Vabariigi pohiseaduse § 73).

2. Seaduse eesméirk

Seaduse eesmirk on suurendada maksumenetluse, rahapesu ja terrorismi rahastamise
tokestamise ning rahvusvahelise finantssanktsiooni rakendamise kiirust ja tohusust, tagades
samal ajal menetlusosalise diguste kaitse. Seadus saavutab selle eesmérgi taastades usalduse
MTA ja RAB-i oiguse kohta tdoddelda pangasaladust ning kasutada tditmisregistri
infovahetuskanalit teabekorralduste edastamiseks ja seadusest tulenevate todililesannete
tditmiseks vajaliku teabe kogumiseks.

Eelndule ei eelnenud viljatootamiskavatsust (edaspidi V'7K). Vabariigi Valitsuse 22. detsembri
2011. a mééruse nr 180 ,,Hea digusloome ja normitehnika eeskiri* § 1 16ike 2 punkti 1 kohaselt
ei ole VTK vajalik, kui eelndu peab olema pdhjendatult kiireloomuline. Sama ldike punkti 5
kohaselt ei ole VTK vajalik ka juhul, kui seaduse rakendamisega ei kaasne olulist diguslikku
muudatust ega muud moju.

Eelndu menetlus peab olema kiireloomuline, sest tditmisregister, eelkdige selle juures olev
infovahetuskanal, on MTA ja RAB-i oluline vahend seadusest tulenevate lilesannete tditmiseks.
Téitmisregistri vahenduseta andmete kogumine on aeglane, kohmakas ja kulukas (seda ka
krediidiasutuste jaoks) ning vOib ohtu seada tohusa riikliku jérelevalve maksukohustuste
nduetekohase tditmise iile, pérsib rahapesu ja terrorismi rahastamise tokestamist ning
rahvusvahelise finantssanktsiooni rakendamise tagamist.

Seadusega ei kaasne olulist diguslikku muudatust ega muud mdju. MKS-st eemaldatakse
oiguskantsleri poolt osundatud ebaselgused seonduvalt MTA digusega nduda krediidiasutustelt
pangasaladust. RahaPTS-i kehtivaid sitteid tdpsustatakse diguskantsleri hinnangust 1dhtuvalt
selliselt, et selgelt oleks &dra piiritletud iilesanded, mille raames on RAB-il digus nduda
krediidiasutustelt pangasaladust sisalduvat teavet nii tditmisregistri kaudu kui ka selle viliselt.
Eelndu eesmérgiks on tépsustada, et RahaPTS-is nimetatud pangasaladuse hulka kuulub ka
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konto viljavote. Eelndu laiemaks eesmirgiks on taastada usaldus nende reeglite vastu, mis
kehtisid enne tiitmisregistri infovahetust® alates 2017. aasta 1. aprillist.*

3. Eelnou sisu ja vordlev analiiiis
3.1 Eelndu muutmiskaskude sisu ning vordlev analiiiis

Eelnou § 1 punktiga 1 tidiendatakse MKS § 61 1dike 1 esimest lauset sOnaselge viitega
pangasaladusele kui lubatud andmeartiklile, mida MTA vdib krediidiasutustelt ndouda. KAS
§ 88 10ike 1 kohaselt kisitatakse pangasaladusena ,,/.../ koiki andmeid ja hinnanguid, mis on
krediidiasutusele teatavaks saanud tema voi teise krediidiasutuse kliendi kohta “.

MKS:i § 61 kehtiv 18ige 1 juba sisaldab viidet krediidiasutusele kui spetsiifilisele kolmandale
isikule, kellelt MTA voib teavet nduda. Seda viidet on alati mdistetud kui digust nduda ka
pangasaladust sisaldavat teavet, sest vastasel juhul kaotaks krediidiasutuste eraldi nimetamine
motte. Niisamuti sitestab krediidiasutuste seaduse § 88 10ike 5 punkt 4, et krediidiasutused on
kohustatud avaldama tditmisregistri kaudu esitatud MTA jéirelepédrimistele vastamisel
pangasaladust MKSis sétestatu kohaselt. Nende sitete koosmojul oligi kujunenud MTA ja
krediidiasutuste vahel pikaajaline ning toimiv praktika, kus krediidiasutused avaldasid
konealuste sitete alusel MTA-le teabekorralduste alusel pangasaladust sisaldavat infot
(pangakonto olemasolu, saldod, véljavotted jne) maksumenetluse otstarbeks.

Oiguskantsleri 1. juuli 2025. a kirja taustal on aga iiha enam asutud seisukohale, et abstraktne
normitdlgendus ei respekteeri piisavalt pangasaladust kui privilegeeritud digushiive. Seetdttu
on pohjendatud sitestada pangasaladus expressis verbis andmekategooriana, mida MTA vdib
krediidiasutustelt maksumenetluses nouda. Peaasjalikult on muudatuse eesmdrk seega
suurendada digusselgust, mitte laiendada MTA volitusi teabe hankimisel.

Oigus saada pangasaladust (sh saldot ning konto viljavdtet) ei ole Eesti eripéra, sest digus saada
pangasaladust sisaldavat teavet maksualaseks riiklikuks jérelevalveks on olemas peaaegu
koikide ritkide maksuhalduritel. Toome siinkohal vordlevad ndited Soomest, Litist, Rootsist
ning Saksamaast. Samuti toome vastupidise niitena Sveitsi, mille regulatsioon on
markimisvédédrne just nimelt selle erandlikkuse tottu.

Soomes reguleerib kolmandatelt isikutelt teabe kiisimist Soome maksukorralduse seaduse (/aki
verotusmenettelysti 1558/1995,° edaspidi: VML) § 19, mille kohaselt on igaiihel kohustus anda
maksuhaldurile tema ndudmisel nime, pangakonto numbri, kontotehingu v81 muu sarnase
tunnuse alusel teavet, kui see on vajalik teise maksumaksja maksukohustuse
kindlaksmédramiseks vOo1 maksukaebuse menetlemiseks.

Abstraktne digus nduda ,teavet“ ning seda ,igalihelt viitab seega Soome maksuhalduri
vordlemisi abstraktsetele volitustele koguda teavet, mis muuhulgas hdlmab ka krediidiasutusi
ning pangasaladust. Praktikas tdlgendatakse seda maksuhalduri digusena koguda muuhulgas ka

4Vt 08.03.2017 vastu vdetud maksukorralduse seaduse muutmise ja sellega seonduvalt teiste seaduste
muutmise seadus, millega sétestati MTA digus kasutada elektroonilist arestimissiisteemi
krediidiasutustele korralduste edastamiseks. Eelndu - Riigikogu (sisenetud: 27.08.2025).

5 Kittesaadav:  https://www.finlex.fi/eli?uri=http://data.finlex.fi/eli/sd/1995/1558/ajantasa/2025-08-
15/fin (sisenetud 24.10.2025).
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pangakonto infot, sh tehingute infot.® Sarnaselt Eestile, vdib Soome selliste teabekorraldustega
koguda teavet vaid kdimasoleva maksumenetluse voi muu riikliku jirelevalvemenetluse
kontekstis.

Erinevalt MKS §-st 61, ei sitesta VML § 19 Soome maksuhaldurile selget juriidilist kohustust
poorduda teabe saamiseks esmajoones maksukohustuslase enda poole. Teoorias vdib
maksuhaldur seega jatta maksukohustuslase vahele ja podrduda vahetult krediidiasutuse poole
vajaliku info saamiseks. On vdimalik, et Soome maksuhalduri halduspraktika on siiski selline,
et mingisugune esmane poordumine maksukohustuslase poole tehakse.

Teabekorraldused tuleb vormistada kirjalikult ning need tuleb krediidiasutustele kitte
toimetada.

Litis on maksuhalduri teabe ndudmise volitused reguleeritud erinevates seadustes, nditeks
seaduses riigituluameti kohta (Par Valsts ienémumu dienestu’, vt § 10 1dige punkt 5) ja seaduses
maksude ja tasude kohta (Par nodokliem un nodevam?®, vt § 15 1dige 6). Lisaks sétestab seadus
krediidiasutustest (kreditiestazu likums’, vt § 63 1dike 1 punktid 11 ja 11') nii riigisisese
maksumenetluse kui ka rahvusvahelise teabevahetuse vajaduseks krediidiasutustele juriidilise
kohustuse edastada pangasaladust sisaldavat teavet Lati riigituluasutusele, kui ta seda nduab.
Seadus sitestab siinkohal konkreetsed andmeartiklid (nt pangakonto véljavote, saldod jms),
mida krediidiasutus on kohustatud edastama, ning normi konstruktsioon viitab ammendavale
loetelule. Selline piirang on aga ettendhtud Léati krediidiasutuste seaduses, mitte Liti
maksuhalduri tegevust ettendhtavates seadustes, kus alused teabe nodudmiseks on
abstraktsemad.

Nagu Eestis, paistab maksuhalduril olevat iildreeglina kohustus iiritada kdigepealt
pangasaladust sisaldavat teavet kdtte saada maksukohustuslaselt endalt — Lati krediidiasutuste
seaduse § 61 16ike 3 punkti 1 kohaselt vdib maksuhaldur p66rduda krediidiasutuse poole juhul,
kui sama teavet ei ole voimalik saada maksukohustuslaselt endalt, voi kui maksukohustuslase
poolt edastatud info on vair. Samas, sellest piirangust ei pea kinni pidama, kui esinevad muud
samas paragrahvis sitestatud alused — nditeks voib maksuhaldur kohe podrduda krediidiasutuse
poole, kui flitisilisest isikust maksumaksjal on maksuvdlad ja ndutav info on vajalik nende
maksuvdlgade sissendudmiseks.

Teabekorraldused peavad olema vormistatud kirjalikult.

Rootsi maksukorralduse seaduse (Skatteforfarandelagen'®) § 37 15ike 9 kohaselt on Rootsi
maksuhalduril digus nduda raamatupidamiskohustuslikelt isikutelt, samuti muudelt juriidilistelt
isikutelt, kes ei ole kisitletavad pdrandvarana, teavet tehingu kohta teise isikuga. Praktikas
tdhendab see Rootsi maksuhalduri oOigust pdrida maksumenetluse kdigus muuhulgas
krediidiasutustelt pangakonto infot (sh saldod ja viljavotet), sest normid on abstraktselt
sOnastatud ega tee vahet sellel, kas ndutud teave on hdlmatud pangasaladusega v4i mitte.

¢ Finance Finland. Guidelines on Bank Secrecy 2021, lk-d 36-38. Kittesaadav: Guidelines on Bank
Secrecy 2021 (sisenetud 24.10.2025).

7 Kittesaadav: Par Valsts ienémumu dienestu (sisenetud 24.10.2025).

8 Kittesaadav: Par nodokliem un nodevam (sisenetud: 27.10.2025).

? Kittesaadav: Kreditiestazu likums (sisenetud: 27.10.2025).
10 Kittesaadav: Tax Procedure Act (2011:1244) | The Swedish Parliament (sisenetud: 27.10.2025).
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Rootsis ei paista olevat ranget juriidilist kohustust iiritada nduda teavet esmajoones
maksukohustuslaselt endalt, kuid ei saa vélistada seda, et praktikas seda siiski tehakse.
Teabekorraldused tuleb vormistada kirjalikult.

Saksamaa maksukorralduse seaduse (4bgabenordnung''; edaspidi A0) § 93 15ike 1 kohaselt
on maksukohustuslased ning muud isikud kohustatud andma maksuhaldurile teavet, mis on
vajalik maksumenetluses tdhendust omavate asjaolude viljaselgitamiseks. Lisaks, AO § 97
16ike 1 jargi on maksukohustuslased ning kolmandad isikud kohustatud esitama maksuhaldurile
tema ndudmisel raamatupidamisarvestust, registreid, ri- ning muid dokumente maksukontrolli
ja auditeerimise eesmargil.

AOQ ei tee vahet sellel, kas teave on hdlmatud pangasaladuse voi muu sarnase privileegiga — AO
§ 93 ja § 97 sidtestavad seega abstraktse diguse nduda mis tahes kolmandalt isikult (sh
krediidiasutustelt) mis iganes teavet, mis on vajalik maksuasja lahendamiseks. See hdolmab ka
pangakonto infot, sh véljavotteid ning saldosid.

Nagu Eestis ja Litis, sitestab AO expressis verbis kohustuse iiritada esmalt vajalikku teavet
kitte saada maksukohustuslaselt endalt — AO § 93 10ike 1 teise lause kohaselt voib maksuhaldur
p6orduda kolmanda isiku poole vaid juhul, kui wvajalikku teavet ei ole voimalik
maksukohustuslaselt endalt saada voi selle saamine on ebatdenéoline.

Sveits, vrreldes teiste riikidega, on tuntud ajalooliselt intensiivse pangasaladuse kaitse poolest.
Nimelt, Sveitsi krediidiasutustel ei ole kohustust (ega enamik juhtudel isegi digust) avaldada
pangasaladust sisaldavaid andmeid maksuhaldurile selleks, et ta saaks kdimasoleva
maksumenetluse raames kindlaks teha kdik maksumenetluses tdhendust omavad asjaolud.
Uksnes kriminaalmenetluse raames on Sveitsi ametiasutustel (sh maksuhalduril) vdimalik
nduda krediidiasutustelt teavet, mis on hdlmatud pangasaladusega.

Sellest jareldub, et enamikel juhtudel on maksuhalduril véimalik kiisida pangakonto infot vaid
maksukohustuslaselt endalt. Kui maksukohustuslane teabe andmise kohustust ei tdida, siis peab
maksuhaldur kas rakendama sundi, trahve voi muid sanktsioonimeetmeid maksukohustuslase
suhtes.

Sveits on siinkohal seega mirkimisvasrne just nimelt pshjusel, et ta kujutab endast selget
erandit iildisest ritkide praktikast, mis enamasti pigem annab oma maksuhalduritele abstraktse
oiguse saada pankadelt pangasaladust maksualase jdrelevalve teostamise eesmargil.

Soltumata pangasaladuse rangest kaitsest, Sveits siiski kogub ja vahetab maksualast
pangakonto infot maksuhaldurite tileilmse koostd6 raames.

Eelnéu § 1 punktiga 2 tiiendatakse MKSi § 61 1dikega 3, mis sitestab ammendava loetelu
teabest, mida MTA v3ib nduda tditmisregistri kaudu. Tegemist on tditmisregistri pohimééruse
§ 9 16ike 2 ekvivalendiga.

Téditmisregister on seni olnud peamine vahend, mille kaudu MTA edastab korraldusi
krediidiasutustele — register on osaliselt automatiseeritud infosiisteem, mis vdimaldab
mirkimisvédérselt vihendada t66- ja halduskoormust, mis vastasel juhul kuluks kirjalike
korralduste vormistamisele, edastamisele ja tditmisele.

" Kittesaadav: AO - nichtamtliches Inhaltsverzeichnis (sisenetud: 27.10.2025).
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MTA-le anti tditmisregistri infovahetuskanali (toonase nimetusega ,elektrooniline
arestimissiisteem®) kasutamise voimalus Eesti Pangaliidu palvel, mis sisaldas muu hulgas ka
soovi saada selle kaudu MTA korraldusi ja selle kaudu neid ka tiita:

»Eesti Pangaliit ja liidu litkkmespangad on ette valmistanud laiaulatuslikku liidestamist Riigi
Infosiisteemide Ameti (RIA) elektroonilise arestimissiisteemi infosiisteemiga (e-aresti II etapp),
mille kaudu edastavad Oigustatud isikud (kohtutditurid, pankrotihaldurid ning Maksu- ja
Tolliamet (EMTA)) pankadele korraldusi kliendikontosid puudutavate arestide osas, samuti
infoparinguid klientide kontojéégi, konto véljavotete, kliendiga sdlmitud lepingute ja muude
andmete kohta. !

Eesti Pangaliit tdi oma kirjas infovahetuskanali kasutusele votmise pohjendusena mh jargmist:
,»legemist on murrangulise lahendusega, kus oluliselt optimeeritakse nii krediidiasutuste kui
ka riigi ressurssi andmete tootlemisel. Lisaks muutub andmevahetus turvalisemaks ning
minimeeritud on ka vdimalikud eksimused, mis tulenevad andmetdédtlusel inimtéojoust. !

Rahanduskomisjon toetas Pangaliidu ettepanekut konsensuslikult. Toome siinkohal vilja
olulisemad selgitused seaduseelndu II lugemise seletuskirjast:

»Elektroonilise arestimissiisteemi kaudu edastatav korraldus ei pea vorreldes [MKS] § 46 16ikes
3 sitestatuga sisaldama maksuhalduri aadressi, haldusakti koostanud ametniku ees- ja
perekonnanime ning ametikohta ja haldusakti tditmise tdhtaega. Samuti ei tule maksuhalduril
korraldusse lisada viidet korralduse vaidlustamise voimaluste, tdhtaja, korra, koha ning
korralduse tditmata jdtmisega kaasnevate sanktsioonide kohta. Eeltoodu ei tdhenda, et
korralduse saanud krediidiasutusel ei oleks voimalik soovi korral kiisida maksuhaldurilt
korralduse viljastamise aluseks olevate faktiliste asjaolude voi vaidlustamise voimaluste kohta.
Juhul kui krediidiasutus soovib eelnimetatud asjaolude kohta teavet, on maksuhaldur
haldusmenetluse seaduse § 55 1dike 2 kohaselt kohustatud krediidiasutusele véljastama
kirjaliku korralduse, mille vormistamisel peab jargima juba MKS § 46 Idikes 3 sitestatud
ndudeid.«!

[...]

»Arestimissiisteemile on juurdepdds iiksnes maksuhalduri ametnikel vO1 maksuhalduri
tootajatel, kellele on vastav Gigus ametijuhenditega ette ndhtud. Kolmandatel isikutel
juurdepéisu arestimissiisteemile ei ole. Seetottu puudub vajadus krediidiasutustele edastatava
andmefaili allkirjastamiseks.*!

[...]
»lulenevalt asjaolust, et kdesolevate muudatuste joustumisel oleks Maksu- ja Tolliametil
krediidiasutustele, kes on liidestunud elektroonilise arestimissiisteemiga, voOimalik
jarelepdrimisi esitada ka arestimissiisteemi kaudu, lisatakse [krediidiasutuste seaduse]
paragrahv 88 1dike 5 sissejuhatavasse lausesse viide tiitemenetluse seadustiku §-s 63!
sitestatud elektroonilisele arestimissiisteemile.*!®

[...]
»Arestimissiisteemi kasutajad, kes edastavad selle kaudu jirelepdrimisi krediidiasutustele,
vastutavad sisestatud jarelepdrimiste pohjendatuse, Oigsuse ja nduetekohasuse eest.

12 Eesti Pangaliidu 20.01.2017 aasta arvamus ,,Maksukorralduse seaduse ja elektroonilise side seaduse
muutmise seadus 320 SE Tdiendamisest™, 1k 1. Arvamused - Riigikogu (sisenetud: 27.08.2025).

13 Samas.

14 Seletuskiri maksukorralduse seaduse muutmise ja sellega seonduvalt teiste seaduste muutmise
seaduse eelnodule teiseks lugemiseks. 320 SE II, 1k 4. Eelndu - Riigikogu (sisenetud: 27.08.2025).

15 Samas.

16 Samas, 1k 6.



https://www.riigikogu.ee/tegevus/eelnoud/eelnou/arvamused/f2fd5445-fa6c-4140-aa9e-8a9552e214da/maksukorralduse-seaduse-muutmise-ja-sellega-seonduvalt-teiste-seadustemuutmise-seadus/
https://www.riigikogu.ee/tegevus/eelnoud/eelnou/f2fd5445-fa6c-4140-aa9e-8a9552e214da/

Pangasaladuse viljastamine elektroonilise arestimissiisteemi kaudu on lubatud, ldhtudes
automaatselt tuvastatud lihteandmetest (st masin<->masin).*!’

[...]
»laitemenetluse seadustiku muutmine. Maksu- ja Tolliamet liitub muudatuste kohaselt
kohtutditurite ja krediidiasutuste poolt juba kasutatava elektroonilise suhtluskanaliga, mis
voimaldab krediidiasutustele edastada elektroonselt taotlusi volgniku konto arestimiseks, teha
paringuid volgniku konto olemasolu ja saldo kohta. Hetkel edastab maksuhaldur taotlused ja
piringud krediidiasutustele e-kirja vdi posti teel.«!®

[...]
,,Lisaks krediidiasutusele volgniku konto arestimise kohta elektrooniliselt taotluse edastamisele
ja konto olemasolu ja saldo kohta paringute tegemisele, voimaldab kaasajastatud elektrooniline
arestimissiisteem kasutajate vahel arestimissiisteemis ka muud teabevahetust. Nendeks oleks
nditeks Oigusaktidest tulenevate aluste olemasolul jidreleparimiste, teabenduete ja péringute
edastamine ja nendele krediidiasutuse voi liitnud isiku infosiisteemi poolt vastuste edastamine
lahtudes jdrelepdrimises esitatud andmetest. Taoliste paringute alla kuuluksid niiteks
haldusmenetluses krediidiasutustele kui menetluses kolmandale isikule adresseeritud
haldusaktid, milles kohustatakse viljastama lepingute/dokumentide koopiad, kontode
viljavétteid, volitatud isikute nimesid vms.*!

Oiguskantsler on oma kirjas sedastanud, et ,,mida kiirem ja mugavam on riigi jaoks piringu
tegemine ning sellele vastuse saamine, seda efektiivsem peab olema jéarelevalve, et vilistada
pangakontode ja nende viljavdtete uurimist kohase teadmisvajaduseta.*?’ Seetdttu sitestatakse
MKSis suletud loetelu teabest, mida MTA voib nduda tditmisregistri vahendusel: konto
olemasolu fakt, saldo, viljavite, kontot kasutama volitatud isik, konto omaniku tegelik
kasusaaja ning hoiulacka olemasolu fakt. Tegemist on andmetega, mis on maksukohustuste
tditmise kontrollimisel olulised ning mis {ihtlasi aitavad ennetada ja avastada ebaseaduslikku
maksudest kdrvalehoidmist ning maksupettusi.

Ammendav loetelu peaks vilistama olukorra, kus ndutavate andmete ulatus soltuks
halduspraktikast ning abstraktsest normitdlgendusest. See omakorda peaks suurendama
usaldust tditmisregistri kui andmekogu ning andmevahetuskanali vastu.

Suletud loetelu kohaldub tksnes juhul, kui teabekorraldus edastatakse tditmisregistri
vahendusel. Kui MTA soovib pangasaladust sisaldavat teavet, mida konealuses loetelus
nimetatud e1 ole, peab MTA edastama krediidiasutusele korralduse teabe ndoudmiseks posti teel
vOi e-kirjaga.

Taitmisregistri pohimééruse § 9 10ike 3 kohaselt mérgitakse juurdepéésu taotlemisel, milliste §
9 1oikes 2 nimetatud andmete kohta ja millisel diguslikul alusel soovib MTA hakata péringuid
tegema.

Teabekorralduse edastamisel tditmisregistri infovahetuskanali kaudu tuleb jatkuvalt ldhtuda
MKS § 51! 1dikest 7 ning § 61 15ikest 2 — MTA vdib pddrduda kolmanda isiku poole vaid juhul,
kui tihel vai teisel pdhjusel sama teabe saamine maksukohustuslaselt on ebadnnestunud, néiteks
ta keeldub teavet esitamast (MKS § 61 18ige 2), voi kui maksukohustuslase poole poordumine
on muul pdhjusel ebaotstarbekas, nditeks ta takistab muul viisil menetluse ldbiviimist (MKS §
51! 1dige 7; § 61 1dige 2).

17 Samas.

18 Samas.

19 Samas, 1k 7.

20Vt joonealune mirkus nr 1, 1k 11.



Eelnou § 2 punktiga 1 tdiendatakse RahaPTSi § 51 Idiget 1 ja sdtestatakse sOnaselgelt, et
RahaPTSi § 54 16ike 1 punktides 1 ja 8-9 sétestatud iilesannete tditmisel tehtud paringutest ei
tohi kohustatud isik oma klienti teavitada.

Muudatuse  eesmidrk on  tdpsustada, et Rahapesu = Andmebiiroo  vodimalikud
jareleparimised/kontrolltoimingud jms infovahetus ka RahaPTSi § 54 16ike 1 punktides 1 ja 8—
10 sdtestatud iilesannete tditmisel ei tohiks isikutele teatavaks saada, sest see voib kahjustada
riigi voi valisriigi kriminaalmenetluse/vaiarteomenetluse huvi ning teavitaja kaitse pohimdtet.

Praegu on rahapesu andmebiiroosid maailmas umbes 180 ning rahvusvahelistes standardites
ehk nn Rahapesuvastase Té0konna (FATF1) standardites on alates 1996. aastast kohustus, et
riigid peavad looma rahapesuga voitlemise andmebiiroo, mille {ilesanne on vdtta vastu,
analiiiisida ja edastada rahapesu kahtlusega teateid (soovitus 26>'). Rahapesu andmebiirood on
iihed olulisemad liilid rahapesu ja terrorismi rahastamise tokestamise siisteemis ning RAB on
loodud just selle iilesande tditmiseks. RAB tegevusele kohaldub ja kehtivasse seadusesse on
liidetud ulatuslik rahvusvaheline Oigusraamistik, mis koosneb mh FEuroopa Noukogu
rahapesuvastase voitluse direktiividest (nn AML-direktiivid) ja Rahapesuvastase Todkonna
(FATF) standarditest, mis on siduvad ning kohustuslikud.

Uks RAB seadusest tulenev iilesanne on RahaPTSi § 54 15ike 1 punkti 1 kohaselt rahapesu ja
terrorismi rahastamise tokestamine ning sellele viitava teabe vastuvotmine, kogumine,
véljandudmine, tootlemine, analiilisimine ja edastamine. Tegemist on RAB koige olulisema
rolliga. RAB votab erasektorilt vastu teateid (RahaPTS § 49 1dige 1), kus erasektor on riigi
seatud kohustuse ,,tunne oma klienti“ (RahaPTS § 20) tditmisel tuvastanud kliendi tegevuses ja
tehingutes midagi kahtlast. RAB kontrollib neid teateid ning otsib ebaseaduslike rahavoogude
ja tehingute jilgi ning rahapesule ja sellega seotud kuritegudele viitavaid tegevusi ja terrorismi
rahastamist, samuti vOtab vajaduse korral tarvitusele abindud vara sdilimiseks ning edastab
kuriteo tunnuste avastamisel materjali viivitamata padevale asutusele (RahaPTS § 54 16ige 3 ja
§ 57). Eesmidrk on tOkestada Eesti rahandussiisteemi ning majandusruumi kasutamist
rahapesuks ja terrorismi rahastamiseks (RahaPTS § 1 16ige 1). Selleks, et eelnimetatud
ilesannet tdita, ei saa RAB ligipdds piirduda vaid teadmisega, et isikutel on pangakonto. Muu
hulgas eeldavad nimetatud sitted kogumis, et RAB mdistab raha litkumise kaudu kuritegeliku
tegevuse sisu, teo ulatust ja otsib voimalust kuritegeliku tegevuse kdigus saadud vahendite
sdilitamiseks ehk nende edasise teekonna tokestamiseks.

RahaPTSi § 51 kehtiv 16ige 1 viitab nii teate konfidentsiaalsusele kui ka RAB ettekirjutustele
teabe saamiseks — molemal juhul kohaldub tdhtajatu konfidentsiaalsuskohustus. Oleks
vastuoluline, kui kohustatud isik seaduse kohaselt sellist infot mitte mingil tingimusel vilja
anda ei tohi, kuid teisest kanalist RAB sellise info isikule avaldaks. See on samastatav ka
téditmisregistri kaudu paringute tegemisega — ehk siis laiemalt peaks olema kaitstud voimalike
uurimiste tarbeks teave, et isik on RAB huviorbiiti iildse kuidagi jdoudnud.

Uhtlasi tekiks siis vastuolu ka FATFi 21. soovituse tditmisega. Kdnealuse soovituse kohaselt
peaks finantsasutustel, nende juhtidel, ametnikel ja tOotajatel olema seadusega keelatud
avaldada informatsiooni (,,teavet anda* ehk ingl k tipping-off), et RAB-le on teatatud kahtlasest
tehingust voi esitatud sellega seotud teavet. See tdhendab, et kui RAB oleks kohustatud sellise
info vilja andma, tekiks nn tipping-off olukord, mis viiks vdimalike uurimiste kahjustamiseni.
FIU?-de iileilmne koostddplatvorm, Egmont Group, sitestab oma info-vahetuse pdhimdtetes,

2! tdnapdeval soovitus 29
22 Financial Intelligence Unit/ Rahapesu Andmebiiroo
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et FIU voib keelduda andmete edastamisest, kui taotleja ei suuda tagada info piisavat kaitset®>.
See kinnitab, et konfidentsiaalsus ei ole lihtsalt hea tava, vaid eeltingimus rahvusvahelisele

koostoole, mida tuleb tagada diguslikul alusel.

Ka faktipohisel ja piiratud osas teabe viljastamisel isikule on kahjustav mdju rahapesu voi
terrorismi rahastamise tokestamise siisteemi toimimisele. Sellistel juhtudel oleks isikul teada
info, millest ta saab teha jirelduse, et RABi on joudnud tema kohta info ja voib mdista rahapesu
andmebiiroode voimet avastada kuritegelikku tegevust, kui kiiresti joutakse sellisele tegevusele
jélile ja kui kiiresti vastav info RABI jouab vms. Isikule, kellele endale on tema kuritegeliku
tegevusega seotud asjaolud kdige paremini teada, piisab ka andmet6otluse fakti teada saamisest,
et oma tegevus iimber korralda voi varasid kiiresti varjatult mujale liigutada. See omakorda
parsiks tosiselt vOi teeks isegi vOimatuks tohusalt tdita RAB-l1 seadusandja seatud ja ka
rahvusvaheliste standardite kohast oma pdhikohustust: tdkestada rahapesu ja terrorismi
rahastust. Eeltoodu ohustab kogu rahapesu ja terrorismi rahastamise tokestamise siisteemi
toimimist ning seab omakorda ohtu Eesti riigi finantsjulgeoleku, aga ka riigi julgeoleku
laiemalt.

EL-i direktiiv 2019/1153** (finants- ja pangainfo kasutamine kuritegude ennetamisel,
avastamisel, uurimisel ja menetlemisel) nieb ette, et rahapesu andmebiiroodel (FIU-del) peab
olema kiire juurdepdds pangakontoandmetele, tagades samal ajal andmekaitse ja
konfidentsiaalsuse. Juurdepdis ja andmete kasutamine on selgelt eesmérgiparased, kuritegude
ennetamiseks ja menetlemiseks, mis eeldab mitteavalikku to6tlemist (piiratakse andmesubjekti
Oigust tutvuda tema kohta kdivate andmetega) ning rangete kasutuspiirangute jargimist (vt
artiklid 4-6, 14 ja 18).

RAB-i tegevuse tidielik konfidentsiaalsus ei ole pelgalt hea halduse element, vaid FATF
standarditest, EL-i digusest ja rahvusvahelisest koostdost tulenev viltimatu ndue. Selgesonaline
konfidentsiaalsussdte tagab, et RAB saab tdita oma iilesandeid tOhusalt, diguspéraselt ja
rahvusvaheliselt usaldusvédrselt. Konfidentsiaalsuskohustuse tipsem méidramine annab ka
kohustatud isikutele selgema ja arusaadavama digusliku aluse informatsiooni oma klientidele
mitte véljastada.

Eelnou § 2 punktiga 2 tdiendatakse RahaPTSi § 58 Idiget 1 ja tdpsustatakse ldbipaistvuse ja
Oigusselguse suurendamise huvides detailsemalt olemasolevat olukorda, RABi digust oma
iilesannete tditmiseks koguda ka pangasaladust, sealhulgas pangakonto véljavotteid, sisaldavaid
andmeid. Muudatuse eesmérk on siduda pangasaladust sisaldavate andmete ndudmise digus
RAB-i konkreetsete iilesannetega, nii nagu seda on soovitanud Oiguskantsler, sest RAB-i
seadusest tulenevate lilesannete loetelu (vt RahaPTS § 54 15ige 1) sisaldab ka neid iilesandeid,
mille tditmiseks pangasaladuse iseseisev kogumine vajalik pole. Edasiselt tipsustab seadus
konkreetsed iilesanded (RahaPTS § 54 1g 1 p 1 ja 8-10), milleks RAB-il pangasaladust digus
parida on. See omakorda suurendab véimaldab paremini kontrollida ka néiteks tiitmisregistri
kaudu RAB-i poolt tehtavate paringute vastavust seadusele.

Pangasaladuse maddratlus on lai, sisaldades koiki andmeid ja hinnanguid, mis on
krediidiasutusele teatavaks saanud tema voi teise krediidiasutuse kliendi kohta (KAS § 88 Ig
1). Pangasaladuse kaitse ei ole siiski absoluutne — seadus teeb sellest erandid (sama paragrahvi
lg 2). Seda arvesse vottes saab jiareldada, et pangakonto viljavottes kajastuv teave on kédsitatav
pangasaladusena.

2> Egmont Group:PRINCIPLES FOR INFORMATION EXCHANGE BETWEEN FINANCIAL
INTELLIGENCE UNITS vt 1k 6
24 BUR-Lex - 020191.1153-20240709 - EN - EUR-Lex
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https://egmontgroup.org/wp-content/uploads/2022/07/2.-Principles-Information-Exchange-With-Glossary_April2023.pdf?utm_source=chatgpt.com
https://egmontgroup.org/wp-content/uploads/2022/07/2.-Principles-Information-Exchange-With-Glossary_April2023.pdf?utm_source=chatgpt.com
https://eur-lex.europa.eu/legal-content/ET/TXT/?uri=CELEX:02019L1153-20240709&qid=1763491606102

KASi pangasaladuse avaldamise kord sisaldab kaht RABga seotud sétet:
1) KASi § 88 1dike 4% punkt 1 ja
2) KAS:i § 88 Idike 5 punkt 3.

KASi § 88 1dike 4? punkti 1 kohaselt on krediidiasutusel digus avaldada ja ta on kohustatud
oma seadusest tulenevate iilesannete tditmiseks avaldama pangasaladust sisaldavaid andmeid:
1) Rahapesu Andmebiiroole [...] rahapesu ja terrorismi rahastamise tokestamise seaduses |...]
sdtestatud juhtudel ja ulatuses.

Normi tekst (grammatiline tdlgendamine) annab alust jéreldada, et krediidiasutus voib
pangasaladust RAB-le konealuse sitte alusel avaldada iiksnes ulatuses, mis on vajalik
krediidiasutusele RahaPTSis ette nihtud kohustuste tditmiseks. Seega tuleb KASi § 88 15ike 4°
punkti 1 kohaldamisel teha kindlaks RahaPTSis krediidiasutusele sitestatud kohustused ja
nende kohustuste tditmiseks vajalikud andmete RAB-le edastamise juhud. Seda kinnitab ka
krediidiasutuste seaduse muutmise ja sellega seonduvalt teiste seaduste muutmise seaduse
559SE seletuskiri*®, mille kohaselt on 1dike 4 aluseks ,,pankadele seadusest tulenevad digused
ja kohustused teatud infot anda teatud asjaolude kohta Gigusaktidega kehtestatud vormis.
RTRTSist, RSSist kui ka TuMSi §-st 572 tulenevad sisuliselt krediidiasutustele spetsiifilised
teabe edastamise voi aruandluse kohustused, milleks normid tulenevad eelnimetatud seadustest.
Need normid on sitestatud hetkel KrASi § 88 1digetes 8 ja 10, kuid selgema pangasaladuse
paragrahvi struktuuri loomise eesmirgil on need esitatud niiiid 15ikes 42,4

KASi § 88 1dike 5 punkti 3! kohaselt peab krediidiasutus kirjalikus vdi elektroonilises vormis
voi tditemenetluse seadustiku §-s 63 sitestatud tiitmisregistri kaudu esitatud jarelepédrimise
vastusena avaldama pangasaladuse RAB-le RahaPTSi §-s 81 satestatud ulatuses.

Paragrahvi 88 16ike 5 eesmérk on kehtestada ammendav loetelu (numerus clausus’e pdhimate)
asutustest (sh RAB) ja isikutest, kellel avalikes huvides voi tiksikutel juhtudel mojuval pohjusel
erahuvides (nditeks notarid seoses parimismenetlustega) on digus nduda, et krediidiasutus
teavet véljastaks. Siin on aga oluline mérkida, et RAB puhul seab KASi kdnesolev site
edastatavate andmete koosseisule piirid, viidates konkreetselt RahaPTSi §-le 81.

Punkt 3! jdustus 20. juulil 2020. a. Sitte algne sdnastus eelndus oli ,,rahapesu andmebiiroole
rahapesu ja terrorismi rahastamise tokestamise seaduse §-s 81 sitestatud korras* ning séte oli
kavandatud § 88 punktiks 11. Muudatust pohjendati eelndu seletuskirjas jargnevalt:
,Pangasaladust kisitlevat § 88 tdiendatakse viidetega eelnduga kehtestatavale RahaPTS §-1 16
16ikele 2 ja §-le 81, mis loovad pangasaladuse avaldamiseks tdiendavad alused. Ehkki RahaPTS
§ 16 106ige 2 on sOnastatud prevaleerima teistes seadustes sisalduvate saladuse hoidmise nduete
tile ning § 81 sdtestab andmete avaldamise kohustuslikuna, peab eelndu koostaja digusselguse
huvides vajalikuks muuta ka krediidiasutuste seadust, kuna muudetav § 88 on varasemalt {iles
ehitatud numerus clausus e pohimdttel ning seda ldhenemist soovitakse sdilitada.

KAS § 88 ldiget 5 tdiendatakse punktiga 11, mille kohaselt peab krediidiasutus kirjalikus voi
elektroonilises vormis voOi elektroonilise arestimissiisteemi kaudu esitatud jarelepérimise
vastusena avaldama pangasaladuse rahapesu andmebiiroole rahapesu ja terrorismi rahastamise
tokestamise seaduse §-s 81 toodud korras.

2 https://www.riigikogu.ee/tegevus/eelnoud/eelnou/d96af017-4826-4¢c45-9adc-
td113244f76d/krediidiasutuste-seaduse-muutmise-ja-sellega-seonduvalt-teiste-seaduste-muutmise-
seadus/.
26 varem viidatud seletuskirja lk-d 32 ja 33. RTRTS (RahaPTS), RSS (RSanS), KrAS (KAS).
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Elektroonilise arestimissiisteemi kaudu saavad paringuid, sh RahaPTS §-s 81 nimetatud
andmete osas, esitada kdoik KAS § 88 16ikes 5 loetletud isikud, kui see osutub 1dike punktides
1-11 nimetatud eesmirke arvestades vajalikuks.*?’

Riigikogu menetluses sitet ja selle asukohta muudeti: site tdsteti punktiks 3! ning sona ,, korras*
asendati sOnaga ,,ulatuses‘. PGhjendused olid jargmised: ,,luua krediidiasutuste seaduses (KAS)
sonaselge alus, millele tuginedes voivad krediidiasutused KAS § 88 16ike 5 punktides 1-4
nimetatud asutuste ja RAB-i jdrelepédrimiste vastusena viljastada ka tegelike kasusaajate
andmeid. Uuele punktile antakse number 3!, mille tagajérjel laienevad sellele automaatselt ka
KAS § 88 15iked 6' ja 6% [...] Samuti tuleks selguse huvides asendada sdna ,korras* sdnaga
,ulatuses®, kuna RahaPTS § 81 ei ole késitatav eraldiseisva digusliku alusena péringute

tegemiseks*.2®

Seejuures sétestati RahaPTSi § 81 andmekoosseisud sama eelnduga: ,,Paragrahvi 81 selgema
loetavuse huvides tdiendatakse seda 1digetega 1'-1°, milles loetletakse andmed, mida krediidi-
vOi finantseerimisasutus peab tditemenetluse seadustikus kirjeldatud elektroonilise
arestimissiisteemi kaudu kittesaadavaks tegema ja mis siiani olid esitatud 16ikes 1. Andmete
koosseis tuleneb AMLDYV artikli 32a Idikest 3.4%

KASi § 88 1dike 5 punkti 3! grammatilise tdlgendamise tulemusel vdimaldab asuda seisukohale,
et selle sétte alusel RAB kirjaliku, elektroonilises vormis voi tditmisregistri kaudu esitatud
paringule vastamise kohustuse ulatus piirdub krediidiasutuse jaoks RahaPTSi §-s 81 sitestatud
andmetega. Samas vdimaldab sétte ajalooline tdlgendamine jouda ka tulemuseni, et nimetatud
andmete koosseisu kehtestamisel oli eesmirk ennekdike piiritleda konkreetsete andmete
edastamise viisi — nimetatud andmed edastatakse ennekdike tiitmisregistri kaudu.

Oluline on mérkida, et KAS reguleerib iiksnes krediidiasutuse asutamist, tegevust, 1opetamist,
vastutust ning jarelevalvet krediidiasutuse tile (§ 1 16ige 1). RAB-le pangasaladusega kaetud
andmete avaldamise ulatust tuleb aga hinnata RahaPTSi tdlgendades. Just RahaPTSiga
reguleeritakse RAB tegevuse aluseid ja jérelevalvet kohustatud isikute iile seaduse tditmisel
(RahaPTS § 1 Idike 2 punktid 2 ja 3). Just RahaPTS méédrab RAB pidevuse ja volitused (sh
andmete kiisimise diguse ja ulatuse). KAS kohustab krediidiasutust vastama RAB péringule ja
avaldama pangasaladust, sh andmeid, mis sisalduvad pangakonto viljavottes, kui RAB vajadus
selliste andmete jirele on pohjendatud ja taandatav RahaPTSi kohastele digustele. KAS
reguleerib krediidiasutuse tegevust olukorras, kus RAB on sellele RahaPTSi alusel teinud
pdhjendatud piringu pangasaladusega kaitstud andmete saamiseks. KASi § 88 1dike 42 punkt 1
ja 1dike 5 punkt 3! ei ole eraldiseisev diguslik alus RAB-le andmeid kiisida, vaid sétestab
krediidiasutuse kohustuse RAB-le pdhjendatud juhtudel andmeid edastada voi avaldada.

Muudatusega tdpsustatakse oOiguskantsleri soovitustest ldhtudes asjaolu, et pangasaladus
sisaldab ka pangakonto véljavotet, ning piiritletakse selgelt ja iiheselt ililesandeid, mille
tditmiseks RAB on oOigustatud pangasaladust (sh pangakontode viljavotteid) sisaldavaid
andmeid saama. Need iilesanded on loetletud RahaPTSi § 54 15ikes 1 ja on jdrgmised:

27 Seletuskiri rahapesu ja terrorismi rahastamise tOkestamise seaduse ja teiste seaduste muutmise
seaduse juurde (130 SE), 1k 35, https://www.riigikogu.ee/tegevus/eelnoud/eelnou/69421167-7e69-
4383-b28-b9f2912a13e6/.

28 muudatusettepanekud rahapesu ja terrorismi rahastamise tokestamise seaduse ja teiste seaduste
muutmise seaduse 130 SE juurde, 1k 10.

2% Seletuskiri rahapesu ja terrorismi rahastamise tOkestamise seaduse ja teiste seaduste muutmise
seaduse juurde ( 130 SE), 1k 32.
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1) rahapesu ja terrorismi rahastamise tokestamine ning sellele viitava teabe vastuvdtmine,
kogumine, véljandudmine, registreerimine, t0otlemine, analiilisimine ja edastamine
(RahaPTS § 54 16ige 1 punkt 1);

2) vilissuhtlemise ja teabevahetuse korraldamine sama seaduse § 63 kohaselt (RahaPTS § 54
16ige 1 punkt 8);

3) rahvusvahelise sanktsiooni seadusest (RSanS) tulenevate iilesannete tditmine (RahaPTS
§ 54 16ige 1 punkt 9);

4) RahaPTSis sitestatud vdartegude menetlemine (RahaPTS § 54 16ige 1 punkt 10).

RahaPTSi § 54 16ike 1 punkt 1 on seotud RABIi pohiiilesandega. Pangasaladust sisaldavaid
andmeid on pohiiilesannete tditmiseks vaja, sest need andmed on rahapesu kahtluse
kontrollimisel kesksed analiilisiobjektid, mille pohjal RAB hindab, kas kahtlane tegevus voib
vastata rahapesu tunnustele (vt RahaPTS § 4). Seetottu ka ettekirjutuse alusel saadav teave on
RAB-ile vajalik selleks, et analiiiisida ja tuvastada vdimalik varade piritolu varjamine voi
muundamine ning hinnata, kas vara on saadud kuritegelikul teel.. Ka Rahapesuvastase
Tookonna ehk FATF-1 9 soovituse kohaselt peaksid riigid tagama, et finantsasutuste kidsutuses
olevate andmete konfidentsiaalsust (pangasaladust) reguleerivad seadused ei parsiks FATFi
soovituste rakendamist.

RahaPTSi § 54 16ike 1 punkti 8 ehk vélissuhtlemise ja teabevahetuse korraldamiseks on
pangakonto viljavotted hidavajalikud, et RAB saaks tagada rahvusvahelises koostoos
edastatava info tdielikkuse, tdpsuse ja kasutuskdlblikkuse.

RahaPTSi § 54 16ike 1 punkt 9 reguleerib RSanSis sitestatud iilesannete tditmist. Viidatud
sittes loetletud iilesande tditmiseks on pangasaladust sisaldavaid andmeid vaja samadel
kaalutlustel, kui on RahaPTS § 54 16ike 1 punkti 1 iilesannete puhul.

RahaPTSi § 54 16ike 1 punkt 10 sédtestab RAB iilesandena RahaPTSis sitestatud viirtegude
menetlemise. Ligipddsu on menetluses osalevate isikute pangakonto andmetele vaja
védrteomenetluse tdendamiseseme asjaolude viljaselgitamiseks ning menetluse eesmarkide
saavutamiseks. Pangakonto viljavotted ja nendega seotud tehinguandmed on olulised, et
kontrollida menetluses tekkinud kahtlusi ning tuvastada faktilisi asjaolusid, mis on otseselt
seotud uuritava stindmuse voi teo koosseisutunnustega. Kuna rahatehingud ja vara litkumine
voivad anda objektiivset teavet isikute tegeliku tegevuse, varalise seisundi ning voimalike
oigusrikkumiste kohta, on nende andmete kéttesaadavus viltimatu, et tagada menetluse
seaduslikkus, tédielikkus ja tdhusus.

Oigusselguse ja libipaistvuse huvides miiratakse seega seaduses kindlaks iilesanded, mille
tditmiseks on RAB-1 0igus koguda pangasaladust, sealhulgas pangakonto véljavatteid,
sisaldavat teavet. Eelnduga ei anta ega laiendata RAB nimetatud digust, vaid tipsustatakse
oiguskantsleri soovitustest ldhtudes iilesandeid, mille tditmiseks on pangasaladust sisaldavad
andmed vajalikud, ning nende kogumine on proportsionaalne vorreldes RAB-le pandud
iilesannetega.

Pangakonto viljavote on rahapesu kahtluse uurimisel keskne analiilisiobjekt RahaPTSi § 4
16ike 1 koosseisule vastava tegevuse tuvastamiseks, mille pohjal Rahapesu Andmebiiroo
hindab, kas kahtlane tegevus voib vastata rahapesu tunnustele. Selliste andmete analiiiis
vOimaldab tuvastada varade péritolu varjamise voi muundamise viise ning hinnata, kas vara on
saadud kuritegelikul teel.

Eelnduga ei piirata RahaPTSi § 54 16ike 1 punktis 2 nimetatud tilesande (strateegiline analiitis,
mis kisitleb rahapesu ja terrorismi rahastamise riske, ohte, suundumusi, mustreid ning
toimimisviise) tditmiseks Rahapesu Andmebiirool digust krediidiasutustelt saada statistilisi
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koondandmeid mis pole isikustatud. Kasutusjuhud kus strateegilise analiiiisi jaoks on vajalik
kasutada krediidiasutustelt parinevaid statistilisi koondandmeid, kus fiiiisilised ja juriidilised
isikud on anoniiimsed ega ole tuvastatavad, on niiteks jargnevad. Tuvastada teatud
riskiprofiilile vastavate fiiisiliste ja juriidilisest isikute klientide arv ja tdpsem kditumismuster
isikustamata andmete alusel, nt mitteresidentidest klientidele pakutavad teenused ja nende
mahud. Tuvastada rahapesu ja terrorismi rahastamisega seotud riskiriikidega klientide arv ja
tehingute arv ja mahud. Tuvastada klientide arv ja neile pakutavad teenused ning nende mahud,
mis viitavad iildistele suundumustele, mis on seotud rahapesu ja terrorismi rahastamise ohtude
ja mustritega. Nt sularaha, vélismaiste makseteenuste ja kriiptovarateenuse pakkujate
kasutamine.

Vordlev analiiiis: FIU (RAB) oigus saada pangasaladust (sh konto viljavotteid)

RABI 0igus saada oma iilesannete tditmiseks pangasaladust (sh konto viljavotte teavet) ei ole
Eesti eripdra. Valdavas osas riikides on rahapesu andmebiiroodel (FIU) seaduslik alus nduda ja
saada pangasaladust sisaldavat infot rahapesu ja terrorismi rahastamise ennetamise, tuvastamise
ja analiitisi eesmargil. Euroopa riikide FIU-del on tavapéraselt iilesandepohine digus kiisida
kohustatud isikutelt (mh krediidi- ja makseasutustelt) eesmargiparaselt piiritletud teavet, mida
on vajalik analiiiisi ja selle tulemusena otsustada edasised sammud, sellele lisanduvad tipping-
off-keelud ja konfidentsiaalsus.*°

Vordleva diguse nditena voib tuua Soome, Léti, Rootsi ja Saksamaa, kus FIU-dele on selline
juurdepéids selgesdnaliselt ette nihtud. Teistsuguse iilesehitusega on ajalooliselt Sveitsi
regulatsioon, mida iseloomustab range pangasaladuse traditsioon ja erandlik lihenemine
iildisele andmejuurdepadsule (kuigi AML/CFT eesmirkidel on ka Sveitsi FIU-1 seadusest
tulenevad ligipddsudigused).

Soome (FIU: Rahanpesun selvittelykeskus)

Soome FIU-1 on digus saada mis tahes teavet, mis on vajalik tema iilesannete tiitmiseks, need
alused katavad ka kontotehingute andmed (viljavdtte sisu) juhul, kui see on vajalik STR3!-i
verifitseerimiseks, mustrite/rahavoogude analiiiisiks v0i edastamisotsuseks. (FATF MER
Soome?%: viide FIU Act § 4; Police Act Ch. 4 § 3; Coercive Measures Act Ch. 7 § 1). Soome
avalikud juhismaterjalid kinnitavad kohustatud isikute andmete esitamise kohustust AML-
seaduse alusel (444/2017)*. Soomes on FIU-1 vajaduspdhine ligip4ds pangasaladusele (sh
kontoviljavotted), eeldusel et paring on eesmaérgipérane ja piiritletud. Soome FIU-I on ligipdids
pangasaladusega kaetud infole ldbi sarnaselt Eestile loodud ”Pankki- ja maksutilien
valvontajirjestelmi**” mis oma olemuselt on sarnane Eesti Tditmisregistri funktsioonidega.
Lati (FIU: Kontroles dienests)

Lati FIU-I on digus nouda krediidi- ja makseasutustelt pangasaladusega kaetud teavet, sh
kontovéljavotteid, kui see on vajalik tema seadusest tulenevate AML/CFT-iilesannete

30 Financial Intelligence Units: An Overview (June 2004)
31 Suspicious Transaction Report, eesti keeles kahtlase tehingu teatis
32 https://www.fatf-gafi.org/content/dam/fatf-gafi/mer/MER-Finland-2019.pdf
3 Legislation - Valtiovarainministerid
34 Bank and payment account monitoring system - Finnish Customs
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taitmiseks. Oiguslik alus tuleneb AML-seadusest (,,Noziedzigi iegiitu lidzeklu legalizacijas un
terorisma un proliferacijas finansé$anas novérsanas likums™*%), mis vdimaldab FIU-I teha
kirjalikke korraldusi ja teabendudeid ning vajadusel nduda tehingute seiret kliendi kontol.
Pangasaladuse avaldamise ,,virav* on Krediidiasutuste seaduse (Kreditiestazu likums*¢) § 63
16ike 1 punkt 2, mis kohustab panku andma andmeid FIU-le seaduses sitestatud juhtudel,
praktikas holmab see ka konto tehingurea andmeid ja koondviljavotteid, kui muud vahendid ei
ole piisavad FIU analiiiisi ja edastamisotsuse tegemiseks. Seaduslik raamistik koosneb seega
kahest kihist, (i) FIU {ilesandepdhine teabendude digus AML-seaduse alusel (sh vdimalus
nduda kontotehingute infot), ning (ii) pangasaladuse erand, mis lubab krediidiasutustel need
andmed FIU-le véljastada (§ 63). Selline iilesandepohine ja proportsionaalne juurdepdis vastab
levinud EL-praktikale ning on suunatud iiksnes FIU seaduslike funktsioonide tditmisele.

Rootsi (FIU: Finanspolisen — Polismyndigheten)

Rootsi penningtviittslagen®” (2017:630, 4.peatiikk, § 6) paneb kohustatud isikutele
tilesandepdhise teabe esitamise kohustuse Polismyndigheteni (Finanspolisen) ndudel (sh
jérelepdrimised, mis on vajalikud rahapesu/terrorismi rahastamise ennetamiseks/avastamiseks).
Praktikas tdhendab see, et FIU esitab kirjalikke, ajaliselt ja objektilt piiritletud péringuid
tehingurea tasemel (nt konto véljavotte sisu). Andmete edastamiseks kasutatakse Politseiameti
veebiviravat fipogoaml.polisen.se®® Rootsis on FIU juurdepdis pangasaladusele (sh
kontovéljavotted) normaalne osa iilesannete tditmisest, koos kasutusotstarbe piirangu ja
logimisega.

Saksamaa (FIU: Zentralstelle fiir Finanztransaktionsuntersuchungen, Generalzolldirektion,
Direktion X).

Saksamaa Geldwischegesetz*® (GwG § 30 1dige 3) annab FIU-le selgesdnalise diguse nduda
kohustatud isikutelt teavet soltumata sellest, kas STR on esitatud, see holmab koiki FIU
tilesannete tditmiseks vajalikke andmeid, praktikas ka kontotehingute andmeid (konto
viljavotte sisu). Piringud edastatakse tavapiraselt goAML*’ kaudu, vastamine on kohustuslik
ning tipping-off-keeld laieneb ka nendele paringutele (GwG § 47). Rikkumiste eest ndieb GwG
§ 56 ette sanktsioonid. Rahvusvahelisteks infoparinguteks kasutatakse GwG § 34 mehhanismi.
Seega Saksamaal on FIU-1 digus nduda oma iilesannete tditmiseks pangasaladust (sh
kontoviljavotteid).

Sveits (FIU: MROS - Money Laundering Reporting Office Switzerland)

Sveitsis on pangasaladus ajalooliselt range, kuid AMLA (Federal Act on Combating Money
Laundering and Terrorist Financing) annab MROS-ile vajaduspdhise juurdepddsu. AMLA art.
11a(2bis) lubab MROS-il kiisida finantsvahendajalt infot tehingu voi kliendisuhtes kohta ka
juhul, kui Sveitsis ei ole SAR esitatud, nt vilismaise FIU po6rdumise alusel.*' See katab
praktikas ka konto véljavotte andmed, kui see on vajalik. Kuigi tildraam on rangem, on ka
Sveitsis FTU-1 iilesandepdhine ligipass pangasaladusele, sh kontoviljavotete sisule.

35 Noziedzigi iegiitu lidzeklu legalizacijas un terorisma un proliferacijas finansé$anas novér§anas
likums

36 Kreditiestazu likums

37 Rootsi rahapesu- ja terrorismi rahastamise vastane seadus

3 PMFS 2022:12

39 BaFin - Acts - Money Laundering Act

40 fiu_hinweise nutzung_software.pdf

41 switzerland-anti-money-laundering-comparative-guide.pdf
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https://mbk.law/docview/39/switzerland-anti-money-laundering-comparative-guide.pdf?

Eelndu § 2 punktiga 3 muudetakse ja sdnastatakse RahaPTSi § 58 1dige 1! jirgmiselt:
,Rahapesu Andmebiirool on digus kéesoleva seaduse § 54 16ike 1 punktidest 1, 8 ja 9 tulenevate
ilesannete tditmiseks saada tditemenetluse seadustiku §-s 63 nimetatud tiitmisregistri kaudu
kiesoleva seaduse § 81 1digetes 1'—1° nimetatud andmeid.

Eelnduga tdpsustatakse ldbipaistvuse suurendamise huvides detailsemalt olemasolevat
olukorda, st milliseid andmeid ja millistel alustel on RAB-1 digus oma seadusest tulenevate
iilesannete tditmiseks saada TMSi §-s 63 nimetatud tditmisregistri vahendusel.

Toome siinkohal vélja olulisemad selgitused Oiguskantsleri 1. juuli 2025. a kirjast nr 7-
7/250081/2504808:

,KAS § 881g4?jalg 5 p 3! kohaselt avaldatakse Rahapesu Andmebiiroole (RAB) pangasaladus
rahapesu ja terrorismi rahastamise tokestamise seaduse (RahaPTS) §-s 81 sitestatud ulatuses.
RahaPTS-s piiritleb RAB juurdepiisu pangasaladusele § 58 Ig 1' . RahaPTS § 81 Ig 1 jérgi
peab krediidi- ja finantseerimisasutus, kes on kliendile avanud konto, millele on viljastatud
IBAN-kood, voi tiiirinud hoiulaeka, tagama, et TMS §-s 63 nimetatud tditmisregistri kaudu on
kiittesaadavad vihemalt jirgmised andmed (jirgnev loetelu on 1digetes 1! - 1°): konto omaniku
ja hoiulaeka iilirile votja kohta tehakse kéttesaadavaks: nimi; isikukood ja isikukoodi
viljastanud riik, nende puudumise korral slinniaeg ja -riik voi registrikood; postiaadress; kontot
kasutama volitatud isiku kohta tehakse kittesaadavaks: nimi; isikukood ja isikukoodi
viljastanud riik, nende puudumise korral slinniaeg ja -riik; postiaadress; volituse alguse ja 16pu
kuupdev ning kasutusdiguse sisu; konto omaniku tegeliku kasusaaja kohta tehakse
kittesaadavaks: nimi; isikukood ja isikukoodi véljastanud riik, nende puudumise korral
siinniaeg ja -riik; elukohariik; konto kohta tehakse kittesaadavaks: IBAN; konto avamise
kuupédev; konto sulgemise kuupidev; hoiulacka kohta tehakse kéttesaadavaks hoiulacka
kasutusse andmise lepingu: number; sdlmimise kuupiev; 1dpetamise kuupiev.“*?

[...]

,,RahaPTS § 58 1g 1!, § 81 1dige 1 ja KAS § 88 Ig 4° ning Ig 5 p 3! ei anna ka koostoimes
RABIe digust pangakonto viljavotet saada®’. Kui Riigikogu leiab, et RAB-I peab selline digus
olema, peab see olema seaduses selgelt kirjas. Seaduses on kirja pandud digus juurdepédédsuks
konto omaniku nimele, isikukoodile ning aadressile, konto avamise ja sulgemise kuupdevale
jms (vt eelneva 16igu pikka loetelu, see on ammendav ja iliksnes selles ulatuses on andmete
saamiseks seaduses alus olemas). Ka viidatud normide aluseks olnud EL direktiivid nduavad
juurdepadsu kontode tegelike omanike jm seaduses selgelt ja ammendavalt loetletud andmetele,
mitte pangakonto viljavottele. Sama iitleb RahaPTS § 58 1g 1' . Sonale ,,vihemalt* sittes, mille
eesmirk on reguleerida seda, milline tehniline vdimekus peab olema registril ja
krediidiasutustel, ei saa mitte kuidagi omistada tdhendust, et kittesaadav peab olema ka kogu
lackumiste ja viljaminekute info. Normis loetletud andmete avaldamine ei piira isiku
pohidigusi kaugeltki sama intensiivselt kui pangakonto viljavotte avaldamine. RahaPTS § 81

42 Vt joonealune mirkus nr 1, p 33 1k 8.
43 KAS § 88 Ig 42 sdnastus, mis miérab RahaPTS kaudu juurdepiisetavate andmete ulatuse: ,,(4%)
Krediidiasutusel on digus avaldada ja ta on kohustatud seoses oma seadusest tulenevate iilesannete
tditmisega avaldama pangasaladust sisaldavaid andmeid: 1) Rahapesu Andmebiiroole ja tegelike
kasusaajate andmekogu vastutavale ja volitatud todtlejale ning Kaitsepolitseiametile rahapesu ja
terrorismi rahastamise tokestamise seaduses ning rahvusvahelise sanktsiooni seaduses sétestatud
juhtudel ja ulatuses;” RahaPTS § 58 Ig 11 sGnastus, mis mddrab ammendavalt juurdepaédsetavate
andmete ulatuse: (11 ) Rahapesu Andmebiirool on digus kiesolevast seadusest tulenevate iilesannete
taitmiseks saada tditemenetluse seadustiku §- s 631 nimetatud elektroonilise arestimissiisteemi kaudu
kiesoleva seaduse § 81 1digetes 1 '—1 ° nimetatud andmeid. Laiemat juurdepédisetavate andmete ulatust
ei saa tuletada RahaPTS § 81 1dikest 1 ega KAS § 88 15ike 5 punktist 3.
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lg 1 ei saa tdlgendada viisil, et pohidiguse piirang ulatub kogu pangasaladusele ning normis on
esitatud vaid ndidisloetelu, milles kdige intensiivsem piirang ei sisaldu. Seaduse normil ei oleks
sellise tdlgendamise korral mitte mingit mdtet ja see ei vastaks pohiseaduslikkuse nduetele. “**
[...]

»Lahtudes olulisuse ja seaduslikkuse pohimottest (PS § 3) peab seaduses olema selgelt
sdtestatud selliste andmete avaldamine, mis isiku digusi rohkem piiravad ning loetelust voib
vilja jitta vaid viheolulised detailid, mis on hdlmatud seaduses nimetatud alusega (nt lubades
seaduses selgelt juurdepddsu pangakonto véljavdttele, siis vOiks Gelda, et seeldbi on ka
hdlmatud péring konto omaniku nime kohta).*’

[...]

., KAS § 88 Ig 4> punkt 1 ei reguleeri ise seda, millises ulatuses vdib pangasaladust avaldada.
Normi sOnastusest ndhtub, et pangasaladuse avaldamise juhud ja ulatus méératakse rahapesu ja
terrorismi tokestamise seaduses. RahaPTS § 81 lubab avaldada teatud ulatuses andmeid, kuid
pangakonto viljavotet ei nimeta. RahaPTS § 58 teeb viite tiitmisregistrile ja RahaPTS §-s 81
nimetatud andmetele. RahaPTS § 58 Ig 1 lubab andmeid kiisida ettekirjutuse alusel kohustatud
isikutelt, kuid pangalt tditmisregistri kaudu pangakonto véljavotte saamiseks ei koostata
ettekirjutust pangale. RahaPTS 59 ei ole samuti konto viljavdtte hankimiseks kohane alus
eelnevalt nimetatud pdhjusel.“4¢

[...]

»Rahapesu Andmebiirool ei ole pangakonto viljavotte kiisimiseks tditmisregistri kaudu
seaduslikku alust. Rahapesu Andmebiiroo seadusega ettenéhtud juurdepéds pangasaladusele on
kitsam, kui konto véljavotte saamiseks oleks vaja, ning see on kirjas RahaPTS §-s 81. Kohaseks
diguslikuks aluseks ei ole ka KAS § 88 1g 4% , mis niieb ette diguse saada pangasaladust rahapesu
ja terrorismi tOkestamise seaduses sdtestatud juhtudel ja ulatuses, kuid nagu punktis 33
ndidatud, siis iikski norm seaduses ei nimeta pangakonto viljavotet teabena, mida tuleb
Rahapesu Andmebiiroole avaldada tiitmisregistri kaudu. 4’

Seega on Oigusselguse suurendamiseks vaja seadusesse sOnaselgelt kirja panna, et RABi
pangasaladuse kogumise digus sisaldab ka digust koguda seadusekohaste iilesannete tiitmiseks
pangakontode véljavotteid, ning siduda sellise teabe kogumise digus konkreetsete RABI
iilesannetega. Selleks méidratakse tipsed RAB iilesanded, mille tditmiseks on voimalik koguda
pangasaladust sisaldavaid andmeid tditmisregistri vahendusel. Ammendav loetelu peaks
vilistama olukorra, kus noutavate andmete ulatus sdltuks halduspraktikast ning abstraktsest
normitdlgendusest. See omakorda peaks suurendama usaldust tditmisregistri kui andmekogu
ning andmevahetuskanali vastu.

Suletud loetelu kohaldub tiksnes juhul, kui teabekorraldus edastatakse tditmisregistri
vahendusel. Kui RAB soovib pangasaladust sisaldavat teavet, mida konealuses loetelus
nimetatud ei ole, peab RAB edastama krediidi- ja makseasutusele ettekirjutuse teabe
ndudmiseks posti teel voi e-kirjaga. Tditmisregister on liksnes voimalik paralleelne kanal, mille
kaudu RAB-1 on digus saada seaduses nimetatud ulatuses andmeid, eeltoodu ei piira aga kuidagi
RAB 0igusi saada RahaPTSi § 58 15ike 1 alusel lisateavet, mida RAB oma seaduses sitestatud
iilesannete tditmiseks vajab. Téna kehtiva direktiivi 2015/849 artikkel 32 viitab kohustusele, et
litkkmesriigid tagavad, et rahapesu andmebiiroole antakse volitused votta juhul, kui on kahtlus,
et tehing on seotud rahapesu vdi terrorismi rahastamisega, viivitamata vahetult voi kaudselt
meetmeid, et pooleliolev tehing peatada voi keelata selle tegemine, et tehingut analiilisida, leida
kinnitust kahtlustele ja edastada analiiiisi tulemused pddevatele asutustele. Rahapesu

44Vt joonealune mirkus nr 1, 1k 8-9.
24Vt joonealune méarkus nr 1, 1k 9.
46 Vt joonealune mirkus nr 1, 1k 9.
47 Vt joonealune mirkus nr 1, 1k 10.
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andmebiiroole antakse volitused votta selliseid meetmeid vahetult voi kaudselt teise litkmesriigi
rahapesu andmebiiroo taotluse korral selle liikmesriigi siseriiklikus Oiguses sétestatud
ajavahemikeks ja tingimustel, kus taotluse saanud rahapesu andmebiiroo asub. Ka direktiivi
2024/1640 artikli 21 kohaselt tuleb rahapesu andmebiiroodele olenemata nende
organisatsioonilisest staatusest tagada voimalikult lai juurdepais teabele, mida nad vajavad oma
iilesannete tditmiseks, sealhulgas finants-, haldus- ja diguskaitsealasele teabele.

Eelndus tépsustatakse, et tditmisregistri vahendusel on RAB-1 digus koguda pangasaladust
sisaldavaid andmeid RahaPTSi § 54 16ike 1 punktides 1 ja 8—9 nimetatud iilesannete tiditmiseks:

1) rahapesu ja terrorismi rahastamise tokestamine ning sellele viitava teabe vastuvdtmine,
kogumine, viljandudmine, registreerimine, tootlemine, analiilisimine ja edastamine
(RahaPTS § 54 16ige 1 punkt 1);

2) vilissuhtlemise ja teabevahetuse korraldamine vastavalt sama seaduse §-le 63
(RahaPTS § 54 16ige 1 punkt 8);

3) rahvusvahelise sanktsiooni seadusest (RSanS) tulenevate iilesannete tditmine (RahaPTS
§ 54 16ige 1 punkt 9).

RahaPTSi § 54 1dike 1 punkt 1 on seotud Rahapesu Andmebiiroo pohiiilesandega.
Pangasaladust sisaldavaid andmeid on pohiiilesannete tditmiseks vaja, sest need on rahapesu
kahtluse kontrollimisel olulised analiiiisiobjektid.

RahaPTSi § 54 16ike 1 punkti 8 ehk vilissuhtlemise ja teabevahetuse korraldamiseks on
pangakonto viljavotted hadavajalikud, et Rahapesu Andmebiiroo saaks tagada rahvusvahelises
koostdos edastatava info tdielikkuse, tipsuse ja kasutuskolblikkuse.

RahaPTS § 54 16ike 1 punkt 9 reguleerib RSanSist tulenevate iilesannete tditmist. Viidatud
sattes loetletud iilesande tditmiseks on pangasaladust sisaldavaid andmeid vaja samadel
kaalutlustel kui RahaPTS § 54 16ike 1 punktides 1 ja 2 loetletud iilesanneteks.

Taitmisregistri kasutamist RAB-le andmete edastamisel toetab ka Euroopa Parlamendi ja
ndukogu direktiivi (EL) 2015/849 selgituste punkt 20:

,,Kui rahapesu andmebiirood ja muud padevad asutused piddsevad panga- ja maksekontode ning
hoiulaegaste omanike, eeskdtt kui need on anoniilimsed, isikut késitlevale teabele juurde
viivitusega, pidurdab see terrorismiga seotud rahaiilekannete tuvastamist. Uhele isikule
kuuluvate panga- ja maksekontode ning hoiulaegaste tuvastamist voimaldavad andmed on
killustatud ega ole seepérast rahapesu andmebiiroodele ja muudele pddevatele asutustele
oigeaegselt juurdepdidsetavad. Seetdottu on oluline luua koikides litkmesriikides
automatiseeritud keskmehhanismid, nagu registreerimis- voi andmeotsingu siisteemid kui
tohusad vahendid, millega saada Oigeaegselt juurdepdds panga- ja maksekontode ning
hoiulaegaste omanike, nende esindajate ja tegelikult kasu saavate omanike isikut késitlevale
teabele. Juurdepédsu kisitlevate séitete kohaldamisel on asjakohane kasutada olemasolevaid
mehhanisme, tingimusel et riiklikud rahapesu andmebiirood pddsevad viivitamata juurde
paringuga taotletud andmetele filtreerimata kujul. Liikmesriigid peaksid kaaluma vdimalust
lisada sellistesse mehhanismidesse muud teavet, mida peetakse vajalikuks ja
proportsionaalseks, et rahapesu ja terrorismi rahastamise riske tdhusamalt maandada.“

Praegu on tditmisregistri kaudu andmete edastamine RAB-le peatatud ning seetdttu on pérsitud
ka RAB seadusekohaste tilesannete tditmine, kuna varasem iilesannete tditmiseks andmete
viivitamatu kogumine on asendunud kohustatud isikutele RahaPTSi § 58 1dike 2 jérgi
ettekirjutuse koostamisega. Ettekirjutuse tiditmine aga soltub omakorda kohustatud isikute poolt
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paringute vastuste koostamiseks ja RAB-le edastamiseks kuluvast ajast ja inimressursist. Seega
on ddrmiselt oluline taastada RAB-le voimalus koguda andmeid tditmisregistri vahendusel.

Andmete kogumise ja edastamise ajakriitilisus on &drmiselt oluline RahaPTSi § 54 16ike 1
punkti | iilesande (rahapesu ja terrorismi rahastamise tdkestamine ning sellele viitava teabe
vastuvotmine, kogumine, viljandudmine, registreerimine, t0otlemine, analiilisimine ja
edastamine) tditmisel kuna finantsvara liigub kiirelt iihelt kontolt teisele. Rahapesu ja terrorismi
rahastamise kahtlusega finantsvara litkumise takistamiseks on vajalik selliste vahendite
sihtkoht kiirelt tuvastada. Samuti on andmete kiire kogumine ja edastamine sama oluline ka
RahaPTSi § 54 1g 1 punkti 8 tditmisel ehk vélissuhtlemise ja teabevahetuse korraldamiseks.
Eesti on alates 1. jaanuarist 2023. a Varssavi konventsiooni (CETS nr 198)* osaline.
Konventsiooni artikli 12 16ige 2 kohustab tagama, et RAB-I on otse voi kaudselt ja digeaegselt
juurdepdis finants-, haldus- ja korrakaitseandmetele, mida ta vajab oma iilesannete tditmiseks
(mh kahtlaste tehingute analiiiisiks). Konventsiooni V peatiikk (art 46) sétestab rahapesu
andmebiiroode*® rahvusvahelise andmevahetuse kohustuse — teavet vahetatakse spontaanselt ja
paringutega ning taotluse saanud rahapesu andmebiiroo peab andma kogu asjakohase teabe,
sealhulgas kéttesaadava finantsteabe. Konventsiooni artikkel 47 voimaldab viélisriigi rahapesu
andmebiiroo taotlusel tehinguid edasi liikata, mis eeldab kiiret ligipddsu konto ja tehingute
andmetele. Lisaks ndevad artiklid 17-19 ette kohustused anda Oigusabi raames teavet
pangakontode olemasolu, tehingute ning tehingute jélgimise kohta.

Eesti Rahapesu Andmebiiroo on ka kogu maailma andmebiiroosid ithendava Egmont Group>°
liige. Egmont Group koostddraamistikus®® on rahapesu andmebiiroode teabevahetuse
pohimdtted kiirus, konstruktiivsus ja tohusus ning ndue, et neil oleks piisav diguslik alus, et
jagada voOimalikult laia valikut teavet spontaanselt ja péringu saamisel. Egmont Group
koostddraamistiku®? punkti 23 kohaselt on RAB kohustatud rahvusvahelistele péringutele
vastama viivitamata.

Seega voimaldab tditmisregistri kaudu andmete kogumine RAB-1 tdita nimetatud
rahvusvahelisi kohustusi digeaegselt ja tohusalt, vihendades viivituste riski vélispartnerite
paringutele vastamisel.

Eelndu koostamise ajal ei suuda Eesti tdita Varssavi konventsioonis ja direktiivis (EL)
2015/849 sdtestatud kohustusi ega tdida ka Egmont Groupi litkmelisuse ndudeid, kuna RAB-le
on paringute tegemine tditmisregistri vahendusel peatatud.

Kehtivas sdnastuses viitab RahaPTS § 58 1dige 1! tditemenetluse seadustiku §-le 63! ja
,elektroonilisele arestimissiisteemile, mis ei kehti alates 01.01.2024. Tiitemenetluse
seadustiku (edaspidi TMS) § 63 sdtestab niitid tditmisregistri kui iihtse infovahetuskanali, mille
iiks eesmirk on vdimaldada paddevatel asutustel teha péringuid krediidi- ja makseasutuste
valduses olevate andmete kohta seadusest tulenevate iilesannete tditmiseks. Ebatdpne viide
tekitab Oigusliku ebaselguse RABi péringute vormistamisel ja adressaatide (krediidi- ja
makseasutused) koostookohustuse hindamisel.

Muudatus on kirjeldatud osas iiksnes tehnilis-tdpsustav, st see ei laienda RABi
materiaaldiguslikke volitusi, vaid korrigeerib viite kehtivale TMS regulatsioonile.

48 CETS 198 - Council of Europe Convention on Laundering, Search, Seizure and Confiscation of the
Proceeds from Crime and on the Financing of Terrorism.
# financial intelligence unit- Eestis Rahapesu Andmebiiroo.
30 Home - Egmont Group.
512 -Principles-Information-Exchange-With-Glossary April2023.pdf.
32 PRINCIPLES OF INFORMATION EXCHANGE.
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Eelnou § 2 punktiga 4 RahaPTSi § 58 10ikes 2 loetakse teine lause kolmandaks ja 16iget
tdiendatakse teise lausega jargmises sOnastuses: ,,Pangasaladust, sealhulgas pangakonto
valjavotteid, sisaldavat teavet on ettekirjutuse adressaat kohustatud andma kaesoleva seaduse §
54 16ike 1 punktides 1 ja 8—10 nimetatud iilesannete tditmiseks.*

Muudatusega tépsustatakse sarnaselt eelndu § 2 punktis 2 tooduga diguskantsleri soovitustest
lahtudes asjaolu, et pangasaladus sisaldab selgelt ka isikustatud pangakonto viljavotet, mida
ettekirjutuse adressaat on kohustatud RAB-le andma, ning piiritletakse selgelt ja tiheselt RAB
iilesandeid, mille tditmiseks on RABil 0digus ettekirjutusega nduda pangasaladust (sh
pangakontode viljavdtteid) sisaldavaid andmeid. Ulesanded on loetletud RahaPTSi § 54 15ike
1 punktides 1 ja 8-10.%°

Muudatus lahtub pohimottest, et kui iihelt poolt tdpsustatakse RAB digust kiisida andmeid oma
seadusekohaste llesannete tditmiseks (RahaPTS § 58 Idige 1), siis teiselt poolt on vaja
tdpsustada ka kohustatud isikute kohustust neid andmeid esitada (RahaPTS § 58 13ige 2).

Eelndu § 2 punktiga 5 eemaldatakse RahaPTS § 81 16ikest 1 sona ,,vihemalt®.

Muudatuse eesmirk on selgelt véljendada, et tditmisregistri kaudu edastatav andmekoosseis on
ammendavalt sitestatud § 81 1digetes 1'-1°. Selgem sdnastus tugevdab eesmirgipirasuse ja
andmeminimaalsuse pohimotteid (GDPR art 5), vdhendab tdlgendusriske ning toetab
Oigusselgust ja etteaimatavust. Muudatus vélistab praktika, kus tditmisregistrit késitatakse
avatud andmeedastuskanalina, ning kinnitab, et muid andmeliike saab edastada iiksnes eraldi
seaduses sétestatud digusliku aluse korral. Muudatus viib normi kooskodlla diguskantsleri
tagasisidega, eemaldades potentsiaalselt eksitava viite. SOnastus vastab hea Gigusloome ja
normitehnika eeskirja (HONTE>*) selguse ja tdpsuse nduetele. Muudatus on sisult tipsustav
ega laienda andmete edastamise mahtu.

Eelndu § 2 punktiga 6 tiiendatakse RahaPTSi § 81 1diget 1* punktidega 4 ja 5:
,»4) saldo;
5) konto véljavote. .

Tépsustatakse ka RAB 0digust saada tditmisregistri kaudu pangakontode viljavotteid ja saldo
andmeid ning tiiendatakse § 81 punkti 1* loetelu, et tiitmisregistri vahendusel kogutavate konto
andmete koosseis oleks edaspidi:

1) IBAN;

2) konto avamise kuupéev;

3) konto sulgemise kuupéev;

4) saldo;

5) konto véljavate.

Muudatus toetab ka diguskantsleri mirgukirja punktis 7 nimetatud eesmaérki, mille kohaselt
pangasaladust avaldada lubav norm peab seaduses olema sedavord konkreetse sisuga, et
pangasaladuse avaldamise ja sealhulgas konto véljavottega tutvumise voimalus ja lubatavus on
seaduse tekstiga tutvudes iiheselt selge. Muudatuse tulemusena sitestatakse ammendav loetelu
konto teabest, mida RAB voib nduda tditmisregistri kaudu oma seadusest tulenevate iilesannete
tditmiseks. Tegemist on sisu poolest tditmisregistri pohiméadruse § 9 16ike 2 punktidega 2 ja 3.

33 vt tdpsemalt eelndu § 2 punktis 2 nimetatud iilesanded.
5 Vabariigi Valitsuse 22.12.2011. a maarus nr 180 ,Hea digusloome ja normitehnika eeskiri“, § 15
(keele- ja stiilinbuded), § 16 (satte sdnastamine). Hea digusloome ja normitehnika eeskiri—Riigi

Teataja
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RAB digus RahaPTS § 81 1dikes 1* nimetatud konto andmete kogumiseks tuleb RahaPTSi § 58
16ikest 1!, mille kohaselt on RAB-l digus seadusekohaste iilesannete tiitmiseks saada
tditemenetluse seadustiku §-s 63' nimetatud elektroonilise arestimissiisteemi kaudu kiiesoleva
seaduse § 81 Idigetes 1'—1° nimetatud andmeid.

KASi § 88 1dike 4% punkt 1 nieb ette pangasaladuse avaldamise RAB-le RahaPTSis ning
RSanSis sdtestatud juhtudel ja ulatuses. Pangasaladuse avaldamise juhud ja ulatus miéiratakse
RahaPTSis. RahaPTSi § 58 teeb viite tditmisregistrile ja RahaPTSi §-s 81 nimetatud andmetele.
RahaPTSi § 58 kehtiv 16ige 1 lubab pangasaladust sisaldavaid andmeid kiisida ettekirjutuse
alusel kohustatud isikutelt, kuid pangalt tiitmisregistri kaudu pangakonto viljavdtte saamiseks
el koostata ettekirjutust. Seetdttu on tditmisregistri kaudu andmete kogumiseks vaja sonaselgelt
lisada § 81 1dikes 1* konto kohta edastatavate andmete loetellu ka konto saldo ja konto viljavote
ning taastada RAB voimalus koguda oma iilesannete tditmiseks andmeid automatiseeritult.

Muudatusega lahendatakse olukord, kus ndutavate andmete ulatus sdltuks halduspraktikast
ning abstraktsest normitdlgendusest. See omakorda peaks suurendama usaldust tditmisregistri
kui andmekogu ning andmevahetuskanali vastu.

Suletud loetelu kohaldub iiksnes juhul, kui andmed edastatakse tditmisregistri vahendusel. Kui
RAB soovib pangasaladust sisaldavat teavet, mida kdnealuses loetelus nimetatud ei ole, peab
RAB edastama krediidi- ja makseasutusele vastava ettekirjutuse.

Eelndu § 2 punktide 1-6 muudatustega tépsustatakse expressis verbis, et pangasaladuse hulka
kuulub ka konto véljavote, ning RAB-1 on digus tditmisregistri kaudu saada teavet konto
véljavotte ja saldo kohta, mille kogumise digus on RAB-I ka kehtiva RahaPTSi § 58 15igete 1
ja 2 alusel.

Pangakonto viljavote on rahapesu kahtluse uurimisel keskne analiiiisiobjekt RahaPTSi § 4
16ike 1 koosseisule vastava tegevuse tuvastamiseks. Selle pohjal RAB hindab, kas kahtlane
tegevus voib vastata rahapesu tunnustele. Selliste andmete analiilis vOimaldab tuvastada varade
péritolu varjamise vO0i muundamise viise ning hinnata, kas vara on saadud kuritegelikul teel.
RAB iiks pohiiilesandeid on operatiivanaliiiis®>, milles kasutatakse olemasolevat ja
kéttesaadavat teavet konkreetsete sihtmérkide (nt isikute, varade, kuritegelike vorgustike voi
ithenduste) tuvastamiseks, konkreetsete tegevuste voOi tehingute jdlgimiseks ning nende
sthtmaérkide ja vdimaliku kuritegeliku tulu, rahapesu, eelkuritegude voi terrorismi rahastamise
vaheliste seoste kindlakstegemiseks. Sellist analiiiisi ei ole voimalik teha vajalikule teabele
juurdepadsu diguseta.

RAB iilesanne on rahapesukahtlusele ja sellega seotud kuritegudele viitava teabe edastamine
uurimisasutustele, prokuratuurile ja teistele pddevatele asutustele. Selleks, et RAB saaks
kontrollida nditeks teatega lackunud rahapesukahtlust, on héddavajalik saada lisaandmeid,
eeskdtt just pangakonto véljavotteid. Pangakonto véljavotted on RAB koige olulisemad
teabeallikad kahtluse kontrolliks. Majanduskuritegude (kui ka muu tulu toova kuriteo)
1oppeesmérk on rahaline kasu, mida kurjategijad soovivad varjata ning millele anda legaalse
ilme. Rahapesu on sageli piirililene ning raha liigub kiiresti ja mitmes pangas korraga erinevate
kontode kaudu, et varjata raha péritolu ja teha selle jdlitamine keeruliseks. Seetottu on rahapesu
ja kuritegeliku tulu litkumise tuvastamiseks olnud ja on ka edaspidi hddavajalik, et RAB teeb
pangakontode analiiiisi nii raha algallika kui ka selle edasise liikumise jalgimiseks. Tihti laeckub
RAB-le teavet, mis viitab varjamistegevusele, kuid seejuures ongi jirgmine oluline samm

% FATFi soovitused 1k 109: FATF Recommendations 2012.pdf.coredownload.inline.pdf.
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tuvastada, kas kahtlusega haaratud raha périneb kuritegelikust tegevusest vdi mitte. Samuti
mangib rolli see, kuhu vara liigub, sest ka see voOib anda viite varjamistegevusele, kuid
vOimaldab ka tagada vara sdilimine. Selle selgitamiseks on pangakonto véljavotted
asendamatud. Konto véljavdteteta ei ole voimalik tuvastada vara péritolu ja kahtlusega haaratud
tehinguid jalitada.

Ligipads pangasaladusele, sealhulgas pangakonto viljavdtetele, on seega RAB jaoks oluline
tooriist kuritegevuse ja rahapesu tokestamisel. See voimaldab tuvastada kuritegeliku tulu
péritolu, jdlgida raha litkumist eri krediidiasutuste vahel, paljastada mustrid ja ebaharilikud
tegevused ning sekkuda enne, kui kuritegelik tulu muutub raskesti jdlgitavaks voi punkti, mis
ei ole diguskaitseasutustele enam tuvastatav. [lma juurdepiisuta kontodele voivad kurjategijad
raha vabalt varjata, tehes rahapesu tuvastamise ja kuritegevuse tokestamise RAB jaoks peaaegu
vOimatuks.

Téitmisregister on liksnes vOimalik paralleelne kanal, mille kaudu RAB-I on digus saada
seaduses nimetatud ulatuses andmeid. See ei piira kuidagi RAB digust saada RahaPTSi § 58
1oike 1 alusel lisateavet, mida RAB oma seadusekohaste iilesannete tditmiseks vajab. Ka
direktiivi 2024/1640°¢ artikli 21 kohaselt tuleb rahapesu andmebiiroodele olenemata nende
organisatsioonilisest staatusest tagada voimalikult lai juurdepais teabele, mida nad vajavad oma
ilesannete tditmiseks, sealhulgas finants-, haldus- ja diguskaitsealasele teabele.

Peaasjalikult on muudatuse eesmirk seega suurendada digusselgust ehk seadustada selgemalt
praegune tegutsemisviis, mitte laiendada RAB volitusi teabe hankimisel. Kuivord meetmega ei
laiendata RAB 0Gigusi oma seadusekohaste {ilesannete tdimiseks, vaid iiksnes luuakse
Oigusselgus juba RAB-le antud andmete kogumise Oiguse viisis (ettekirjutusega vs.
tditmisregistri vahendusel), siis saab eeldada, et RAB-le antud digus koguda pangasaladust,
sealhulgas pangakonto viljavotteid, on proportsionaalne ka RAB-le seadusega pandud
ilesannetega.

Léhtudes kehtivast digusest, on RAB-1 digus oma seadusekohaste iilesannete tditmiseks nouda
pangasaladust sisaldavaid andmeid, sealhulgas fiiiisiliste isikute pangakonto véiljavotteid
(RahaPTS § 58 16iked 1-2 koostoimes KAS §-ga 88). See tugineb GDPR artikli 6(1)(e) (avaliku
voimu lilesanne) ning vajaduse korral GDPR artikli 23 alusel piiratud teavitamiskohustusele
(tipping-off’1 viltimiseks) ja on kooskolas IKSiga, jirgides eesmirgipdrasuse ja
andmeminimaalsuse pohimotteid (GDPR art 5). Eelnduga ei laiendata RAB 0igusi, vaid
tdpsustatakse selgesoOnaliselt, et RAB kogutava pangasaladuse hulka kuulub ka pangakonto
viljavote, ning seotakse sellekohased teabepdringud konkreetselt RahaPTSi § 54 16ike 1
punktides 1, 3 ja 8—10 nimetatud {ilesannetega ettekirjutuse puhul ning punktides 1, 8 ja 9
nimetatud lilesannetega taditmisregistri vahendusel kogutavate andmete puhul. Selline normi
selgitus suurendab digusselgust ning kinnitab, et pangakonto viljavotte kasutamine on vajalik
ja proportsionaalne nimetatud iilesannete eesmarkide saavutamiseks.

Meede on ka vajalik, st eesmirgi saavutamiseks puuduvad muud séddstvamad abindud, mis
oleksid sama tohusad. Téitmisregistri kaudu kéttesaadavate andmete kogumiseks puudub
samaviirne tdnapdevasel tehnilisel tasemel olev silisteem ning samasuguste andmete
kogumiseks seadusega ette ndhtud alternatiivne viis (ettekirjutuse koostamine teabe andmiseks
kohustatud isikule) on selgelt koormavam nii ettekirjutuse véljastajale kui ka selle saajale.

% Direktiiv - EL - 2024/1640 - EN - EUR-Lex.
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3.2. Eelndu pohiseaduspirasus
3.2.1. Eelnou § I punktid 1 ja 2

Kaéesolevas alapeatiikis analiilisitakse nelja abindu proportsionaalust:

1) MTA digust toddelda pangakonto infot per se;

2) MTA dGigust nduda maksukohustuslase pangakonto infot maksukohustuslaselt endalt;

3) MTA odigust nouda krediidiasutustelt pangasaladust (nii pangakonto infot kui ka muud
pangasaladusega holmatud infot);

4) MTA oigust nouda krediidiasutustelt pangasaladusega holmatud pangakonto infot
tditmisregistri infovahetuskanali kaudu.

Tuleb rohutada, et eelndu ise rangelt reguleerib liksnes kahte viimast abindu, ehk MTA Gigust
nduda pangasaladust krediidiasutustelt nii tditmisregistri infovahetuskanali kaudu kui ka selle
véliselt. Sellest hoolimata teostatakse ldbipaistvuse ning iildise selguse huvides
proportsionaalsuse analiilis ka pangakonto info per se kasutamise osas, samuti selle info
kiisimise kohta maksukohustuslaselt endalt olgugi, et nende kahe abindu pohiseaduslikkust on
Rahandusministeeriumi hinnangul Eesti juristkonna valitsev arvamus aktsepteerinud juba
aastakiimneid.

3.2.1.1 MTA oigus toédelda pangakonto infot maksumenetluses tdhendust omavate asjaolude
vdljaselgitamiseks

Abindu on proportsionaalne, kui pohidiguste ja -vabaduste riive on kantud legitiimsest
eesmérgist ja on selle saavutamiseks sobiv, vajalik ja méddukas.

Oigusega teada, vallata ning muul viisil tdddelda pangakonto infot riivatakse ennekdike isiku
informatsioonilise enesemddramise digust, mis on tuletatud digusest vabale eneseteostusele (PS
§ 19), perekonna- ja eraelu puutumatusele (PS § 26) ning ettevotlusvabadusele (PS § 31).

Informatsiooniline eneseméédramise digus tdhendab isiku digust otsustada, kuidas toodeldakse
mis iganes tema kohta kdivaid andmeid, sh kes on nendest andmetest teadlikud, kes neid valdab,
milleks neid kasutada tohib, kellele voib neid avaldada jne. Kuivord pangakonto info voib
sisaldada erinevat eraelulist ning &rialast teavet, mille pinnalt v3ib olla vdimalik teha jareldusi
isiku poliitiliste ja religioossete vaadete, sotsiaal- ning &risuhete, tarbimisharjumuste,
meditsiinilise staatuse jms kohta, siis hdlmab informatsiooniline enesemédramise 0Oigus
moddapddsematult ka digust otsustada, kuidas toodeldakse isiku pangakonto infot.

Riive antud juhul seisneb isiku kohustuses taluda seda, et MTA to6tleb tema kohta kéivat
pangakonto infot, st saab teada nende andmete sisust ning kasutab neid vajadusel
maksumenetluses tdhendust omavate asjaolude véljaselgitamiseks. MTA 0&igus toodelda
pangakonto infot seega otseselt viahendab isiku informatsioonilise eneseméédramise digusest
tingitud kontrolli oma pangakonto info {ile.

Pangakonto info todtlemise eesmargiks on tagada maksukohustuste nduetekohane tditmine,
sealhulgas kontrollida deklareeritud maksukohustuste Gigsust. Téhus riiklik jérelevalve
maksukohustuste tiitmise iile on eesmirgina selgelt legitiimne.

Pangakonto info to6tlemine annab MTA-le sOltumatut ning usaldusvédrset informatsiooni
maksukohustuslase majanduslikust aktiivsusest, mida on vdimalik vorrelda maksukohustuslase
enda viidete ja jareldustega oma majandusliku olukorra ning tasumisele kuuluvate maksude
kohta. Naiteks, kui maksudeklaratsioonil olevad andmed ei ole loogilises kooskolas
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maksukohustuslase pangakonto saldo vdi maksustamisperioodil toimunud sisse- ja
viljaminekutega, siis voib see anda MTA-le aluse kahtlustada, et maksukohustuslane on kas
midagi valesti arvutanud, iiritab maksude tasumisest korvale hoiduda v&i halvimal juhul, on
toime pannud otsese maksupettuse.

Pangakonto info tootlemine on abinduna seega sobiv, sest sobiv on iga meede, mis soodustab
legitiimse eesmargi saavutamist — antud juhul vdimaldab pangakonto info td6tlemine tagada
tohusamat riiklikku jarelevalvet maksukohustuste tditmise {ile, néiteks kontrollida
deklaratsioonides kajastatud andmete digsust, avastada ebaseaduslikku majandustegevust ning
toendada muid maksualaseid rikkumisi.

Pangakonto info tootlemine on ka vajalik, ehk sellele pole mingit alternatiivi, mis oleks sama
tohus, ent riivaks pohidigusi- ja vabadusi vihem.

Pangakonto infot on vaja ennekdike selleks, et tagada tdhus riiklik jérelevalve rahavoogudest
sOltuvate maksude, nditeks tulu-, kéibe- ja todjoumaksude tasumise iile. Tegemist on
deklaratsioonipdhiste maksukohustustega, kus tildreeglina peavad maksukohustuslased maksu
suuruse ise arvutama ning deklareerima. Kui MTA-l aga peaks tekkima kahtlus esitatud
deklaratsioonide usaldusvédrsuses, siis vOimaldabki ligipdds pangakonto infole —
sissetulekutele ja vdljaminekutele, lilekannete kuupdevadele ning nende osapooltele, saldodele
jms — seda kahtlust maksumenetluse raames kas kinnitada voi kummutada.

Varamaksude (nt maamaks ja mootorsdidukimaks) puhul ei pruugi pangakonto info olla
vajalik, et maksu suurust per se kindlaks teha, sest selleks vajaliku info saab MTA tiiiipiliselt
erinevatest vararegistritest. Kiill aga ei muuda see asjaolu, et maksukohustus kui selline on
olemuslikult siiski rahaline kohustus, mille {ile jirelevalve teostamisel voib pangakonto info
olla midrava tdhendusega — niiteks, kui maksukohustuslane véidab, et tal pole piisavalt raha
maksu tasumiseks, siis on seda vdimalik kontrollida vaadates tema pangakontode saldosid,
niisamuti on voimalik vaadata tema sisse- ja vdljaminekuid hindamaks, kas isik vois ise tekitada
oma maksevoimetuse eesmargiga hoiduda maksude tasumisest kdrvale.

Pangakonto info v3ib olla vajalik, et teha kindlaks ka muid maksustamise vaatest olulisi
asjaolusid, nditeks on MTA kasutanud pangakonto infot, et koguda tdendeid
maksukohustuslase maksuresidentsuse ja alalise elukoha kohta (alalise elukoha miiligi
tulumaksuvabastuse kontekstis) jne.

Kdikmdeldavad alternatiivsed teabeartiklid, niiteks arved, lepingud, iitlused, vastuvotu-
tileandmise aktid ning muud raamatupidamisalased dokumendid jne, ei vdimalda MTA-] sama
tohusalt maksumenetlust 1dbi viia. Nimelt, lepingute, arvete jms dokumentide pinnalt ei saa
tosikindlalt jireldada seda, et nendes kajastuvad majandustehingud on reaalselt toimunud voi
et nendes kajastuvad majandussuhted reaalselt eksisteerivad. Sisuliselt tugineb alternatiivsete
teabeartiklite usaldusvairsus samuti suuremas osas ristvordlusele pangakonto infoga, millest
ndhtuvad reaalselt toimunud majanduslikud toimingud.

Pangakonto info puhul ei saa iile rohutada ka selle vidrtust maksukohustuslaste
oiguskuulekusele motiveerimisel. Kui maksukohustuslastel on teada, et MTA-l on vdimalik
vorrelda terviklikku pangakonto infot tema enda viidete ja deklaratsioonidega, siis vihendab
see tema valmisolekut maksudest korvalehoidumiseks ning maksupettusteks, sest
vahelejddmise risk on mirkimisvédrne. Teoorias voiks MTA suurendada diguskuulekust ka nii,
et tehakse massiliselt rohkem maksukontrolle, kuid sellega kaasneks suurem todkoormus
riigile, samuti suurem halduskoormus seaduskuulekatele maksumaksjatele.
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Isegi, kui jaatada pangakonto info kui sellise todtlemise vajalikkust, siis voib
maksukohustuslaste jaoks siiski sddstvam olla see, kui pangakonto info té6tlemise ulatus oleks
seaduse tasandil kuidagi ajaliselt voi teabeliikide kaupa piiratud — néiteks voiks seadus
fikseerida, milliste perioodide osas voib MTA kiisida konto véljavotet, voi voiks seadus ette
ndha maksukohustuslastele voimaluse eemaldada pangakonto véljavotetelt privaatse
iseloomuga andmed, mis ei puutu maksumenetlusse. Selline lahendus kahtlemata vihendaks
ritvet informatsioonilisele enesemédramisdigusele, kuid see iihtlasi ka vdhendaks niivord
markimisvairselt MTA tohusust maksumenetluse ldbiviimisel, et ohtu voib sattuda MTA
voimekus iiletildse 1dbi viia maksumenetlust kui sellist.

Esiteks, pangakonto info kui teabeliigi usaldusvairsus pohineb tdielikult selle terviklikkusel, st
see annab objektiivset ning maksukohustuslasest soltumatut infot maksukohustuslase
majandusliku olukorra kohta. Kui maksukohustuslasel voi kolmandal isikul oleks vdimalik seda
infot enne MTA-le edastamist kuidagi moonutada eraelu kaitse vms pohjuse ettekdandel, siis ei
oleks MTA-1 kuidagi vdimalik kontrollida seda, kas eemaldati iiksnes korvaline info, voi
midagi olulist maksumenetluse lahendamiseks. Sellisel redakteeritud pangakonto infol ei oleks
seega erilist iseseisvat toendamisvédrtust, kuivord selle usaldusvdirsus tugineks tdielikult
maksukohustuslase enda sonale. Et pangakonto info kiisimisega vdib MTA saada teada ka
privaatset infot, millel ei ole puutumust maksumenetlusega — selleks otstarbeks eksisteeribki
MKS §-s 26 sétestatud maksusaladuse instituut.

Teiseks, maksumenetluste erinevaid faktilisi ning juriidilisi konfiguratsioone ei ole voimalik
seaduse tasandil ammendavalt ette néha viisil, mis voimaldaks seadusega fikseerida ndutava
pangakonto info spetsiifilised teabeliigid ning ajalised piirid.

Pangakonto info on koigest liks tdend teiste seas ning kuna tiihelgi tdendil ei saa olla
ettemadratud joudu, siis ei saa seaduse tasandil ka ette kirjutada, millist konkreetset teabeartiklit
vOib tdendina késitleda ja millist mitte. Vastavalt uurimispdhimottele peab MTA ise hindama,
millist pangakonto infot maksumenetluse lahendamiseks vaja on.

Mis puudutab ndutava pangakonto ajalisi piire (nt védljavotte perioode), siis MTA kogemus
nditab, et tihtipeale on maksuasja lahendamiseks vaja ka sellist pangakonto infot, mis jaab
esialgselt maidratletud kontrollitava maksustamisperioodi ajalistest piiridest viljapoole —
nditeks on juhtusid, kus ettevite teeb juhatuse litkmele kontrolliperioodi jooksul laenu
tagasimakseid. Selleks, et kontrollida selle laenu kui majandusliku suhte faktilist olemasolu
ning juhatuse liikkme laenuvoimekust, on vaja saada selle ettevitte pangakonto viljavotet ka
esialgselt kontrollitava maksustamisperioodi vélise perioodi kohta. See on vaid iiks niide
méadratlematu hulga seast, mida ei ole voimalik seadusandlikul tasandil ammendavalt kajastada.

Sellest kdigest jareldub, et tervikliku (st moonutamata) pangakonto infota ei olegi MTA-I
sisuliselt voimalik iseseisvalt kontrollida maksukohustuslase véidete ning deklaratsioonide
faktilist paikapidavust. Niisamuti eeldab maksumenetluste faktoloogiate ettendgematus
pangakonto info kui tdendi jatkuvat abstraheeritust seaduse tasandil.

Pangakonto info tootlemine on ka mo6odukas, st sellega kaasnev tulu kaalub iile sellega
kaasneva pohidiguste- ja vabaduste riive.

Pangakonto infota pole maksualane jarelevalve tdnapdevases majandussiisteemis voimalik.
Seda kinnitab empiiriline tasand, kus pea koik riigid voimaldavad maksuhalduritel t66delda
pangakonto infot kui tdendi liiki. Niisamuti, nii Euroopa Liit kui ka Majandusliku Koost6 ja
Arengu Organisatsioon (edaspidi OECD), G20 jmt rahvusvahelised organisatsioonid rdhutavad
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mitte ainult maksuhaldurite vajadust péddseda ligi pangakonto infole, vaid seda infot
rahvusvahelisel tasandil ka vahetada.

Vottes arvesse, et maksude korrapdrane lackumine on toimiva riigi eeltingimus, siis on
ilmselge, et pangakonto info tootlemisest tingitud tulu kaalub iile maksukohustuslase kohustuse
taluda selle info t66tlemist riigi poolt.

Pangakonto info tootlemine per se on seega kantud legitiimsest eesmiirgist ning on selle
saavutamiseks sobiv, vajalik ja m6odukas.

3.2.1.2 MTA oigus nouda maksumenetluse otstarbeks pangakonto infot maksukohustuslaselt
endalt

Kuna eelnevas alapeatiikis on juba hinnatud ning kinnitatud pangakonto info to6tlemise kui
informatsioonilise enesemédramisdiguse riive proportsionaalsust (PS §-d 19, 26 ja 31), siis
edaspidine kiisimus taandub selle, et mis on kdige proportsionaalsem viis selle info hankimiseks
— teisisonu, kellelt ning kuidas voib MTA seda infot kiisida.

Kui MTA kiisib pangakonto infot maksukohustuslaselt endalt, siis riivatakse sellega (lisaks
eelmainitud informatsioonilisele enesemadramisdigusele) ka tema oigust
eneseteostusvabadusele (PS § 19) ja/voi digust ettevotlusvabadusele (PS § 31) just nimelt
halduskoormuse vaatest. Riive seisneb selles, et pangakonto info kiisimisega pannakse
maksukohustuslasele peale mitterahaline kohustus esitada teavet oma majandusliku olukorra
ning aktiivsuse kohta. Vajaliku teabe komplekteerimine ja edastamine on aga
maksukohustuslasele tdiendav halduskoormus, mis raskendab tema eneseteostusvabaduse ning
ettevotlusvabaduse kasutamist.

Pangakonto info kiisimise eesmirgiks on saada MTA valdusesse infot (tdendeid), mis
voimaldaksid MTA-I kindlaks teha maksumenetluses tdhendust omavad asjaolud. Tdendite
kogumine selleks, et kontrollida maksumenetluse kontekstis maksukohustuslase véiteid, on
eesméirgina kahtlemata legitiimne.

Meede on sobiv, sest maksukohustuslane omab ja valdab voi vdhemasti kontrollib oma
pangakonto infot. TeisisOnu, tal on olemas sellele tdielik ligipdds ja on seega igati suuteline
komplekteerima ning edastama aegsasti ndutud pangakonto infot MTA-le, olgu see saldo,
viljavote voi muu teabeartikkel.

Meede on ka vajalik, sest puuduvad muud samatShusad alternatiivid, mis riivaksid
maksukohustuslase pohidigusi- ja vabadusi vihem.

Teoorias on voimalik arutleda selliselt, et kuivord MTA Gigust tdddelda pangakonto infot on
juba pohimotteliselt jaatatud, siis vOiks eelistada sellist pangakonto info hankimise viisi, mis
koormaks maksukohustuslast kdige vihem. Uks viis seda saavutada on jitta
maksukohustuslane iildse vahele ja poorduda otse krediidiasutuse poole pangainfo saamiseks.
Maksumenetluse ldbiviimise vaatenurgast oleks selline lahendus kahtlemata tGhusam, kuid
ilmselgelt riivaks see nii maksukohustuslase kui ka krediidiasutuse pdohidigusi- ja vabadusi
rohkem.

Esmane poordumine annab maksukohustuslasele ennekdike vdimaluse realiseerida oma
kaasaaitamiskohustust (MKS § 56) ning votta MTA-It vajadus podrduda sama info saamiseks
kolmandate isikute poole. Teisisonu, see voimaldab maksukohustuslasel kaitsta paremini oma
informatsioonilist eneseméédramisdigust, ehk hoida saladuses asjaolu, et temalt on ndutud

25



maksumenetluse otstarbeks teavet, ning iihtlasi ennetada stindmuste kulg, kus kolmas isik (nt
krediidiasutus) saab implitsiitselt teada, et ta ei ole teinud MTA-ga koostodd.

Esmane poOordumine védhendab otseselt ka kolmandate isikute (sh krediidiasutuste)
halduskoormust, sest kui MTA saab vajaliku teabe (nt pangakonto info) vahetult
maksukohustuslaselt endalt, siis ei ole MTA-I enam iildreeglina vaja seda sama teavet
dubleerivalt kolmandatelt isikutelt kiisida. Uksikud erandid sellest puudutavad juhtusid, kus
MTA-I on alust kahelda maksukohustuslase esitatud andmete usaldusvéérsuses ning kus nende
usaldusvéairsuse kinnitamiseks on vaja teostada ristvordlus kolmanda isiku valduses olevate
andmetega — néiteks, kui maksukohustuslane esitab pangakonto véljavotte failina, kus puudub
igasugune indikatsioon, et see tuleneb pangalt (nt see ei vasta viljavdtte tiiiipilisele formaadile,
vOi see pole pangatodtaja poolt allkirjastatud vms), siis voib olla vajalik teostada ristvordlus
vahetult krediidiasutuse enda andmetega.

Maksukohustuslast sidéstab moistagi ka asjaolu, et MTA vdib pangakonto infot kiisida ainult
mone kdimasoleva maksumenetluse voi muu riikliku jdrelevalve otstarbeks. Menetlusvilist
teabendudmist MKS ei vdimalda ning mis iganes pangakonto info kiisimine néiteks
riskianaliilisiks, profileerimiseks voi pelgalt mone ametniku uudishimu rahuldamiseks, on
rangelt ebaseaduslik ning ka karistatav nii distsiplinaar- kui ka siiliteomenetluse raames.

On siiski teatud juhtumeid, kus esmane pdérdumine maksukohustuslase enda poole siiski ei
pruugi olla pdhjendatud voi isegi vdimalik, mistottu voib MTA podrduda kohe kolmandate
isikute poole. Need puudutavad olukordasid, kus maksukohustuslane ei ole niiteks mingil
pohjusel kittesaadav (puuduvad andmed elu- voi asukoha kohta) voi kus maksukohustuslase
p6drdumine ei ole muul pdhjusel otstarbekas, néiteks ta on asunud pahatahtlikult rikkuma oma
kaasaaitamiskohustust ja seeldbi takistama menetluse ldbiviimist. Sellisel juhul ei ole
pahatahtlikult meelestatud maksukohustuslase poole podrdumine abinduna enam sobiv, sest see
ei soodusta enam kuidagi maksumenetluse 1dbiviimist ja voib sellele isegi vastu tootada.

Kokkuvdtlikult, esmane p66rdumine maksukohustuslase enda poole pangainfo saamiseks on
koikidest moeldavatest alternatiividest sddstvaim nii maksukohustuslaste endi kui ka
kolmandate isikute pdhidiguste- ja vabaduste kaitse perspektiivist. Erandjuhtumid ei mdjuta
siinkohal vajalikkuse kriteeriumi tiitmist.

Meede on iihtlasi ka moodukas, st sellest saadav tulu kaalub iille maksukohustuslastele
kaasneva pohidiguste- ja vabaduste riive.

Nagu eelnevalt selgitatud, siis tinapdevases vabaturumajanduslikus finantssiisteemis ei olegi
voimalik teostada efektiivset jdrelevalvet maksukohustuste tditmise iile ilma ligipddsuta
pangakonto infole. Vottes arvesse maksude jirjekindla ning nduetekohase laeckumise olulisust
riigi toimimisele, siis on ilmselge, et pangakonto info kiisimisega kaasnevad tulud kaaluvad iile
riive, mis kaasneb maksukohustuslasele vajaliku pangakonto info komplekteerimise ning
edastamisega. Maksulaekumised moodustavad ca 85% riigieelarvest ilma milleta ei ole
voimalik tagada riigi toimepidavust.’’

Pangakonto info ndoudmine maksukohustuslaselt endalt on seega kantud legitiimsest
eesmiirgist ning on selle saavutamiseks sobiv, vajalik ja m6odukas.

57 2025. aasta riigieelarve seadus: tulud kokku 17 733 188 000 eurot, maksud ja
sotsiaalkindlustusmaksed 15 001 167 000 eurot. Vt: 2025. aasta riigieelarve seadus—Riigi Teataja
(sisenetud: 06.11.2025)
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3.2.1.3 MTA oigus nouda krediidiasutustelt pangasaladust

Kehtiva MKS § 61 Idike 1 kohaselt on MTA-I digus ndouda kolmandatelt isikutelt (sh
krediidiasutustelt) teavet maksumenetluses tdhendust omavate asjaolude kindlaks tegemiseks.
MTA vdib kolmanda isiku poole tildreeglina po6rduda juhul, kui MTA-I pole dnnestunud saada
vajalikku teavet maksukohustuslaselt endalt voi kui maksukohustuslase enda poole po6rdumine
pole muul pdhjusel otstarbekas (MKS § 51! 1dige 7, § 61 13ige 2).

Eelnduga tipsustatakse MKS § 61 1diget 1 selliselt, et edaspidi ndhtuks sdonaselgelt MTA digus
nouda krediidiasutustelt ka pangasaladust sisaldavat teavet selleks, et kindlaks teha
maksumenetluses tdhendust omavad asjaolud.

MTA  oigus nduda pangasaladuse avaldamist riivab  krediidiasutuse  digust
eneseteostusvabadusele (PS § 19) ning digust ettevotlusvabadusele (PS § 31). Riive seisneb
selles, et abinduga pannakse krediidiasutustele mitterahaline kohustus aidata riigil teostada
maksudiguslikku jérelevalvet oma klientide maksukohustuste iile — konkreetselt, kohustus
edastada vastava teabekorralduse saamisel kliendi kohta kdivat pangasaladust MTA-le.

Abindu ei too kaasa uut riivet maksukohustuslase informatsioonilisele eneseméaramisdigusele,
sest maksukohustuslasel on niikuinii seadusest tulenev iildine kohustus ning tihtlasi ka vdimalus
ise anda MTA-le maksumenetluse otstarbeks mis iganes vajalikku teavet, sh pangakonto infot.
Niisamuti ei riiva abindu ka kuidagi krediidiasutuse enda informatsioonilist
enesemédramisdigust, sest kuigi pankadel on kiill kohustus kaitsta oma klientide andmeid
pangasaladuse egiidi all, ei ole pangad siiski nende andmete omanikud. Kui aga
krediidiasutused ei ole ndutava info omanikud, siis ei saa neil olla ka informatsioonilist
enesemddramisdigust otsustamaks, kuidas neid andmeid voib to6delda.

Riive olemus seisneb seega vaid halduskoormuses, mis krediidiasutustele kaasneb
teabekorralduste tditmisega, ehk vajaliku teabe komplekteerimise ja edastamisega.

Riive eesmirgiks on vdimaldada MTA-l saada oma valdusesse kaalukaid tdendeid
(pangasaladust), mis on vajalikud maksumenetluses tdhendust omavate asjaolude kindlaks
tegemiseks.

Meede on eesmirgi saavutamiseks sobiv, sest krediidiasutused ongi 10ppastmes mis tahes
pangakonto ja muud pangainfot puudutava teabe algallikaks, kes seda valdavad ning kes on
suutelised seda komplekteerima ja edastama MTA-le — tihtipeale isegi operatiivsemalt kui seda
suudab teha maksukohustuslane ise. Krediidiasutused kujutavad seega endast teabeallikana
tosiseltvoetavat alternatiivi maksukohustuslasele, kellelt teavet pole vdimalik voi muul
pohjusel otstarbekas kitte saada.

Meede on ka vajalik, st eesmérgi saavutamiseks puuduvad muud sddstvamad abindud, mis
oleksid sama tohusad.

Sadstlikum oleks regulatsioon, mis vOimaldaks MTA-l vajaliku teabe saada
maksukohustuslaselt endalt vajaduseta poorduda kolmanda isiku poole, kuid selline ldhenemine
on MKS § 60 16ike 1 ning § 61 1dike 2 kujul juba olemas.

Teoorias voiks MTA nduda teavet maksukohustuslaselt tugevamate meetmetega, sh
sanktsioonisurvel, kuid selline meede maksumenetluse kiiruse ja efektiivsuse perspektiivist
vaadatuna ei ole alati sama tGhus, sest ei saa vilistada, et pahatahtlik maksukohustuslane voib
vajaliku teabe hdvitada, voi olla seda juba teinud, voi teisiti pikendada kogu protsessi. Niisamuti
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ei lahendaks see seda praktilist probleemi, et alati ei pruugi maksukohustuslane olla MTA jaoks
iildse kittesaadav. Proportsionaalsuse kontrollimisel langeksid koik need alternatiivid juba
vélja sobivuse tasandil, sest sellistes tingimustes ei aita maksukohustuslase poole pddrdumine
kuidagi legitiimset eesmirki saavutada.

Seetottu tekib tahes tahtmata vajadus poorduda teabe saamiseks kolmanda isiku poole, sest
vastasel juhul ei ole maksumenetlust voimalik 14bi viia. Neid asjaolusid silmas pidades vdib
lugeda vajalikkuse (sdéstlikkuse) kriteeriumi tdidetuks.

Meedet voib pidada ka m6odukaks, st meetmega saadud tulud iiletavad nendega kaasnevad
kulud (pohidiguste ja -vabaduste riived). Maksukohustuste nduetekohane tditmine, samuti
nende tditmise tagamine riikliku jérelevalve raames, on riigi toimimise ning jatkusuutlikkuse
perspektiivist kriitilise tdhtsusega, ning kaalub {iles perioodilise vajaduse nduda
maksumenetluse ldbiviimiseks materiaalset abi kolmandatelt isikutelt teabe andmise nédol —
seda eriti krediidiasutuste puhul, kes oma spetsiifilise funktsiooni tdttu vabaturumajanduslikus
finantssiisteemis on harjunud riiki abistama erinevate teabe andmiste, aruandlus- ning
kontrollikohustuste néol.

Krediidiasutuselt pangasaladuse noudmine maksumenetluse otstarbeks on seega kantud
legitiimsest eesmiirgist ning on selle saavutamiseks sobiv, vajalik ja mo6dukas.

3.2.1.4 MTA oigus nouda krediidiasutustelt pangasaladusega holmatud pangakonto infot
tditmisregistri infovahetuskanali kaudu

Eelndu § 1 punktiga 2 sdtestatakse ammendav loetelu pangakonto infost, mida MTA-I on
vOimalik nouda krediidiasutustelt 1abi tditmisregistri infovahetuskanali.

Nagu tavapidrase teabekorralduse puhul, kujutab abindu endast riivet krediidiasutuste
eneseteostusvabadusele (PS § 19) ning ettevotlusvabadusele (PS § 31) halduskoormuse
perspektiivist, kuid selle riive proportsionaalsust on eelnevalt kontrollitud ning siinkohal mingit
kvalitatiivset erisust ei ole. Kiill aga, kuna tditmisregistri infovahetuskanalil on olemas
potentsiaal masin-masin liidestuseks, siis v0ib teoorias tekkida tdiendav riive PS §-des 13—15
satestatud digustele, ennekdike digusele riigi, seaduse ja kohtu kaitsele.

Riive seisneks selles, et kui krediidiasutus otsustaks masin-masin lahenduse kasuks, siis oleks
krediidiasutustel voimalik kontrollida MTA teabekorralduste formaalset ja materiaalset
oiguspdrasust alles tagantjérgi, sest masin-masin lahenduse puhul tdidetakse teabekorraldused
automatiseeritult. Potentsiaalse diguskaitse otsimine pérast haldusakti automaatset tditmist ei
pruugi aga olla enam niivdrd perspektiivikas ega otstarbekas.

Abindu eesmirgiks on tdohustada tdendite kogumist maksumenetluse otstarbeks kasutades
selleks tditmisregistri infovahetuse kanalit. Tohusam riiklik jirelevalve maksukohustuste
tiitmise iile on eesmérgina ilmselgelt legitiimne.

Abindu on sobiv, sest see muudab pangakonto info hankimise kiiremaks, mugavamaks ning
16ppastmes ka odavamaks koikide osapoolte jaoks — MTA-1 on vdimalik automatiseeritud
stisteemidega vidhendada todkoormust, mis kulub teabekorralduste koostamisele ning
edastamisele; krediidiasutustel on vdimalik automatiseeritud siisteemidega vidhendada
halduskoormust, mis vastasel juhul kuluks teabekorralduste késitsi analiilisimisele ning
taitmisele.
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Abindu on ka vajalik, st eesmirgi saavutamiseks puuduvad muud siddstvamad abindud, mis
oleksid sama tohusad.

Abindu sééstvust kinnitab ennekdike asjaolu, et kuigi tditmisregistri infovahetuskanal
vOimaldab automatiseerimist, siis krediidiasutustel ei ole siiski mingit juriidiliselt siduvat
kohustust menetleda tditmisregistri kaudu edastatavaid MTA teabekorraldusi automatiseeritult.
Teisisonu, kui krediidiasutused soovivad MTA teabekorraldusi menetleda kisitsi, siis on neil
see voimalus juba praegu olemas.

Taitmisregistri kaudu edastatav teabekorraldus on seotud kdikide samade piirangutega, millega
on seotud tavapdrane MKS § 61 1dikes 1 sétestatud korraldus — peaasjalikult tuleb arvestada
nouet, et MTA peab esmalt sama teabe saamiseks poorduma maksukohustuslase enda poole.
Vaid erandlikel MKS-s sitestatud juhtudel voib MTA jitta maksukohustuslase vahele ja
poorduda otse krediidiasutuse poole. Eelnduga aga neid erandjuhtumeid kuidagi ei muudeta
ega tdiendata.

Eelndu néeb ette ka ammendava loetelu andmetest, mida tiitmisregistri vahendusel voib nduda
— konto olemasolu, saldo, viljavdte, kontot kasutama volitatud isikud, konto omaniku tegelik
kasusaaja ning hoiulacka olemasolu. Ammendav loetelu tagab tditmisregistriga liidestatud
krediidiasutustele digusselguse kiisimuses, et millised andmed konkreetselt saavad siisteemi
kaudu liikuda. Uhtlasi vdimaldab see krediidiasutustel tiiendavalt hinnata, et kas neil on huvi
toodelda tditmisregistri vahendusel edastatavaid teabekorraldusi késitsi vOi automatiseerida
nende tootlemine.

Niisamuti vihendab tditmisregistri infovahetuskanal ka teabekorralduste tditmisega seonduvat
halduskoormust ning inimlikust eksimusest tingitud vigade tekkimise vOimalust.
Krediidiasutustel, kes ei pea vajalikuks seada kahtluse alla MTA iga teabekorralduse formaalset
ning sisulist diguspérasust, saavad seega automatiseerida enda jaoks kogu protsessi.

Abindu on ka méddukas, st sellest tingitud tulu kaalub iile krediidiasutustele kaasneva
poOhidiguste ja -vabaduste riive.

Kuna krediidiasutustele on automatiseeritud lahenduste kasutamine MTA teabekorralduste
tootlemiseks vabatahtlik, siis on kiisitav, kas abindu iildse riivab krediidiasutuste pohidigusi- ja
vabadusi kaebediguse vaatest. Sellest hoolimata on selge, et maksude korrapédrase lackumise
eksistentsiaalne tihtsus riigi toimimisele kaalub {iile krediidiasutuste potentsiaalse kaebediguse
ritve, mis kaasneb  tditmisregistri  infovahetuskanali  kasutamise  vabatahtliku
automatiseerimisega.

Krediidiasutuselt pangasaladusega hélmatud pangakonto info noudmine taitmisregistri
infovahetuskanali kaudu on seega kantud legitiimsest eesmirgist ning on selle
saavutamiseks sobiv, vajalik ja m6odukas.

3.2.2 Eelnou § 2 punktid 2—4

Kaéesolevas alapeatiikis analiilisitakse kahe abindu proportsionaalsust RABIi vaates:

1) RABI Gigust toddelda pangakonto infot per se;

2) RABI digust nduda krediidi- ja makseasutustelt pangasaladusega holmatud pangakonto infot
tditmisregistri infovahetuskanali kaudu.

Tuleb rohutada, et eelndu ise rangelt reguleerib eeskétt RABi digust nouda pangasaladust
(sealhulgas konto viljavote) krediidi- ja makseasutustelt nii tiditmisregistri infovahetuskanali
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kaudu kui ka selle viliselt, ning piiritleb tapselt ja selgelt milliste iilesannete tditmiseks on
RABII digus koguda ka pangasaladuse hulka kuuluvat konto viljavotet. Samuti piiritletakse
selgelt RABi iilesanded, mille tditmiseks saab RAB kasutada pangakonto véljavotte
kogumiseks Téitmiseregistrit. Lébipaistvuse ning {ldise selguse huvides teostatakse
proportsionaalsuse analiiiis ka pangakonto info per se kasutamise osas ning selle kogumise osas
Taitmisregistri vahendusel, olgugi, et nende abindude podhiseaduslikkust on praktikas
aktsepteeritud juba aastaid.

3.2.2.1. RABi digus téodelda pangakonto infot rahapesu ja terrorismi rahastamise vastaste
tilesannete tditmiseks

Abindu on proportsionaalne, kui pohidiguste ja -vabaduste riive on kantud legitiimsest
eesmiirgist ning on selle saavutamiseks sobiv, vajalik ja méodukas.

Riive iseloom. Oigusega teada, vallata ning muul viisil tdddelda pangakonto infot riivatakse
ennekdike perekonna- ja eraelu puutumatust (PS § 26) ja isikute informatsioonilise
enesemidramise oigust (PS § 19. Pangakonto info (sh kontovéljavdte) vaib sisaldada era- ja
ariteavet, mille pinnalt v3ib jéreldada isiku majanduslikke suhteid, tarbimismustreid, kontakte,
kditumis- ja riskiprofiile. Riive seisneb isiku kohustuses taluda, et RAB tootleb tema kohta
kiivat pangakonto infot oma seaduslike lilesannete (RahaPTS § 54 1dige 1 punktides 1 ja 8-10)
tditmiseks.

I Pohidiguse kaitseala riive

RABI poolt oma seaduses sitestatud iilesannete tditmiseks vajalikus ulatuses pangasaladusega
kaetud, sh pangakonto véljavitete, andmete tootlemise Oigusega riivatakes eelkdige
pangakontode omanike perekonna- ja eraelu puutumatust (PS § 26) informatsioonilise
enesemddramise kontekstis. Pangakonto info (sh kontoviljavote) voib sisaldada era- ja
ariteavet, mille pinnalt v3ib jireldada isiku majanduslikke suhteid, tarbimismustreid, kontakte,
kaitumis- ja riskiprofiile.

I1. Riive pohiseaduslik digustatus
Piiriklausel:

PS § 26 esimene 15ige néeb ette, et igaiihel on digus perekonna- ja eraelu puutumatusele. Sitte
piiriklausel on toodud selle teises loikes ja see nédeb ette, et riigiasutused, kohalikud
omavalitsused ja nende ametiisikud ei tohi kellegi perekonna- ega eraellu sekkuda muidu, kui
seaduses sdtestatud juhtudel ja korras tervise, kdlbluse, avaliku korra vai teiste inimeste diguste
ja vabaduste kaitseks, kuriteo tokestamiseks voi kurjategija tabamiseks.

Paragrahvist 26 tuletatakse kehtivas digusdogmaatikas informatsioonilise enesemiédramise
oigus, mis tdhendab igatihe digust ise otsustada, kas ja kui palju tema kohta andmeid kogutakse
ja salvestatakse, seetdttu on eraelu kaitse liheks oluliseks valdkonnaks isikuandmete kaitse.
Riigikohtu halduskolleegium on mérkinud, et eraclu puutumatuse riivena kisitatakse muu
hulgas isikuandmete kogumist, sdilitamist, kasutamist ja avalikustamist (RKHKo 12.07.2012,
3-3-1-3-12,p 19).%8

58 PS § 26 kommentaarid, p 24. — Eesti Vabariigi péhiseadus. Kommenteeritud véljaanne, viies,
parandatud ja taiendatud valjaanne. Justiitsministeerium: 2020.
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Paragrahvi 26 teises lauses on seega sitestatud kvalifitseeritud seadusereservatsioon, mis lubab
eraelu riivata liksnes seadusega vOi seaduse alusel ja PS § 26 teises lauses kindlaks méératud
pohjustel. Uldjuhul peaks kvalifitseeritud seadusereservatsiooni puhul piirangu pdhjuste loetelu
olema ammendav.>® See tihendab, et on vdimalik piirata seadusega isikute PS §-st 26 tulenevat
informatsioonilise eneseméédramise digust, kui seda tehakse tervise, kdlbluse, avaliku korra voi
teiste inimeste diguste ja vabaduste kaitseks, kuriteo tokestamiseks voi kurjategija tabamiseks.

Eesmirk. FATF soovituste ning rahapesu tdkestamise direktiivide kohaselt on riikidel
kohustus luua rahapesu ja terrorismi rahastamise tokestamiseks, avastamiseks ja sellega
tohusaks vditlemiseks rahapesu andmebiiroo. FATF soovitus 29 toob, et rahapesu andmebiiroo
peaks olema riigis keskus rahapesu ja sellega seotud kuritegude ehk eelkuritegude ning
terrorismi rahastamise kahtlusega seotud informatsiooni vastuvotmiseks, selle analiitisimiseks
ja analiiiisi edastamiseks. Rahapesu andmebiiroode peamiseks iilesandeks FATF soovituste
kohaselt on nn operatiivtasandi analiiiis, mis tdhendab kohustust kasutada olemasolevat ja
erinevatest kohtadest paritud informatsioon, et tuvastada spetsiifilised sihtmérgid, et jilitada
teatud kuritegevusele viitavaid tegevusi (ingl k follow the trail), et tuvastada seoseid
sihtmérkide vahel ning tuvastada eelviidatu seoseid kuritegelike vahendite, rahapesu voi sellega
seotud kuritegude ning terrorismi rahastamise vahel. Hetkel kehtiva rahapesu tdokestamise
direktiivi EL 2015/849 artikkel 32 kohaselt loob rahapesu ja terrorismi rahastamise
tokestamiseks, avastamiseks ja sellega tohusaks voitlemiseks rahapesu andmebiiroo. Iga
rahapesu andmebiiroo on oma tegevuses sOltumatu ja autonoomne, mis tihendab seda, et
rahapesu andmebiirool on volitused ja piddevus tdita oma iilesandeid vabalt, sealhulgas digus
teha autonoomselt otsuseid konkreetse teabe analiilisimise, taotlemise ja levitamise kohta.
Rahapesu andmebiiroo kui keskne riigisisene liksus vastutab kahtlasi tehinguid kisitlevate
teadete ning rahapesu, sellega seotud eelkuritegude ja terrorismi rahastamise seisukohast
asjakohase muu teabe vastuvotmise ja analiiiisimise eest. Rahapesu andmebiiroo vastutab oma
analiiiisi tulemuste ja asjakohase lisateabe padevatele asutustele teatavakstegemise eest, kui on
alust kahtlustada rahapesu, sellega seotud eelkuritegusid voi terrorismi rahastamist. Ta peab
olema vOimeline saama kohustatud isikutelt tdiendavat teavet. Eelviidatud nduded ja
kohustused Eesti RABile on sétestatud RahaPTSis, mille kohaselt on RABi kdige olulisem roll
rahapesu ja terrorismi rahastamise tOkestamine ning sellele viitava teabe vastuvotmine,
kogumine, vdljandudmine, registreerimine, to6tlemine, analiiiisimine ja edastamine.

Seega on rahvusvaheliste standarditega loodud, direktiiviga iile voetud ja seejirel sdtestatud
Eesti Oigusesse mehhanism, kus Eesti rahandussiisteemi ja majandusruumi kaitsmiseks
kohaldab erasektor hoolsuskohustust ja teavitab RABi rahapesu ja sellega seotud kuritegude
kahtlusest. Kui tavapéraselt alustatakse kriminaalmenetlusi kuriteoteate alusel, siis
peitkuritegude puhul ei ole tihti kannatanud teada ja nad ei ole vdimelised kuriteoteadet esitama
vOi on tegemist nn kannatanuta kuritegudega. Vdivad esineda ka juhtumid, kus kannatanu on
teises riigis, aga Eesti riiki kasutatakse raha varjamiseks ja integreerimiseks meie
majandusruumi, tuues kaasa inflatsiooni, kahju majandusele jne. Seepérast on loodud
rahvusvaheline siisteem, kus erasektor kohaldab hoolsust ja teatab kahtlasest tegevusest RAB-
1. RAB on vaheetapp erasektori ja uurimisasutuse vahel, et tuvastada need olukorrad, kus vihje
rahapesu kahtlusele vOi terrorismi rahastamisele on tegelik ja alustada tuleks
kriminaalmenetlust.

Oma iilesannete tditmiseks vajab RAB juurdepddsu teabele, mis on tehingute tegemisel
kohustatud isikute valduses, sh pangakonto viljavotted. Pangakonto info todtlemise eesmérgiks
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on rahapesu ja terrorismi rahastamise ennetamine, tuvastamine ja tokestamine. See eeldab
tehingute reaalse kulgemise, mustrite ja seoste usaldusvéérset ja kiiret tuvastamist.

Pangakonto info todtlemise eesmérgiks on rahapesu ja terrorismi rahastamise ennetamine,
tuvastamine ja tokestamine. See eeldab tehingute reaalse kulgemise, mustrite ja seoste
usaldusvédrset ja kiiret tuvastamist. Seega tdidab pangakontode info RABile edastamine
kuritegude tokestamise eesmarki.

Lisaks tdidab RABile pangakonto infole juurdepddsudigus teiste inimeste diguste ja vabaduste
kaitse eesmérki. Nimelt sdtestab PS § 32 iihtlasi omandipohidiguse. Omandipdhidigus on
olemuselt vabadusdigus ning see annab isikutele iseseisvuse ja vabaduse oma elu iseseisvaks
korraldamiseks. PS-ga tuleb omandile tagada puutumatus ja vOrdne kaitse. Puutumatuse
tagamiseks peab riik kehtestama digusnormid, mis voimaldavad omandit kaitsta. Sealjuures on
Riigikohus rohutanud, et PS §-s 32 sidtestatud omandi puutumatuse ja vabalt valdamise,
kasutamise ja kdsutamise pdhimotted kehtivad tliksnes diguspérasel teel omandatud vara suhtes
(RKPJKo 21.12.1994, 111-4/A-10/94). PS § 32 ei kaitse digusrikkumise teel saadut (RKHKm
11.10.1996, 3-3-1-28-96, p 4).%°

Rahapesu ja terrorismi rahastamisega ning sanktsioonide rikkumisega seotud kuritegevus
kahjustab otseselt isikute omandipdhidigust (nt on eelkuritegudeks tihti kelmus ja muud
varavastased siiiiteod). Oigusdogmaatikas on vdetud tugev positsioon, et riik peab kehtestama
oigusnormid, mis voimaldavad omandit kaitsta.

Laiemalt donestab kdnealune kuritegevus ka paljusid teisi PS-s loetletud diguseid ja vabadusi.
Nii riivab see nditeks PS §-s 1 véljendatud riigisuverddnsuse, rahvasuverdénsuse, rahvusriigi,
demokraatia ja vabariikluse pohimdtteid ehk demokraatiat (niiteks 14dbi altkdemaksu ja
finantssanktsioonide), PS §-s 20 sitestatud vabaduspohidigust, mille kohaselt on igatihel digus
vabadusele ja isikupuutumatusele (nditeks lébi inimkaubanduse) ja PS §-s 16 toodud igaiihe
oigust elule (nt 1dbi ebaseadusliku narkootikumide miiiigi). Kuritegeliku péritoluga raha Eesti
majanduses tostab inflatsiooni ja voimaldab kuritegelikel iihendustel saada elujoulisemaks. Ka
see kahjustab laiemalt PS-s toodud pohidiguseid ja -vabadusi.

Seega tohus riiklik rahapesu- ja terrorismi rahastamise tOkestamise siisteem, mille liheks
esmaseks ja olulisimaks liiliks on RABI lilesanne analiilisida kahtlaseid tehinguid ja selle
iilesande tditmiseks vajalikule teabele juurdepéds, sh pangakonto véljavotetele, on eesmirgina
kaalukas ning legitiimne.

Sobivus. Pohidiguste riive on eesmirgi saavutamiseks sobiv vahend siis, kui see aitab kaasa
eesmdrgi saavutamisele. Pangasaladusega kaetud teabele juurdepédds, sh pangakonto
véljavotetele, RABile aitab kaasa kuritegude tokestamisele ning samuti aitab see tagada PS-s
toodud inimeste pdhidiguseid ja —vabadusi (PS § 1, § 20, § 16, § 32). FATF-i metodoloogia
10.6. kriteerium® toob vilja, et RAB peab looma finantsteavet (financial intelligence).

59 PS § 32 kommentaarid, p 1. — Eesti Vabariigi pohiseadus. Kommenteeritud véaljaanne, viies,
parandatud ja taiendatud valjaanne. Justiitsministeerium: 2020.

60 FATF-i hindamise metoodika on aluseks riikide vastastikustel hindamistel, ehk nimetatud dokument
on aluseks, kui antakse hinnang riigi vastavusele FATF-i standarditega ehk 40 soovitusega. Kui
nimetatud metodoloogia alusel tuvastatakse mittevastavus, jargnevad riigile sellele jargnevad
koormised ja kohustused, et viia riigi rahapesu ja terrorismi rahastamise tokestamise stisteemid
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Metodoloogia selgitava markuse kohaselt viitab finantsteabe loomine tootele, mis tuleneb
analiiiisist, mille eesmédrgiks on olemasolevale ja kéttesaadavale teabele tdiendava védrtuse
lisamine. Tidiendava véirtuse ehk finantsteabe loomiseks, vajab RAB laialdasi odigusi
analiiiisiks vajaliku teabe kogumiseks. RABIl ei ole vdimalik tdita seda rahvusvahelisest
standardist tulenevat iilesannet ja riigil ei oleks voimalik tagada kannatanute pohidiguseid, kui
RABIl ei ole ligipadsu pangakontodele. See tdhendab, et pangasaladusele juurdepédsu diguseta,
sh pangakonto viljavotteta, ei ole vdimalik tuvastada peitkuritegusid ja seeldbi vdimalike
kannatanute pohidigusi kaitsta. Samuti ei ole voimalik ilma selleta varasid séilitada ehk tagada,
et kannatanu saaks enda vara tagasi — néiteks kelmuste ohvrite puhul.

Pangakonto info, eeskétt konto viljavate, on kodige usaldusvddrsem viis tuvastada tegelikke
rahavooge, kihistamist, varjamisvotteid ja kolmandate isikute kasutamist. See vdimaldab
vorrelda kohustatud isikute teadete ning teiste allikate pdhjal tekkinud kahtlusi menetluses
kogutud faktidega, ning tdita RABile seadusega pandud {ilesandeid. Seetdottu on
pangasaladusega kaetud teabe to6tlemise abindu eesmérgi saavutamiseks sobiv.

Vajalikkus. Seaduses sitestatud pohidiguste riive on vajalik, kuivord eesmirki pole voimalik
saavutada monda teist, pohidigusi vdhem piiravat meedet kasutades. RABil on vdimalik
ilmnenud kahtluse kontrollimiseks pangasaladusega kaetud teavet koguda ja toodelda
kokkuvdtlikult jargmistel alustel: 1) kohustatud isiku poolt esitatud teatega; 2) kohustatud
isikult ettekirjutusega; 3) subjektilt endalt. Kohustatud isik peab oma klienti tundma, andmeid
koguma ja sdilitama ning kahtlastest tehingutest viivitamata RABI teavitama (vt RahaPTS §-d
13, 20, 46, 47, 49), kuid see on vaid iiks osa rahapesu tOkestamise silisteemist ja selle
toimimisest. RAB iilesandeks on kontrollida talle teatavaks saanud rahapesu voi terrorismi
rahastamise kahtlust ning kahtluse kontrollimise digus ei ole sdltuvuses sellest, kas kohustatud
isik on ise eelnevalt kahtlusest RABI teavitanud voi mitte. Praktikas ei ole realistlik, et koik
tehingute osapooled teavitavad RABIi koikidest kahtlustest, misjérel on voimalik RABIl panna
koikidel juhtudel kokku terviklik pilt infost, ilma et RABIil oleks tarvis tdiendavat infot
omapoolselt koguda. Suuremal osal juhtudest see praktikas nii ei toimi, sest kahtlus voib
esineda vaid iihes tehingus, mis aga annab eelnevatele voi jirgnevatele tehingutele hoopis uue
tdhenduse. Niiteks tuvastab audiitor raamatupidamisdokumentide voltsimise tegevuse ja teeb
teate, kuid selle alusel on voimalik niha, et pangakontol tehtud fiktiivne tehing on seotud hoopis
kuritegevusega. Krediidiasutus ei nde voltsitud dokumenti ja ei oska rahapesu voi kuritegu
kahtlustada. RABi praktikas on nditeks olnud olukord, milles notar teatas tehingust, kus
ettevotte vara arvelt sooviti soetada kinnisvara ettevitte omaniku naise nimele. See vara oli
kdinud 1dabi mitme Eesti krediidiasutuse konto, kus kahtlust ei oldud tuvastatud, sest see oli
ettevotte tavapérase finantskditumise piirides. RAB analiiiisi kédigus ilmnes, et see vara, mida
iiritati varjata ja poorata elukaaslase kasuks, oli périt sanktsiooni rikkumisest. Kuivord
krediidiasutused eelkirjeldatud juhul kahtlast tegevust ei tuvastanud ja teadet RABile ei
esitanud, oleks sanktsioonide rikkumine jddnud tuvastamata kui RABi poolt tdiendavat teavet,
sh pangasaladusega kaetud info, ei oleks kogutud ja analiilisitud. Eeltoodut arvestavalt ei piisa
eesmargi tditmiseks liksnes sellest, kui kohustatud isikud esitaksid pangasaladusega kaetud info
iiksnes juhul, kui neil endal tekib kahtlus. RABIl lasub seaduse kohaselt kohustus kontrollida

vastavusse rahvusvaheliste standarditega. Riigid kes FATF-i standarditele ei vasta vdivad sattuda
avalikku "halli” v6i "musta” nimekirja. IMF ja akadeemilised uuringud on naidanud, et halli nimekirja
sattumine vahendab kapitali sissevoolu ~7-8% SKP-st liihikeses perspektiivis.
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ja analiilisida talle teatavaks saanud rahapesu vdi terrorismi rahastamisega seonduvat kahtlust
soltumata sellest, millisest allikast vastav teave périneb.

Samuti puudub RABIl iildjuhul vdimalus kiisida pangasaladusega kaetud infot isikult
endalt. RABI poolt ldbiviidav rahapesu kahtluse kontroll toimub {ildjuhul isiku (kontrollitava
andmesubjekti) enda teadmata (RahaPTS § 51 lg 1 ja Riigikohtu miérus 3-23-671) ehk teda
menetlusse kaasamata, v.a teatud hetkest kisutuspiirangu seadmisega seotud menetlused. Seega
teoreetiline alus kiisida kahtluse algfaasis esmalt isikult endalt asjakohast teavet,
on sisuliselt olematu. Isikut ei kaasata menetlusse, kuivord see voib takistada rahapesu
tokestamist ja ohustada tde viljaselgitamist kriminaalmenetluses.®! Niiteks vdib andmesubjekt
asuda hivitama tdendeid vdi looma fiktiivseid dokumente vms. Uhtlasi vdib see kahjustada
rahvusvahelist koostood, kuivord isikule vdivad saada teatavaks teises riigis kdimasolevad
menetlused. Arvestades eeltoodult puudub voimalus eesmérgi saavutamiseks kasutada vihem
piiravaid meetmeid. Ka vihem riivavad allikad (selgitused, lepingud, arved jms) ei ole sama
usaldusvairsed ega vdimalda sama tohusat kontrolli, kui pangakontode analiilis. Praktikas
tugineb nende allikate usaldusviirsus ristvordlusele pangakontodelt ndhtuva infoga. Seetdttu
on pangasaladusega kaetud info t66tlemine, sh kontovéljavotete, RABI iilesannete tditmiseks
véltimatult vajalik.

Mo6dukus. Abindu moddukuse iile otsustamiseks tuleb kaaluda pdhidiguste sekkumise ulatust
ja intensiivsust vastanduvalt eesmaérgi tdhtsusega. Pangakonto andmetele juurdepiisu 1dbi voib
teatavaks saada isikute eraeluline teave. Samas ei ole voimalik seda eraelulist teavet ka kuidagi
eelnevalt selekteerida, kuivord rahapesu kihistamise faasile ongi omane néiiliselt legaalsete
tehingute kaudu kurjategijate distantseerumine vara algallikast konstrueerides keerulisi ja
arvukaid tehinguid, mis tihtilugu hdlmavad ka rahalisi iilekandeid nii lihedastele, lastele jne®.
Oluline on vélja tuua, et RABIl ei ole digust ega voimalust teha paringuid pangakontoandmete
viljastamiseks kestahes isiku suhtes, vaid liksnes juhtudel, kui on ilmnenud pdhjendatud
kahtlus, algatatud haldusmenetlus ning selle ldbiviimiseks on avatud infosiisteemis vastav
toimik. RahaPTS § 55 10ike 2 kohaselt on RABIl kohustus isikute kohta teabe saamiseks tehtud
ettekirjutuse tegemist pohistavad faktilised asjaolud kajastada eraldi dokumendis. Péritava
teabe ulatus ja pohjendatus soltub konkreetse kaasuse asjaoludest, mis ndhtuvad samuti
kirjapandud faktilistest asjaoludest ja pohjendustest. Seega puudutab riive kitsalt iiksnes
isikuid, kelle osas RABil on tekkinud pdhjendatud kahtlus rahapesu voi terrorismi
rahastamisega seonduvalt ning kelle osas on avatud infosiisteemis vastavasisuline toimik ning
kelle osas tekib vajadus koguda tdiendavat teavet, mis néhtub pangakonto véljavottelt. Juhtudel,
kus vastavasisuline pangakonto viljavotte on esitatud RABile koos kohustatud isiku poolse
teatega ei ole selles osas ka tdiendavat infot enam tarvis koguda. Rahapesu ei ole kunagi né iihe
panga pohine, mis tdhendab, et kui ka iiks kohustatud isik teeb RABile teate ja vastava
pangakonto info edastab, siis selleks, et aru saada, mis selle varaga jargneval pangakontol (voi
ka sellest veel jargnevatel kontotel) edasi toimus, on RABIl jatkuvalt vaja ettekirjutuse alusel
tdiendavat teavet kiisida. RABi vaade ja ka infohulk, millele tugineda oma iilesannete tditmisel,
on kordades laiem kui info, mida iiks kohustatud isik RABile koos teatega esitab (FATF-i 29
soovituse ja tdolgendava mirkuse kohaselt kasutab RAB operatiivanaliiiisis olemasolevat ja
kéttesaadavat teavet konkreetsete sihtmérkide tuvastamiseks, konkreetsete tegevuste voi

61 AMLD |V direktiivi pdhjenduspunkt 46 toob samuti: Andmesubjekti juurdepaas kahtlase tehinguga

seotud teabele parsiks aga tdsiselt rahapesu ja terrorismi rahastamise vastase voitluse tulemuslikkust,

kattesaadav: Direktiiv - 2015/849 - EN - EUR-Lex

62 \/t tapsemalt FI juhendi lisa 1 — Rahapesu faasid ja Eesti spetsiifilised rahapesu riskid ning

riskiindikaatorid: Finantsinspektsiooni rahapesu ja terrorismi rahastamise tékestamise juhend 0.pdf
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tehingute jélgimiseks ning nende sihtmérkide ja voimaliku kuritegeliku tulu, rahapesu,
eelkuritegude voi terrorismi rahastamise vaheliste seoste kindlakstegemiseks). RABi poolt
pangakontode info to6tlemine on eesmirgipirane (ainult AML/CFT eesmérgil), minimaalne
(vajalik pdhjendatud osakaal ja ajapiirid), audititav (logid, ligipd4supiirangud, andmesdilitus),
ning allub nii sisekontrollile kui ka vélisele jdrelevalvele. Mehhanismil on tugevad
kaitseelemendid, milleks on andmete turvalisus, andmetele juurdepédidsu saavad isikud on
libinud taustakontrollid jne. Direktiivi 2015/849 preambuli pdhjenduspunktis 42% kohaselt
peavad voitlust rahapesu ja terrorismi rahastamise vastu oluliseks avalikuks huviks koik
liikmesriigid. Seega arvestades avaliku huvi kaalukust ja pohidigustesse sekkumise
minimaalset ulatust on abinduga kaasnev riive mdddukas ning vorreldes saavutatud eesmérgiga
selgelt pohjendatud.

Seos iilesannetega. RABi § 54 Ig 1 p-des 1 ja 8—10 kirjeldatud iilesannete tditmine eeldab sageli
kontotehingute reaalse kulgemise kontrolli (nt kahtlaste tehingute verifitseerimine, analiiiis ja
edastamine, koost6d vilis-FIU-dega, tdiendava teabe kiisimine kohustatud isikutelt ja
rahvusvahelise sanktsiooni seadusest tulenevate iilesannete tditmine). Ilma kontoviljavdteteta
ei ole see sisuliselt vdimalik. Eelnduga maéidratakse kindlaks RahaPTS § 54 Ig 1 tdpsed
iilesanded, mille piires on pangakonto véljavotte kogumine ja analiilisimine primaarne ja
proportsionaalne;

e punkt 1 (rahapesu ja terrorismi rahastamise tOkestamine ning sellele viitava teabe
vastuvotmine, kogumine, véljandudmine, registreerimine, td6tlemine, analiilisimine ja
edastamine): Teate verifitseerimine nduab tehingute reaalse kulgemise kontrolli;

e punkt 8 (rahvusvaheline koost6d ja infovahetus): piiriiilesed skeemid eeldavad
standardset ja kontrollitavat tehinguinfot;

e punkt 9 (rahvusvahelise sanktsiooni seadusest tulenevad iilesanded): sanktsioonide
kehtestamise, kohaldamise ja rikkumise ennetamise/kontrolli raames on
kontovéljavotted vajalikud varade kiilmutamise tditmise kontrolliks, vdljavote on sageli
ainus viis vaidete kontrolliks;

e punkt 10 (vddrtegude menetlemine): véidrteomenetluse esemeks on RahaPTS-s
sitestatud rikkumised (nt teate esitamise kohustuse rikkumine, ,tipping-off*,
hoolsusmeetmete/teabe sdilitamise nouete rikkumine, RABi ettekirjutuse eiramine).
Kontoviljavotted voivad olla vajalikud siiliteokoosseisu (teo, tagajérje, ajalis-ruumilise
seose) toendamiseks, eeskitt juhtudel, kus (i) kohustatud isik on teinud tehingu, mis
pidanuks olema peatatud v4i millest tulnuks teatada, (i) RABI ettekirjutust (nt tehingu
peatamine) eirati ja tehing tehti ikkagi, (iii) rikkumise ulatus (maht, sagedus, muster) on
tuvastatav iiksnes tehingurea tasandilt. Viljavotet kasutatakse tiksnes niivord, kuivord
see on vadrteokoosseisu tuvastamiseks hddavajalik, ning piiratakse konto, ajavahemiku
ja véljade ulatust.

Jireldus. Rahapesu ja terrorismi rahastamise tdkestamise alane voditlus on kokkuvotvalt
mehhanism, mis on tugevdatud kaitseelementide kaudu loodud, et kaitsta kdigi PS-st tulenevaid
Oiguseid ja vabadusi. Praktikas puuduvad alternatiivsed kanalid, et neid kuritegusid tuvastada ja
hilisemalt menetleda. RABi iilesandeks on finantsteavet koguda ja saadud teavet rikastada
siseriikliku ja rahvusvahelise koostd6 abil ehk RAB on kahtluse sisuline jdlitaja ja analiiiisija,
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ning kuriteo tunnuste avastamisel on RABil kohust edastada vastavasisuline teave viivitamata
padevale asutusele (RahaPTS § 54 16ige 3). Sellist rahvusvahelistest standarditest l&htuvat rolli
ei ole pandud iihelegi teisele asutusele Eestis, kui vaid iiksnes RABile. Jarelduvalt kuritegude
tokestamiseks ja kdigi pohiseaduslike diguste kaitseks saab lugeda proportsionaalseks riivet,
mis puudutab eraelulisele teabele juurdepddsudigusi RABile seaduses sétestatud iilesannete
taitmiseks vajalikus ulatuses. Seega on pangakonto info (sh kontovéljavdtte) todtlemine kantud
legitiimsest eesmirgist ning on selle saavutamiseks sobiv, vajalik ja mdddukas.

3.2.2.4. RABi 6igus nouda krediidi- ja makseasutustelt pangasaladusega holmatud
pangakonto infot tditmisregistri infovahetuskanali kaudu

Eelndu § 2 ja 6 sitestab ammendava ja suletud loetelu andmetest, mida voib RAB krediidi- ja
makseasutustelt kiisida tditmisregistri kaudu: nende hulgas saldo ja konto viljavote. Eelndu §
2 p 3 sétestab soOnaselgelt RABI iilesanded, mille taitmisel RAB saab pangasaladusega kaetud
andmete kogumiseks kasutada tditmisregistri infovahetussiisteemi. Tegemist on tehnilise kanali
miiratlemisega; materiaalne digus jddb samaks — st andmeid voib kiisida tditmisregistri kaudu
vaid § 54 16ike 1 punktides 1, 8 ja 9 kirjeldatud iilesannete tditmiseks.

Riive iseloom. Nagu tavapirase ettekirjutuse puhul, kujutab abindu endast riivet
krediidiasutuste eneseteostusvabadusele (PS § 19) ning ettevotlusvabadusele (PS §
31) halduskoormuse perspektiivist, kuid selle riive proportsionaalsust on eelnevalt kontrollitud
ning siinkohal mingit kvalitatiivset erisust ei ole. Kiill aga, kuna tiitmisregistri
infovahetuskanalil on olemas potentsiaal masin-masin liidestuseks, siis voib teoorias tekkida
tdiendav riive PS §-des 13—15 sitestatud digustele, ennekdike digusele riigi, seaduse ja kohtu
kaitsele, sest adressaat saab sisulisi vaidlusi tostatada pigem tagantjirgi.

Riive seisneks selles, et kui krediidiasutus otsustaks masin-masin lahenduse kasuks, siis oleks
krediidiasutustel vOimalik kontrollida RABi teabekorralduste formaalset ja materiaalset
Oiguspdrasust alles tagantjirgi, sest masin-masin lahenduse puhul tdidetakse teabekorraldused
automatiseeritult. Potentsiaalse diguskaitse otsimine pérast haldusakti automaatset tditmist ei
pruugi aga olla enam niivord perspektiivikas ega otstarbekas.

Eesmirk. Muuta andmevahetus kiiremaks, turvalisemaks ja terviklikumaks, vdhendades
kasitookoormust ja vigade riski, et RAB saaks oma RahaPTS § 54 1g 1 p 1, 8 ja 9 iilesanded
tdita Oigel ajal ja kvaliteetselt. Eesmirk on tdita ka rahvusvaheliselt voetud kohustusi nii
Varssavi Konventsiooni kui direktiivide iilevotmise kohustuse ndol ning vastata FATF-i
standarditele, et edukalt panustada Rahapesu ja terrorismi rahastamise tokestamisse. Eesmark
on seega legitiimne.

Sobivus. Masin-masin lahendus lithendab menetlusaegu, vihendab dubleerimisi ja tugevdab
auditijélge. Abindu on seega sobiv. Abindu on sobiv, sest see muudab pangakonto info
hankimise kiiremaks, mugavamaks ning 1dppastmes ka odavamaks kdikide osapoolte jaoks —
RAB-il on voéimalik automatiseeritud siisteemidega vdhendada todkoormust, mis kulub
teabekorralduste  koostamisele ning edastamisele; krediidiasutustel on  voimalik
automatiseeritud siisteemidega vidhendada halduskoormust, mis vastasel juhul kuluks
teabekorralduste késitsi analiiiisimisele ning tditmisele. Lisaks tugevdab abindu ka auditijélge
kuna péritavad andmed on logitavad.
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Vajalikkus st eesmérgi saavutamiseks puuduvad muud sddstvamad abindud, mis oleksid sama
tohusad. Manuaalne edastus on aeglasem ja pooltele kulukam. Riskiprofiili juhtumites
(olukord, kus konkreetse péaringu voi isiku/tehingu puhul on eelnevalt tuvastatud kdrgenenud
AML/CFT-risk ning ajategur on kriitiline, st viivitus vOib lubada varadel kaduda, skeemil
,»Kinni joosta“ voi toendid hajutada.) voib ainuiiksi viivitus tekitada podrdumatut kahju. Oluline
on, et liides ei laienda RABi materiaaldigusi, vaid tdpsustab edastuskanalit ning seob need
tdpsemalt RABI iilesannetega, mille raames sellist edastuskanalit on vdimalik kasutada.

Eelndu néeb ette ka ammendava loetelu andmetest, mida tiitmisregistri vahendusel vdib nouda
RahaPTS § 54 1g 1 p 1, 8 ja 9 iilesannete tditmiseks. Ammendav loetelu tagab tditmisregistriga
liidestatud krediidiasutustele digusselguse kiisimuses, et millised andmed konkreetselt saavad
stisteemi kaudu liikuda.

Niisamuti vdhendab tditmisregistri infovahetuskanal ka ettekirjutuste tditmisega seonduvat
halduskoormust ning inimlikust eksimusest tingitud vigade tekkimise voimalust.
Krediidiasutustel, kes ei pea vajalikuks seada kahtluse alla RABi iga teabekorralduse
formaalset ning sisulist diguspérasust, saavad seega automatiseerida enda jaoks kogu protsessi.

Moodukus. Meetme moddukust tagavad: (i) ammendav andmelitkide loetelu mida
tditmisregistri kaudu RAB nduda saab (RahaPTS § 81 1digetes 1!-1° nimetatud andmeid); (ii)
paringute eesmirgipirasus ja minimaalsus (konto, periood, véljad); (iii) logimine ja audit; (iv)
konfidentsiaalsus ja kasutusotstarbe piirang; (v) adressaadi diguskaitse voimalused. Arvestades
avaliku huvi kaalukust ja tehniliste-korralduslike kaitsemeetmete kogumit, on abindu
moddukas.

Seos iilesannetega. Registri kaudu tehtavad kontoviljavotte péringud on lubatud iiksnes
RahaPTS § 54 16ike 1 punktide 1, 8 ja 9 tditmiseks ning ulatuses, mis on nende lilesannete
taitmiseks véltimatult vajalik.

Jiareldus. Pangasaladusega hdlmatud info (sealhulgas konto viljavote) ndudmine
tiditmisregistri infovahetuskanali kaudu RahaPTS § 54 1g 1 p 1, 8 ja 9 tditmiseks on kantud
legitiimsest eesmargist ning on selle saavutamiseks sobiv, vajalik ja moddukas.

Kokkuvdtlikult, kehtivas diguses olev teabe ndudmise meede, mida eelnduga tépsustatakse,
labib pohiseaduslikkust kontrolliva proportsionaalsuse testi kdik tasemed, mistottu voib seda
jatkuvalt pidada pohiseaduspéraseks. Eelnduga ei anta MTA-le ja RAB-le digust kiisida
krediidiasutustelt kehtiva digusega vorreldes rohkem teavet, vaid sitestatakse selged diguslikud
alused andmevahetuseks tditmisregistri kaudu. Automatiseeritud ja ténapdevased teabe
vahendamise viisid vdimaldavad MTA-1 ja RABIil tGhusamalt tdita seaduses sitestatud
iilesandeid ja vihendada krediidiasutuste halduskoormust.

4. Eelnou terminoloogia

Eelnduga ei voeta kasutusele uusi termineid.

5. Eelnou vastavus Euroopa Liidu 6igusele

Eelndu on vastavuses Euroopa Liidu digusega (GDPR § 11g 1 pcjae).

6. Seaduse mojud
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Moju valdkond: mdju majandusele (ettevotluskeskkond, ettevotete tegevus, halduskoormus).
Sihtriihm: krediidiasutused.

Seaduse otseviide pangasaladusele kui lubatavale andmeartiklile ei suurenda krediidiasutuste
halduskoormust, sest nagu eespool 6eldud, ongi seni MKSi § 61 16iget 1 ja RahaPTSi § 81
15iget 1 tdlgendatud selliselt, et see sisaldab ka pangasaladust — seda kinnitab senine praktika,
kus sihtrithm on tditnud nii MTA kui ka RAB teabekorraldusi ning avaldanud nii MTA-le kui
ka RAB-le pangasaladust sisaldavat infot. Elektrooniline infovahetuskanal voetigi kasutusele
Eesti Pangaliidu soovitusel selleks, et vdhendada nende halduskoormust. Muudatus seega
suurendab tliksnes digusselgust, mdjutamata krediidimakseasutuste igapdevast toimimist. Moju
ulatus on viike.

Halduskoormust vdhendav modju on aga tditmisregistri infovahetuskanali kasutamise
taastamisel. Praeguste piirangute tdttu on nii MTA kui ka RAB asunud teabekorraldusi esitama
rohkem téditmisregistri viliselt (nt elektronposti teel), kuid selliste korralduste t66tlemine ning
taitmine eeldab rohkem ké&sitodd ning seega ressurssi koikidelt osalistelt. Téitmisregistri
kasutuse taastamine voimaldab taas teabekorraldusi menetleda turvalise infosiisteemi kaudu.
Moju on krediidiasutustele pigem véike, sest MTA voimalus kasutada tditmisregistrit ei ole
tdiesti vélistatud, kuid sellest hoolimata mdjub see sihtriihma halduskoormusele positiivselt, kui
teabekorraldused edastataks edaspidi tdielikult tditmisregistri kaudu. Mdju on RAB-le suur,
kuna RAB-I ei ole praecgu voimalik tditmisregistri kaudu andmeid koguda, mistottu krediidi- ja
makseasutustelt tuleb andmeid kiisida muul viisil, mis omakorda on kasvatanud mérgatavalt
koigi osaliste haldus- ja tdokoormust. Eelkdige on pérsitud RAB-1 RahaPTSi § 54 16ike 1
punktis 8 sitestatud kohustuse efektiivne tditmine, sest rahvusvaheline teabevahetus eeldab
teabepdringu saabumisel selle kiiret tditmist, mis automatiseeritud siisteemi kaudu on oluliselt
kiirem, kui seda tehtaks késitsi koostatud ettekirjutuse alusel soovitud infot kogudes.

M@dju ei tohiks senisest sagedamini esineda, sest eelndu ei reguleeri teabe kiisimist per se, vaid
tiksnes kanalit, mille kaudu teavet kiisitakse. Praktikas aga ei ole MTA-I ja RAB-I vdoimalust
edastada teabekorraldusi samasuguse ulatuse ning sagedusega véljaspool tditmisregistri
infovahetuskanalit, sest vdljaspool tditmisregistrit teabekorralduste koostamine ja menetlemine
nduab rohkem aega.

Taitmisregistri kasutamise piiramise tottu on seega vihemasti praecguseks teabekorralduste arv
absoluutses mottes vihenenud, kuid seaduse joustumise jdrel v3ib taas oodata teabekorralduste
hulga joudmist tditmisregistri kasutamise piirangute eelsele tasemele. Kui krediidiasutused on
tditmisregistriga liidestatud ja oma toGtlusprotsessid automatiseerinud, siis peaks eelndu
vidhendama nende halduskoormust, sest pracgu on neile voimalik edastada teabekorraldusi
enamjaolt posti voi elektronposti teel, mille kisitsi todtlemine on ressursimahukam.

MTA teabekorraldustega esitatud piringute arv krediidiasutustele tiitmisregistri kaudu
aastatel 2022-2024

Aasta Teabekorraldustega esitatud piringute
arv kokku

2022 9217

2023 13 730

2024 19 156

Kokku 42103
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Allikas: MTA®. Teabekorraldused sisaldavad nii maksumenetluses kui ka kriminaal- ja védirteomenetluses tehtud
teabekorraldusi. Keskmiselt ca 53% péringutest aastas on seotud kriminaal- ja véirteomenetlusega, ca 47% maksumenetlusega.

Tabelis on néha perioodi 2022-2024 teabekorraldustega esitatud péringute kogumahud, samuti
iga-aastane kasv, mis vOib jdtkuda, kui tditmisregistri tdielik kasutusvdoimalus taastada.
Konealusele kasvutendentsile vastandub aga véljaspool tditmisregistrit esitatavate korralduste
arvu mérkimisvddrne vihenemine, nditeks mone krediidiasutuse puhul on selliste korralduste
arv vihenenud ligi 94%. See on tingitud sellest, et MTA tehniline vdimekus ja tema ametnike
vilumus tditmisregistrit kasutada on ajas suurenenud. Selle tulemusel on tditmisregister
muutunud peamiseks kanaliks, mille kaudu MTA teabekorraldusi sihtrithmale esitab, sest see
voimaldab hoida kokku kdikide osaliste aega ja tooressurssi.

Aasta RAB esitatud paringute arv Juriidilistest isikutest | Fiitisilistest isikutest
krediidiasutustele tditmisregistri | subjektid subjektid
kaudu*

2022 11567 321 294

2023 9267 381 201

2024 12 316 551 216

Kokku 33150 1212 * * 694 * *

Allikas: RAB. *Uksikpéringute arv (andmeliigipshine arvestus): péringute arv, mis sisaldab k&ikidele krediidiasutustele
kdikide isikute kohta tehtud eritiitipi (konto saldo, konto viljavdte, konto volitused isikutele, tegelik kasusaaja, laiendatud
kontode olemasolu, hoiulacka olemasolu) paringuid ehk iiks péring tdhendab iihte paringutiiiipi, mis on tehtud iihe isiku kohta
ithele krediidiasutusele. ** 2022-2024 perioodi koguarv ei vordu aastate summaga, sest sama isik vib esineda mitmel aastal
(tema kohta on tehtud paringud eri aastatel).

Tabelis on perioodil 2022-2024 RAB tditmisregistri kaudu edastatud teabekorraldustega
esitatud paringute kogumahud. 2023. aasta ja 2024. aasta vordluses nihtav kasvutendents voib
jatkuda, kui tditmisregistri tdielik kasutusvéimalus taastada. Vottes arvesse paringute hulka,
saab Oelda, et tditmisregister on muutunud peamiseks kanaliks, mille kaudu RAB oma
seadusekohaste iilesannete efektiivseks tditmiseks vajalikku teavet kogub, sest see voimaldab
hoida kokku kdikide osaliste aega ja tooressurssi. Samuti saab jareldada, et varem tditmisregistri
kaudu tehtud péringute asendumine ettekirjutustega on suurendanud ettekirjutuse adressaatide
ajakulu ja t66d.

Pérast 1. juulit 2025. a, mil tditmisregistri kasutamist piirati, on aga tditmisregistri véliselt
edastatud RAB ja MTA teabekorralduste hulk taas kasvamas ning see vdib jitkuda kuni
tditmisregistri tdieliku kasutamise taastamiseni.

Kuni eelndu joustumiseni voib seega teabekorralduste edastamise sagedus kiill viheneda, kuid
seevastu saadetakse tditmisregistri viliselt rohkem teabekorraldusi, mille tditmine toob kaasa
suurema halduskoormuse. Moju sagedusele voib olla véike kuni keskmine.

Sihtriihm on véike vorreldes Eestis tegutsevate ettevitjate hulgaga. Finantsinspektsiooni
andmetel tegutseb Eestis liksnes kaheksa krediidiasutust ning viis vélisriigi krediidiasutuste
filiaali. Tegeliku sihtrithma moodustavad iiksnes need krediidiasutused, mis on liidestatud
tditmisregistriga — praeguse seisuga on neid seitse.

Ebasoodsa mdju esinemise riski ei tuvastatud.

Mboju valdkond: mdju majandusele (ettevotluskeskkond, ettevotete tegevus, halduskoormus).

4 NB! Uks teabekorraldus vdib sisaldada mitut teabepiringut, niisamuti vdidakse aastas iihe isiku kohta teha
mitu teabekorraldust.
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Sihtriihm: ettevotjad ja muud juriidilisest isikust maksukohustuslased, kelle kohta teavet
kiisitakse.

Muudatusel ei ole otsest moju sihtriihmale, sest see ei muuda teabe ndudmiseks korralduse
esitamise regulatsiooni, mille kohaselt peab MTA iildreeglina podrduma esmalt teabe
saamiseks sihtriihma enda poole. Kui see aga pole iihel voi teisel pdhjusel voimalik, voi kui
sihtrithm ise keeldub teavet esitamast, voi esineb muu seadusest tulenev alus, tekib MTA-1
Oigus podrduda sama teabe saamiseks kolmanda isiku, sealhulgas krediidiasutuste poole.
Sellises olukorras on sihtrithmal kiill talumiskohustus, et MTA saab sama info alternatiivsel
viisil, ent see kohustus on praegu juba olemas, ehk eelndu siinkohal sellele kohustusele midagi
juurde ei lisa. MTA-le ei anta Oigust kiisida praegusega vorreldes rohkem teavet
krediidiasutustelt. Sihtrithm vo6ib talumiskohustust ka véltida, kui ta tdidaks usaldusviairselt
oma kaasaaitamiskohustust. Niisamuti ei saa sihtrithma perspektiivist tdhendust omada see, kas
MTA kiisib kolmandalt isikult teabe tiitmisregistri vahendusel voi postiga voi e-kirjaga. Mgju
ulatus on seega viike.

Tdendoliselt ei mojuta muudatus teabekorralduste mahtu ega sellest tingitud halduskoormust,
kuid voib oodata teabekorralduste vdhenemist kuni muudatuse joustumiseni, mil 2025. aasta
juuli eelne olukord taastub. Muudatus mdjutab suuremas osas vaid neid maksukohustuslasi, kes
ei tdida oma kaasaaitamiskohustust maksumenetluses voi kelle esitatud tdendid tuleks
usaldusvédrsest allikast {ile kontrollida.

MTA teabekorralduste juriidilistest isikutest subjektid perioodil 2022—2024

Aasta Juriidiliste isikute arv, kelle kohta
teabekorraldusi tehti

2022 601

2023 789

2024 916

Kokku 2306

Allikas: MTA.

Tabeli jargi puudutasid MTA teabekorraldused perioodil 20222024 keskmiselt ca 769
juriidilist isikut aastas. See moodustab marginaalse osa juriidiliste isikute koguhulgast.

Aasta RAB esitatud péringute arv Juriidilistest isikutest
krediidiasutustele tditmisregistri | subjektid
kaudu

2022 11567 321

2023 9267 381

2024 12 316 551

Kokku |33 150 1212

Allikas: RAB.

RAB tditmisregistri kaudu tehtud paringud puudutasid tabeli jargi 321-551 juriidilist isikut, mis
kokkuvdttes on marginaalne osa juriidiliste isikute koguhulgast.

Tdendoliselt ei mojuta muudatus teabekorralduste mahtu ega sellest tingitud halduskoormust,
kuid voib oodata teabekorralduste vihenemist absoluutarvudes kuni muudatuse joustumisenti,

mil 2025. aasta juuli eelne olukord taastub.

Ebasoodsa mdju esinemise riski ei tuvastatud.
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MGoju valdkond: eraelu puutumatus.
Sihtrithm: fiisilisest isikust maksukohustuslased, kelle kohta teavet kiisitakse.

Vorreldes driiihingute ning muude juriidiliste isikutega on flisilistel isikutel tdiendav
juriidiline kaitse eraelu puutumatusena, kuid faktilise mdju osas ei ole siin mingit erisust, sest
teabe ndudmise loogika on sama — esmalt peab MTA kiisima teavet sihtrithma enda kéest, ning
alles siis, kui see nurjub voi kui see esmane poordumine ei ole otstarbekas, voib MTA poorduda
sama teabe saamiseks kolmanda isiku poole. See kehtib praegugi ning sihtrithma jaoks pole
erilist vahet, kas MTA p66rdub kolmanda isiku poole tiitmisregistri kaudu voi muul viisil.

Sihtriihma suurust mojutab vaid 2025. aasta juuli eelse olukorra taastamine.

MTA teabekorralduste fiiiisilistest isikutest subjektid perioodil 2022-2024

Aasta Fiitisiliste isikute arv, Kkelle kohta
teabekorraldusi tehti

2022 365

2023 461

2024 728

Kokku 1554

Allikas: MTA.

Korralduste kasvutendents aastas viitab tditmisregistri iiha suurenevale rollile MTA suhtluses

krediidiasutustega teabekorralduste valdkonnas.

Aasta RAB esitatud péringute arv Flisilistest isikutest
krediidiasutustele tditmisregistri | subjektid
kaudu*

2022 11567 294

2023 9267 201

2024 12 316 216

Kokku |33 150 694 * *

Allikas: RAB.

Fiitisiliste isikute, kelle kohta on RAB teinud tditmisregistri kaudu péringuid, koguarv on
aastate kaupa olnud samas suurusjirgus ning see on marginaalne vdrreldes pangakontot
omavate fiiiisiliste isikute arvuga. Tabelis kajastatud arvud kinnitavad asjaolu, et flilisiliste
isikute pangasaladust sisaldavaid andmeid kogub RAB iiksnes oma seadusekohaste iilesannete
taitmiseks.

Ebasoodsa moju esinemise riski ei tuvastatud.

Moéju valdkond: moju riigiasutuste tookorraldusele (td6koormus).

Sihtriihm: MTA ja RAB.

Téitmisregistri infokanali kasutamise piirangute tottu ei ole MTA-1 ja RAB-1 praegu voimalik
périda koiki andmeartikleid (nt pangakonto infot) tditmisregistri vahendusel. See ei tdhenda
tingimata, et teabekorraldused jddvad tegemata, sest MTA-l ja RAB-1 on jitkuvalt voimalik

teha neid ka muul viisil. Siiski, tditmisregistrivélised korraldused on MTA ja RAB jaoks
kulukamad ning see mdjutab tehtavate teabekorralduste hulka.
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Taitmisregistri kasutuse tdielik taastamine vdimaldab MTA-1 ja RAB-l taas esitada
krediidiasutustele teabekorraldusi automatiseeritult, mis sddstaks MTA ja RAB aega ja
vihendaks tookoormust. Mdju ulatus oleks moddukas ja positiivne.

Uhtlasi tuleb silmas pidada, et teabekorraldused on selleks, et kindlaks teha maksumenetluses
tdhendust omavad asjaolud, samuti muud asjaolud, mis aitavad RAB-I tidita talle seadusega
pandud iilesandeid. Muudatus mdjutab seega otseselt ka MTA maksumenetluse kulgemise
efektiivsust ja annab seega MTA-le tohusama vahendi, et tagada maksukohustuslaste
maksukuulekus ning maksukohustuste nduetekohane tditmine. RAB jaoks on muudatuse
suurim moju voimalus naasta seni toiminud ja té0korralduslikult vdlja kujunenud olukorra
juurde ning tdita tdhusamalt seadusega pandud iilesandeid.

Teabekorralduste tegemise digus seaduses ettendhtud juhtudel on MTAs 152 inimesel (ligi 11%
MTA ametnikkonnast)®, enamik neist on audiitorid, kes teevad piringuid maksumenetluse
kiigus. Teabekorralduse tegemine tditmisregistri kaudu votab ligi 15 minutit (niit MTA-I kui ka
RAB-1). Sama korralduse tegemine téitmisregistri véliselt (koostamine, allkirjastamine,
registreerimine, viljasaatmine jne) vaib votta 2—-3 tundi (nii MTA-1 kui ka RAB-1) — vahe on
seega mirkimisviirne.

Elektronpostiga saadetud MTA korralduste ja RAB ettekirjutuste puhul varieerub ka
krediidiasutuste reageerimiskiirus: moned voivad vastata samal pieval, teised aga nédal hiljem.
MTA ja RAB kogemus nditab, et tditmisregistri kaudu liigub info kdige kiiremini.
Taitmisregistri kasutamise taastamine vdimaldaks seega mérkimisvéirselt kokku hoida
to6joudu ja aega. Niisamuti oleks tditmisregistri kasutamisel tagatud ka labipaistvus, sest selle
kaudu tehtud piaringud on kontrollitavad logidega. Taitmisregistri kaudu esitatud
teabekorralduse vormi- ja sisunduded on reguleeritud seaduse tasandil.

Ebasoodsa mdju esinemise riski ei tuvastatud.

7. Seaduse rakendamisega seotud riigi ja kohaliku omavalitsuse tegevused, eeldatavad
kulud ja tulud

Seaduse rakendamine ei ndua lisaraha, niisamuti ei ecldata sellest lisatulu.

8. Rakendusaktid

Seaduse rakendamine ei eelda rakendusaktide muutmist ega uute rakendusaktide kehtestamist.
9. Seaduse joustumine

Seadus joustub iildises korras.

10. Eelndu kooskolastamine, huvirithmade kaasamine ja avalik konsultatsioon

Eelndu saadeti kooskolastamiseks ministeeriumidele ning arvamuse avaldamiseks Eesti

Pangaliidule, Eesti Kaubandus-To0stuskojale, Eesti Maksumaksjate Liidule, Andmekaitse
Inspektsioonile ning diguskantslerile.

5 RAB puhul vastav statistika puudub.
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Mirkused, ettepanekud ning arvamused, mis on lackunud eelndu §-s 1 olevatele muudatustele

(MKS-i muutmine), on kajastatud kéesoleva seletuskirja lisas 1 koos Rahandusministeeriumi
vastustega.

Mirkused, ettepanekud ning arvamused, mis on lackunud eelndu §-s 2 olevatele muudatustele
(RahaPTS-1i  muutmine), on kajastatud kéesoleva seletuskirja lisas 2  koos
Rahandusministeeriumi vastustega.
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