13.01.2026

Justiits- ja digiministri méaruse ,,Kiiberintsidendist teavitamisel esitatavad
andmed ja teavitamise kord* eelnou
SELETUSKIRI

1. Sissejuhatus
1.1. Sisukokkuvote

Kiiberturvalisuse 2. direktiiv ehk NIS2-direktiiv vdeti suuremas osas iile kiiberturvalisuse
seaduse ja teiste seaduste muutmise seadusega (kiiberturvalisuse 2. direktiivi {ilevotmine,
eelndu 739 SE (edaspidi 739 SE)).! Selle seletuskirja aluseks oleva eelndu eesmirk on vdtta iile
ainult NIS2-direktiivi artikli 23 16ige 4 osas, mida ei reguleerita kiiberturvalisuse seadusega ega
muude Oigusaktidega. Konkreetsemalt sitestatakse kavandatava méédrusega, mis on
kiiberintsidendist teavitamisel esitatavate teadete sisu (st teave). Nendeks teadeteks on esmane
teade, intsidenditeade, vahearuanne ja 1dppraport.

Kuna nii 739 SE kui ka kavandatava mééruse eelndu kohaselt — viimase puhul viga vihesel
méidral — halduskoormus kasvab (kiiberturvalisuse seadust tdiendatakse uute subjektidega, kes
peavad tditma seaduses, sh ka méiruses ette ndhtavaid ndudeid), nihti halduskoormuse
tasakaalustamine ette Vabariigi Valitsuse 9. detsembri 2022. a mddruse nr 121 ,,Vorgu- ja
infosiisteemide kiiberturvalisuse nduded“ muudatustega.”? Nimetatud miiruse kohaselt
lihtsustati eelkdige mikro- ja viikeettevotjate kiiberturvalisuse tagamise ndudeid, néhes
ettevotjatele ette vaid esmaste turvameetmete tiitmise kohustuse standardi jargimise asemel.
Need muudatused joustusid 1. oktoobril 2025.

1.2. Eelnou ettevalmistaja

Eelndu ja seletuskirja on koostanud Justiits- ja Digiministeeriumi riikliku kiiberturvalisuse
talituse kiiberturvalisuse 0Oigusndunik Raavo Palu (raavo.palu@justdigi.ee). Eelndu on
keeleliselt toimetanud Justiits- ja Digiministeeriumi diguspoliitika osakonna &igusloome
korralduse talituse toimetaja Inge Mehide (inge.mehide@)justdigi.ee).

1.3. Mirkused

Eelndu on seotud kiiberturvalisuse seaduse ja teiste seaduste muutmise seaduse
(kiiberturvalisuse 2. direktiivi iilevotmine) eelnduga 739 SE.

Eelndu kohaselt voetakse iile Euroopa Parlamendi ja ndukogu 14. detsembri 2022. a direktiivi
(EL) 2022/2555, mis késitleb meetmeid, millega tagada kiiberturvalisuse iihtlaselt korge tase
kogu liidus, ja millega muudetakse madrust (EL) nr 910/2014 ja direktiivi (EL) 2018/1972 ning
tunnistatakse kehtetuks direktiiv (EL) 2016/1148 (kiiberturvalisuse 2. direktiiv) (ELT L 333,
27.12.2022, 1k 80—152) (edaspidi ka NIS2-direktiiv), artikkel 23 15ige 4 osas, mida ei reguleerita
kiiberturvalisuse seaduse ega muude digusaktidega.

' Eelndude infosiisteemi toimikud 24-1266 ja 25-0926. Riigikogus olev eelndu:
https://www.riigikogu.ee/tegevus/eelnoud/eelnou/4429a2b9-e6e2-41cf-991d-16955c6c4a69/kuberturvalisuse-
seaduse-ja-teiste-seaduste-muutmise-seadus-kuberturvalisuse-2.-direktiivi-ulevotmine/.

2 https://eelnoud.valitsus.ee/main/mount/docList/7d3ea848-35b2-47d8-8eb8-fa2f735c3da6
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Eelndu on seotud 2025.-2027. aasta koalitsioonileppe riigikaitse ja julgeoleku valdkonna
eesmairgiga ,tagame Eesti digiiihiskonna toimepidevuse nii, et teenused on kiiberturvaliselt
kittesaadavad igas olukorras‘ ning tGhusa asjaajamise valdkonna eesmérgiga ,,votame Euroopa
Liidu diguse iile Eestile sobivaimal moel ja teeme Euroopas ettepanekud sobimatute normide
muutmiseks, sealhulgas ettepanek liikata edasi kestlikkusaruandluse esitamine ja muuta need
vabatahtlikuks®.®> Eelndu viljatddtamise alus on Vabariigi Valitsuse tegevusprogrammi 2023
2027* ELi direktiivide valdkonna all olev iilesanne ,Eelndu direktiivi (EL) 2022/2555
iilevotmiseks (kiiberturvalisuse 2. direktiiv)®.

Kuna 739 SE suurendab halduskoormust (KiiTSi tdiendatakse uute subjektidega, kes peavad
KiiTSi noudeid tditma), nidhti halduskoormuse tasakaalustamine ette Vabariigi Valitsuse 9.
detsembri 2022. a méddruse nr 121 ,,VOrgu- ja infosiisteemide kiiberturvalisuse nduded
muudatustega, mis joustusid 1. oktoobril 2025.

739 SE kohaselt lisandub kiiberturvalisuse seadusesse ka § 8 1dige 8!, mis tekitab kavandatava
médruse puhul seose NIS2-direktiivi artikli 23 1dike 11 alusel antud Euroopa Komisjoni
rakendusaktiga. Selles rakendusaktis kehtestatakse nduded kiiberintsidendi, sealhulgas olulise
mdjuga kiiberintsidendi kohta esitatava teate vOi raporti korrale ja vormile. Kui sedasorti
rakendusakt vastu vdetakse, ldhtuvad rakendusaktis nimetatud teenuseosutajad selles
rakendusaktis kehtestatud nduetest. Ulejddnud kiiberturvalisuse seaduse 739 SE kohased
teenuseosutajad jirgivad  kavandatavat méédrust. Euroopa Komisjon on digitaalse
koondmiiruse ettepanekus® selgitanud, et eelviidatud komisjoni rakendusakt vdetakse vastu,
sealhulgas toimub tolle ettepaneku kéigus ka iihtlustatakse erinevate digusaktide alusel ette
néhtud teavituste vorme.

2. Eelnou sisu ja vordlev analiiiis
Eelndu koosneb kolmest paragrahvist.

Paragrahviga 1 miiratakse teavitamise sisu ja kord. Tegemist on NIS2-direktiivi artikli 23
16ike 4 tilevotmisega. 739 SE maddrab kiiberturvalisuse seaduse §-s 8 nii nende teavituste
esitamise ajavilbad kui ka muud iildisemad nduded, kuid kdnealuses paragrahvis sitestatakse,
mis teave esmases teates, intsidenditeates, vahearuandes ja 1dppraportis esitatakse.

Loige 1 néeb ette, et esmases teates esitatakse voimaluse korral jirgmine teave:

1) teave olulise mdjuga kiiberintsidendi sisu ja pohjuse kohta, sealhulgas asjakohasel juhul
teave turvarikkemérgi kohta koos selgitusega, kas olulise mojuga kiiberintsidendi eeldatavaks
pohjuseks on ebaseaduslik voi pahatahtlik tegevus;

2) hinnang olulise mdjuga kiiberintsidendile, sealhulgas selle raskusastmele ja mdjule;

3) teave olulise mdjuga kiiberintsidendi piiriiilese mdju kohta;

4) teave olulise mojuga kiiberintsidendi lahendamiseks ettevdetavate tegevuste kohta.

Esmase teate (NIS2-direktiivis sOnastuses ,,varajane hoiatus®) sisuga seoses on asjakohased
NIS2-direktiivi pdhjenduse 102 laused 5 ja 6: Varajane hoiatus peaks sisaldama iiksnes teavet,
mis on vajalik CSIRTi voi, kui see on kohaldatav, pdideva asutuse olulisest intsidendist
teavitamiseks ja voimaldama asjaomasel iiksusel vajaduse korral abi otsida. Selline varajane

3 https://valitsus.ee/valitsuse-eesmargid-ja-tegevused/valitsemise-alused/koalitsioonilepe-2025-2027
4 https://valitsus.ee/sites/default/files/documents/2023-05/VVTP%202023-2027 26.pdf
5 https://digital-strategy.ec.europa.eu/et/library/digital-omnibus-regulation-proposal
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hoiatus, kui see on kohaldatav, peaks nditama, kas on kahtlus, et olulise intsidendi pohjuseks
on ebaseaduslik voi pahatahtlik tegevus, ning kas sellel on toendoliselt piiritilene moju.
Termin ,.kiiberintsident* on defineeritud 739 SE kohase kiiberturvalisuse seaduse § 2 punktis
18. Olulise mdjuga kiiberintsidendi kohta saab lugeda kiiberturvalisuse seaduse § 8 1digetest 1
ja 2, sh ka 739 SE kohase seaduse § 8 1dikesse 2 lisanduvast punktist 6, mis omakorda viitab
Euroopa Komisjoni asjakohasele rakendusaktile® ja selles kirjeldatud olukordadele, millal
kiiberintsident on késitletav olulise mdjuga kiiberintsidendina kiiberturvalisuse seaduse
tdhenduses. Turvarikkemérk on rikkumisele viitav asjaolu (igasugune tunnus, mis viitab
rikkumise toimumisele).

739 SE koostamise kdigus hinnati korduvalt, mis on NIS2-direktiivi artikli 23 16ike 4 punkti a
minimaalne lilevoetav osa (st mis on esmase teate sisu) ning kuivord on direktiiviga ette ndhtud
sonastusliku miinimumiga voimalik tdita pddevale asutusele, ennekodike Riigi Infosiisteemi
Ametile seatud lilesannet ja ootust, et asutus saaks anda teavituse esitajale abi ja tagasisidet
selle teabe pohjal, mis on esitatud esmase teatega. Sonastusliku miinimumiga on siin moeldud,
et olulise mojuga kiiberintsidendi korral tuleb teada anda, kas 1) selle eeldatavaks pdhjuseks on
ebaseaduslik vOi pahatahtlik tegevus ning kas 2) sellel on Eesti riigipiiri liletav moju.
Lopptulemusena jouti jareldusele, et on otstarbekas sdnastada esmase teate sisu nii, nagu on
konealuses paragrahvis. Esmase teatega esitatakse see teave, mis on teate esitamise hetkel
olemas, sest praktikas v3ib esineda ka olukord, et mingi asjaolu ei ole veel teada (nt intsidendi
piiritilene mdju voi hinnang olulise modjuga kiiberintsidendi tdsiduse ja mdju kohta vms).
Seetottu on kommenteeritavas 10ikes kasutatud sOnastust ,,vOimaluse korral”. See tekitab
tasakaalu nii kiiberintsidendist teavitamise kohustuse kui ka kiiberintsidendi késitlemise
vaatest. See on ka pdhjus, miks kommenteeritava 16ike sisu hdlmab elemente, mis on NIS2-
direktiivi artikli 23 16ikes 4 ette ndhtud nii varajasele hoiatusele (eelndu tdhenduses ,,esmane
teade®), intsidenditeatele (eelndus samuti ,,intsidenditeade*), vahearuandele (eelndus samuti
,vahearuanne*) kui ka Idpparuandele (eelndus ,,10ppraport®). See vdimaldab ka véltida, et tekib
kuni neli erinevat vormi, mida tuleks iihe kiiberintsidendi puhul téita — selle asemel on voimalik
kasutusele votta liks vorm, mida saab vajaduse korral tdiendada v4i parandada.

Loike 1 punkt 1 on seotud NIS2-direktiivi artikli 23 16ike 4 punkti a (lauseosa mdrgitakse (kui
see on kohaldatav), kas olulise intsidendi pohjuseks on eeldatavasti ebaseaduslik voi
pahatahtlik tegevus), punkti b (lauseosa antakse esialgne hinnang olulisele intsidendile,
sealhulgas .. voimaluse korral ka rikkeindikaatoritele) ning punkti d alapunktide 1 (intsidend,
sealhulgas selle tosiduse ja moju iiksikasjalik kirjeldus) ja ii (ohu liik voi ldhtepohjus, mis
intsidendi toendoliselt pohjustas) iilevotmisega. SOnad ,,oluline intsident™ on mééruse eelndu
tdhenduses ,,0lulise modjuga kiiberintsident™. Sona ,intsident” on eelndu tdhenduses
,kiiberintsident. Sona ,rikkeindikaator on eelndu tdhenduses ,turvarikkemark®.
Turvarikkemérk on rikkumisele viitav asjaolu ehk igasugune tunnus, mis viitab rikkumise
toimumisele.

Loike 1 punkt 2 on seotud NIS2-direktiivi artikli 23 16ike 4 punkti b (lauseosa antakse esialgne
hinnang olulisele intsidendile, sealhulgas selle tosidusele ja mojule) iilevotmisega. Sona
»tosidus® asemel on eelndus kasutatud sdna ,raskusaste”. Raskusaste on seotud vorgu- ja
infosiisteemi turvalisust ja selle toimepidevust mdjutavate ning kiiberintsidendi tekkimist
pohjustavate riskide loetelu koostamisega, mille kdigus midratakse riskide realiseerumise

¢ Rakendusakt joustus 7. novembril 2024 ja on kittesaadav  https://eur-lex.curopa.cu/legal-

content/ET/TXT/?uri=CELEX%3A32024R2690&amp:qid=1730728447038. Lisainfo:
https://ec.europa.eu/info/law/better-regulation/have-your-say/initiatives/14241-Cybersecurity-risk-management-
reporting-obligations-for-digital-infrastructure-providers-and-ICT-service-managers_en ja https://eur-

lex.europa.eu/legal-content/ET/TXT/?uri=PI_COM:Ares(2024)4640447 &amp:qid=1728309190768.
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tagajdrgede raskusaste ja kirjeldatakse riskijuhtimismeetmeid. Riskianaliiiisi koostamise
kohustus on ette ndhtud Vabariigi Valitsuse 9. detsembri 2022. a midruse nr 121 ,,Vorgu- ja
infosiisteemide kiiberturvalisuse nduded § 5 1dikega 1, selle sisu tdpsustatakse Vabariigi
Valitsuse middrusi muutva eelnduga. Varem oli vastav noue ette ndhtud enne NIS2-direktiivi
vastuvotmist kehtinud kiiberturvalisuse seaduses, konkreetsemalt selle § 7 1dike 2 punkti 1 kuni
31.12.2025 kehtinud sdnastuses. Seega pole riskianaliilisi koostamine, sh selle ,,raskusaste®,
uus tegevus ega kasitlus.

Loike 1 punkt 3 on seotud nii NIS2-direktiivi artikli 23 16ike 4 punkti a (lauseosa milles
mdrgitakse (kui see on kohaldatav), kas [olulisel intsidendil] .. voib olla piiriiilene moju) kui
ka punkti d alapunkti iv (kui see on kohaldatav, intsidendi piiriiilene moju) iilevotmisega.
Piiritilese moju all moeldakse, et kiiberintsidendi mdju avaldub lisaks Eesti Vabariigi
territooriumil oleva(te)le vorgu- ja infosiisteemi(de)le ka mdne muu riigi vorgu- ja
infosiisteemi(de)le.

Loike 1 punkt 4 on seotud NIS2-direktiivi artikli 23 1dike 4 punkti d alapunkti iii (juba
kohaldatud ja kohaldamisel olevad leevendusmeetmed) iilevotmisega. Leevendusmeetmete all
moeldaksegi ettevoetavaid tegevusi ehk neid meetmeid, mis on kasutusele voetud, sh
asjakohasel juhul ka tulevikus (nditeks kui liksus teeb rakendatud meetme iile mingi aja parast
ise sisemist kontrolli).

Lodige 2 on seotud samade NIS2-direktiivi sétete ililevotmisega, mis on viidatud siinse
paragrahvi 16ike 1 asjakohastes punktides, sh on seotud NIS2-direktiivi artikli 23 16ike 4 punkti
b (lauseosa millega, kui see on kohaldatav, ajakohastatakse punktis a osutatud teavet ning
antakse esialgne hinnang olulisele intsidendile, sealhulgas selle tosidusele ja mojule ning
voimaluse korral ka rikkeindikaatoritele) iilevdtmisega. Kommenteeritav 10ige néeb ette, et kui
tegemist on intsidenditeatega, siis esitatakse 15ikes 1 nimetatud teave. Kui esmase teate puhul
esitatakse see teave, mis on esitamise hetkel olemas, siis intsidenditeate puhul esitatakse kogu
teave, mis on 1dikes 1 vélja toodud. Kui intsidenditeate puhul ei ole jitkuvalt mone asjaolu
kohta teavet, mis tuleb esitada (nditeks ei ole veel teada, et tegemist on piiriiilese mdjuga), saab
vastavas osas selgitada, et see info puudub vai pole sel hetkel asjakohane.

Loige 3 on seotud samade NIS2-direktiivi sétete iilevOotmisega, mis on viidatud siinse
paragrahvi 16ike 1 asjakohastes punktides, sh nii NIS2-direktiivi artikli 23 1dike 4 punkti ¢
(CSIRTi voi, kui see on kohaldatav, pddeva asutuse taotlusel vahearuande vaatlusaluste asjade
seisu kohta) kui ka kaudselt punkti d iilevotmisega. Nende punktide pdhisisu voeti iile 739 SE
kohase seadusega, kuid seaduseelnduga kiiberturvalisuse seaduses tehtavad muudatused ei
médra kindlaks, mis on 16pparuande (eelndus 18ppraporti) voi vahearuande sisu. Kavandatavas
16ikes méiratakse vahearuande sisu kindlaks: tegemist on olemuselt sama teabega, mis on
nimetatud sama paragrahvi ldikes 1.

Vahearuandega tuleb esitada ka see teave, mida Riigi Infosiisteemi Amet kiisib vahearuande
esitajalt — seda siis, kui amet soovib mingi asjaolu kohta lisateavet saada. Lisateabe kiisimine
toimub ennekdike esmases teates voi intsidenditeates esitatud teabe pohjal. Sonad ,,asjakohasel
juhul“ tdhendavad, et ametil pole kohustust lisateavet kiisida, kuid kui ta seda teeb, peab
teavituse tegija kiisitud teabe esitama.

Loige 4 on seotud NIS2-direktiivi artikli 23 16ike 4 punkti d iilevotmisega. Selles punktis on
médratud kindlaks Idpparuande (eelndus 1dppraporti) sisu. Loike 4 punkt 1 on seotud NIS2-
direktiivi artikli 23 1oike 4 punkti d alapunkti i1 (ohu liitk voi ldhtepohjus, mis intsidendi
toendoliselt pohjustas) iilevotmisega. Loike 4 punkt 2 on seotud NIS2-direktiivi artikli 23 16ike



4 punkti d alapunkti iii (juba kohaldatud ja kohaldamisel olevad leevendusmeetmed)
iilevotmisega. Loike 4 punkt 3 on seotud NIS2-direktiivi artikli 23 16ike 4 punkti d alapunktide
1 (intsidendi, sealhulgas selle tosiduse ja moju iiksikasjalik kirjeldus) ja iv (kui see on
kohaldatav, intsidendi piiriiilene moju) lilevotmisega.

Paragrahvis 2 ndhakse ette mddruse joustumise aeg, milleks on 1. veebruar 2026 (vt
seletuskirja punkti 6).

Maidrusele lisatakse normitehniline mérkus NIS2-direktiivi kohta.
3. Eelnou vastavus Euroopa Liidu digusele

Eelndus jargitakse Oigusnormide loomisel NIS2-direktiivi. Eelndu vastab NIS2-direktiivile
ning kuna direktiiv voeti ennekdike tile 739 SE kohase seadusega, on seaduseelndu materjalide
juures ka NIS2-direktiivi vastavustabel. Seletuskirja siinses osas tuuakse vilja need véljavotted
NIS2-direktiivi artikli 23 16ike 4 esimesest 15igust, mis on seotud siinse eelnduga:

1) punkt a =mééruse § 1 Ig 1 p-d 1ja 3;

2) punkt b = médruse § 1 Ig 1 p-d 1-3 ning kaudselt ka 1g 2;

3) punkt ¢ = médruse § 1 Ig 3 ning kaudselt ka 1g 1;

4) punkti d alapunkt i =médruse § 1lg 1 p 1 jalg4p3;

5) punkti d alapunkt ii = madruse § 1 lg I p 1 jalg4p I;

6) punkti d alapunkt iii = méédruse § 1 lg 1 p4jalgdp2;

7) punkti d alapunkt iv =méaédruse § 1 Ilg 1 p3jalg4dp3;

8) punkt e = madruse § 1 lg 3 ning kaudselt ka Ig 1.

Iga tehtava muudatuse juures on vorreldud muudetava sétte vastavust Euroopa Liidu digusele,
vajaduse korral on toodud ka vdimalikud sdnastusalternatiivid.

Satete puhul, mis lahendatakse teisiti, kui on sonastatud NIS2-direktiiv, kohaldub ka NIS2-
direktiivi artikkel 5, mis ndeb ette jargmist: /NIS2-direktiiv] ei takista liikmesriike tarbijate
kaitseks vastu votmast voi kehtima jdtmast sdtteid, millega tagatakse korgem kiiberturvalisuse
tase, tingimusel et sellised sdtted on kooskolas liikmesriikide kohustustega, mis on sdtestatud
liidu oiguses.

4. Méairuse mojud

Eelndukohane méirus mdjutab neid iiksusi, kes esitavad olulise mdjuga kiiberintsidendi kohta
teateid Riigi Infosiisteemi Ametile. Need tiksused on nii avaliku kui ka erasektori taustaga. 739
SE seletuskirjas on hinnatud, kui palju iiksusi see muudatus mdjutab. Muudatuse moju on
seotud asjaoluga, mis teavet edaspidiselt esitatakse kiiberintsidendist teavitamise korral.
Mairusega tehtaval muudatusel ei ole neile liksustele olulist mdju, kuna olemasolevad
kiiberintsidendist teavitamise vormid on juba praegu iildjoontes samad ehk olulise mdjuga
kiiberintsidendist teavitav iiksus ei pea esmase teate, intsidenditeate, vahearuande ega
16ppraporti edastamiseks uut laadi teavet koguma hakkama. Seda enam, et esmase teate puhul
on olemas ka paindlikkus valida, mis laadi andmeid esitada. Maidruse muudatus omab
liihiajaliselt suuremat mdju neile liksustele, kes seni pole varem kiiberintsidendi teavitust teinud
(kas kohustuslikult voi vabatahtlikult). Tegemist on lithiajalise mdjuga, kuna kiiberintsidendi
toimumisel ei pruugi too iliksus kohe alguses teada ega aru saada, mis teavet kiiberintsidendi
kohta tuleb esitada, kuid siin aitabki vastava vormi kasutamine, mis on leitav asjakohaselt
veebilehelt (vt ka jargmist selgitust).



5. Miaruse rakendamisega seotud riigi ja kohaliku omavalitsuse tegevused, eeldatavad
kulud ja tulud

Eelnduga tulusid ei prognoosita.

Eelndu méérusena joustumise korral peab Riigi Infosiisteemi Amet {lile vaatama nii enda
vorgulehel kui ka ettendhtud veebikeskkonnas olevad vormid, et need vastaksid médarusega
kindlaks médratud teadete sisule. Nende toimingute teostamine ei tekita méarkimisvaarset kulu.

6. Midiruse joustumine

Madérus joustub 1. veebruaril 2026. Joustumisaja puhul on lahtutud kuupéevast, mis voimaldab
eelndu kooskdlastada ning Riigi Infosiisteemi Ametil asjakohased vormid iile vaadata.

7. Eelnou kooskoélastamine, huvirithmade kaasamine ja avalik konsultatsioon

7.1. Enne eelndu koostamist toimusid kaasamised seoses NIS2-direktiivi lilevotmisega. Nende
kéigus sai anda tagasisidet muu hulgas ka siin kommenteeritava miiruse eelnduga sétestatavate
nduete kohta. Sellekohane tagasiside ja vastused on leitavad 739 SE dokumentide juurest.
Samuti on seletuskirjas asjakohasel juhul selgitatud mérkusi, mis saabusid 739 SE kohta enne
selle esitamist Riigikogule.

7.2. Eelnou esitatakse eelndude infosiisteemi kaudu kooskolastamiseks ministeeriumitele,
Riigikantseleile ning Eesti Linnade ja Valdade Liidule.

7.3. Eelndu saadetakse arvamuse avaldamiseks Andmekaitse Inspektsioonile, Eesti Pangale,
Riigi Infosiisteemi Ametile, Finantsinspektsioonile, Eesti Pangaliidule, Eesti Haiglate Liidule,
Eesti Arstide Liidule, Eesti Perearstide Seltsile, Eesti Vee-ettevotete Liidule, Eesti Kiirabi
Liidule, Eesti Ravimihulgimiiiijate Liidule, Ravimitootjate Liidule, Eesti Proviisorapteekide
Liidule, Eesti Apteekrite Liidule, Eesti Elektritoostuse Liidule, Eesti Joujaamade ja Kaugkiitte
Uhingule, Eesti Gaasiliidule, Eesti Transpordikiituste Uhingule, Eesti Infotehnoloogia ja
Telekommunikatsiooni Liidule, Eesti Kaubandus-Todstuskojale, Eesti Pollumajandus-
Kaubanduskojale, Eesti Toiduainetodstuse Liidule ja Eesti Kaupmeeste Liidule.



